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Abstract

We consider a classical communication setup with two spatially separated parties sharing
a quantum system. In such a setup, entanglement is considered a valuable resource useful
for a plethora of undertakings; for one, the generation of secret key, which is the primary
concern of our work. In 2004, Horodecki et al. showed that the amount of secret key
that can be extracted from noisy bipartite quantum states may exceed the amount of
distillable maximally entangled quantum bits. Their work was based on the intuition of
quantum data hiding but did not offer a quantitative relationship to this phenomenon.
More recently, the connection between quantum key distribution and quantum data hiding
was further developed by Christandl and Ferrara [1], who also used the connection as a
tool to bound the rate at which secret key can be distributed in a network scenario.

In this thesis, we consider the question of the distinguishability of quantum states
given an imperfect quantum memory. We define a rate at which secure classical data can
be extracted from partially secure data with respect to an eavesdropper with imperfect
quantum memory. We prove an upper bound and a lower bound on this rate under general
assumptions in terms of entropic quantities. Finally, we introduce a rate at which classical
data can be hidden from an eavesdropper with imperfect quantum memory, and we relate
this back to the notion of quantum data hiding.

In a one-way classical communication scenario for quantum key distribution, we prove
a lower bound on the distillable key of a generic state in terms of correlation and orthog-
onality of related quantum states. We elaborate on this by showing that the security of a
key can be understood in terms of the orthogonality of related quantum states. Finally, we
also consider the problem of extending the distance of quantum key distribution through
intermediate stations, a setting referred to as a quantum key repeater. Here, we exhibit
situations, where we can lower bound the performance of the optimal key repeater strat-
egy in terms of local state discrimination. This strategy outperforms the naive approach
of first distilling maximally entangled states between the individual parties followed by
entanglement swapping in certain special cases.

Finally, we consider the current practical implications of the gap between the distin-
guishability of quantum states given perfect or imperfect quantum memory. In 2006, a
large gap between the theoretical performance of an eavesdropper with classical or quan-
tum side information was shown in a randomness extraction protocol [2]. Using current
commercially available quantum hardware, we were, however, not able to achieve an ad-
vantage using a quantum protocol when compared with an error-free classical protocol in
this scenario.
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Resumé

Vi betragter en model med konventionel kommunikkation mellem to parter, som deler et
kvantesystem. I en s̊adan model betragter vi sammenfiltring som en værdifuld ressource,
der kan bruges til adskillige form̊al, eksempelvis at generere en hemmelig nøgle, hvilket er
det primære fokus i vores arbejde. I 2004 viste Horodecki et al. at mængden af nøgle, som
kan udvindes fra et delt kvantesystem kan overstige mængden af maksimalt sammenfiltrede
kvantebits, der kan udvindes. Deres arbejde var baseret p̊a intuition fra skjult kvantedata,
men gav ikke en kvantitativ beskrivelse af relationen til dette fænomen. For nylig blev
forbindelsen mellem kvantemekanisk distribution af hemmelige nøgler og skujlt kvantedata
yderligere udviklet af Christandl of Ferrara [1], der brugte forbindelsen som et værktøj til
at begrænse raten hvormed en nøgle kan distribueres i et netværk.

I denne afhandling betragter vi spørgsmålet om skelnen mellem kvantetilstande givet
uperfekt kvantehukommelse. Vi definerer en rate, hvormed sikker konventionel data kan
udvindes fra delvist sikker konventionel data med hensyn til en fjendtlig, lyttende part.
Vi viser en øvre begrænsning og en nedre begrænsning p̊a denne rate under generelle
antagelser i termer af entropiske størrelser. Endelig introducerer vi en rate, hvormed
konventionel data kan skjules fra en fjendtlig, lyttende part med uperfekt hukommelse, og
vi relaterer denne størrelse tilbage til begrebet om skjult kvantedata.

I en model for kvantemekanisk distribution af nøgle med en-vejs kommunikation viser
vi en nedre begrænsning p̊a mængden af nøgle, der kan udvindes i termer af korrelation og
ortogonalitet af relaterede kvantetilstande. Vi uddyber dette ved at vise, at sikkerheden
af en nøgle kan forst̊as i termer af ortogonalitet af relaterede kvantetilstande. Endelig
betragter vi ogs̊a problemet med at øge afstanden for kvantemekanisk distribution af nøgle
gennem mellemliggende stationer, en model der refereres til som en gentager af nøgle. Her
viser vi situationer, hvor vi kan nedre begrænse ydeevnen af en optimal gentager af nøgle
i termer af lokal skelnen mellem tilstande. Strategien udkonkurrerer den naive tilgang,
nemlig hvor parterne først udvinder maksimalt sammenfiltrede tilstande efterfulgt af et
byt af sammenfiltring, i visse specielle tilfælde.

Endelig betragter vi de nuværende praktiske implikationer af forskellen mellem at
skelne kvantetilstande givet perfekt eller uperfekt kvantehukommelse. I 2006 blev en
stor forskel mellem den teoretiske ydeevne af en fjendlig, lyttende part med konventionel
information eller kvanteinformation vist i en protokol for udvindelse af tilfældig data [2].
Med nuværende kommercielt tilgængelig hardware har vi ikke været i stand til at eftervise
en fordel ved at bruge en kvantemekanisk protokol sammenlignet med fejlfri konventionel
protokol i dette scenarie.
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Introduction

Let us consider a communication setup involving the usual suspects, Alice and Bob, and
let us suppose that they are concerned with the privacy of their communication. In
the modern-day world, most digital communication is encrypted using a key, which is a
random string of zeros and ones. If Alice and Bob share such a key, then Alice can use
it to encrypt a message before sending it to Bob, and when Bob receives the encrypted
message he again uses the key to decrypt and read the message. Whenever the key is as
long as the message, there is a protocol where the privacy of the message is equivalent to
the privacy of the key; in other words, if an eavesdropper, let us call her Eve, intercepts
the encrypted message, then having little information about the key shared by Alice and
Bob will ensure that she has little information about the contents of the message sent
from Alice to Bob. The issue in this protocol is the requirement of a key as long as the
message is; with the ever-increasing amount of digital communication and the scarcity of
shared secret keys, this protocol is not practically feasible as a standalone solution to the
problem of private communication!

One approach to addressing the issue of key length is to recognize the computational
limitations of a malicious party, say, an eavesdropper as above. Suppose Alice and Bob
share a short key. Then there are deterministic and efficient protocols for generating a long
key based on some presumably computationally hard mathematical problem. Whenever
Eve has negligible information about the short key, and she is computationally limited,
then Eve will also have next to no information about the long key assuming the computa-
tional hardness of certain mathematical problems. Although this resolves the issue of the
key length, when Alice and Bob reduce their level of paranoia to computational security,
they still need a short shared secret key to begin with.

The question at hand for Alice and Bob is how to come up with an initial shared secret
key. They find an answer to their perils in public-key cryptography. Here, we consider
protocols using a pair of related keys, namely, a private key and a public key. Using
only a short secret key, Bob may generate a pair of keys using a protocol based on some
presumably computationally hard mathematical problem. The public key is distributed
openly and Alice may use it to encrypt a message and send it to Bob, while Bob retains
the private key for decryption of any received message. As long as Bob has a short se-
cret key, there are computationally secure protocols for public-key generation assuming
the computational hardness of certain mathematical problems. Using the protocol from
above, Alice can now generate a long computationally secure key from a short initial
key and send it to Bob using his public key. Upon receiving the encrypted long secret
key, Bob may decrypt it using his private key; almost magically, Alice and Bob have now
achieved a shared long secret key! This shows that having relaxed their level of paranoia to
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computational security, Alice and Bob are able to communicate privately with the modest
requirement that Alice and Bob each have a short secret key unknown to the eavesdropper.

However, there is good reason for the rising level of paranoia when it comes to crypto-
graphic matters. More than 20 years ago, it was shown that some mathematical problems
used in cryptographic protocols due to their conjectured hardness are efficiently solvable
on a quantum computer using Shor’s algorithm [3]. In theory, this renders the solution
provided above to Alice and Bob’s problem of ensuring private communication insecure,
and this realization is gradually becoming a practical security concern. Depending on the
level of security demanded by Alice and Bob, we can argue that the proposed protocol was
never actually secure; if we were to project the advances in computational power into the
future, it will eventually be possible for an eavesdropper to extract the private keys used
in public-key encryption today. The temporal aspect of security is by no means new, how-
ever, advances in the development of quantum hardware and quantum algorithms suggest
that current cryptographic protocols are not as secure as expected.

Fortunately, Shor’s algorithm was discovered more than 20 years ago much earlier
than its implementation for cryptographically relevant parameters is possible. It gives us
time. One approach is to stay within the paradigm of computational security and devise
cryptographic protocols based on other mathematical problems conjectured to be quantum
computationally hard. Keeping the temporal aspect of security in mind, this approach
enables Alice and Bob to communicate privately in the presence of an eavesdropper with
quantum processing power.

While emerging quantum technology poses a threat to the privacy of communication,
it also provides a solution! Quantum mechanics allows Alice and Bob to obtain a shared
secret key at a distance without making computational assumptions on the eavesdropper
[4, 5]. We refer to such protocols as quantum key distribution protocols. The promise of
quantum key distribution is to remove the temporal aspect of security, however, it comes
at a very literal cost. There are high technological demands of devices for quantum key
distribution, and with high levels of noise, it is safe to assume that the generation of secret
keys will be relatively expensive in a foreseeable future. With these challenges in mind, it
is exceedingly relevant to consider the optimality of quantum key distribution protocols.
It has been shown that a secret key can be obtained from certain quantum states, where
no pure entanglement can be achieved [6]. This discovery was inspired by a phenomenon
referred to as quantum data hiding, namely, that some quantum states shared by two spa-
tially separated parties are hard to distinguish with local access but easy to distinguish
given access to the entire system. This indicates that we should look beyond protocols
for pure entanglement distillation in our search for optimal protocols for quantum key
distribution. As has always been the case, the choice of key generation protocol should
reflect the desired level of security, where quantum computationally secure cryptography
proposes a feasible solution to security in a foreseeable future, whereas quantum key dis-
tribution gives a time-independent security promise. However, the storage of the key or
even its deletion after use may pose practical security concerns beyond those of the actual
quantum key distribution protocol.

We begin by describing the formalism necessary in order to discuss fundamental concepts
of finite dimensional quantum systems and states of quantum systems. We proceed to
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give a thorough description of operations on the state of a quantum system, in particular
bipartite quantum systems. With the elementary definitions in place, we review various
measures of distance and briefly discuss their relation to state discrimination. In order
to support the flow of the following chapters, we state some fundamental results from
quantum information and their adaptation to our setup.

In Chapter 2 we consider the task of obtaining secure data with respect to an eaves-
dropper. Initially, we suppose the protagonist Xavier has a partially secret key modeled
by a random variable X, and Eve has information about X encoded into the state of
a quantum system E. With no assumptions concerning capabilities of Eve, the task of
obtaining a secret key with respect to Eve is referred to as strong randomness extraction.
We reformulate the setup in terms of a classical-quantum state of a bipartite quantum
system XE and refer to the task as secure state distillation. We begin by proving that the
asymptotic rate of secure state distillation is given by the conditional entropy of X given
E. With these introductory observations in mind, we discuss to what extent Xavier can
improve his rate of secure state distillation given general assumptions on the capabilities
of Eve. Here, we prove general upper and lower bounds on the rate at which Xavier can
distill secure bits of information, and provide examples showing that Xavier can indeed
distill more secure bits assuming, say, Eve has no quantum memory. We finish the chapter
by introducing hiding states with respect to a restricted eavesdropper, where the classical
data encoded into the state of system X could be readily inferred by an eavesdropper with
no restrictions, while the restricted Eve remains oblivious concerning the state of system
X.

In the next chapter, Chapter 3, we focus our attention on a setup with two parties Alice
and Bob sharing a quantum system AB, and furthermore, they can perform local quantum
operations and communicate classically. In this setup, we discuss the connections between
private key, entanglement, and encoding classical data in quantum systems. We begin by
proving a lower bound on the distillable private key of a certain class of states and proceed
to apply this bound in the context of a quantum key repeater. Furthermore, our bound
on private key distillation in conjunction with a known lower bound on entanglement
distillation [1] provides a first indication of a connection between private key, entanglement,
and hidden classical data. We shift gears in the second part of Chapter 3 in order to present
the setup in terms of a classical-quantum state as in Chapter 2. To encode classical data
into the state of a bipartite quantum system AB shared by Alice and Bob, we apply phase
gates to a subsystem of AB. This results in a classical-quantum state of system XAB,
where Alice and Bob are viewed as the eavesdropper restricted to local quantum operations
and classical communication. Here, we show that the encoded classical data is retrievable
provided global access to system AB, if and only if Alice and Bob can individually extract
(possibly uncorrelated) secret keys. In the affirmative case, we show that the secret keys
are completely uncorrelated if the state of system AB is separable, and there are indeed
separable states showcasing this feat. This leads us to a definition of the phase hiding
rate of a state, and we briefly discuss its possible connection to the difference between
distillable private key and distillable entanglement.

Finally, in Chapter 4 we consider the performance of current quantum hardware com-
pared with its classical counterpart in the following scenario. First, we sample a binary
string of length n uniformly at random, and we allow an eavesdropper to read the string
but only store log n (qu)bits of information. Then we perform a particular strong ran-
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domness extraction protocol [2], and hence ask the eavesdropper to guess one bit of the
resulting string. Theoretically, an eavesdropper with a quantum computer always succeeds
in this task (when n is even), while a classical eavesdropper may as well resort to guessing
at random when n is large [2]. In an effort to identify a practically relevant example of an
advantage using current quantum hardware, we compare the performance of a theoreti-
cally optimal quantum strategy on the IonQ quantum computer with the performance of
various classical strategies.
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Chapter 1

Preliminaries

We begin by describing the mathematical formalism necessary to discuss quantum mechan-
ics in an information-theoretic context. We will throughout this thesis only be concerned
with quantum systems with finitely many degrees of freedom, which we model by a finite-
dimensional complex Hilbert space. We proceed to describe the notion of quantum states
and channels before we move on to the more computationally relevant concepts of quan-
tum bits and quantum gates. We give the definitions of various measures of distance and
relate these concepts to the operationally relevant task of state discrimination. Finally,
we define the von Neumann entropy and other related entropic quantities, which will play
an integral role in our work.

1.1 Finite Dimensional Complex Hilbert Spaces

We adopt many of the choices of notation and terminology from [7], however, we deviate
whenever it is necessary and whenever a simplification is possible.

A complex Hilbert space H is a vector space over a complex field with an inner product
⟨· | ·⟩H , such that the norm induced by the inner product makes H complete. We will only
be concerned with finite-dimensional Hilbert spaces, and we denote the dimension of H
by dH ∈ N.

1.1.1 Tensor Products of Hilbert Spaces

From any two finite-dimensional complex Hilbert spaces H, H ′, we can construct a new
finite-dimensional complex Hilbert space, namely, their tensor product. The tensor prod-
uct space H ⊗H ′ is given by all linear combinations of u⊗ u′ for u ∈ H, u′ ∈ H ′ with the
identifications of elements that ensure

H ×H ′ → H ⊗H ′, (u, u′) 7→ u⊗ u′

is a bi-linear map. The tensor product H⊗H ′ is again a finite-dimensional complex Hilbert
space with inner product given by ⟨u⊗ u′, v ⊗ v′⟩H⊗H′ = ⟨u, v⟩H ⟨u′, v′⟩H′ for all u, v ∈ H,
u′, v′ ∈ H ′. We use the shorthand notation HH ′ := H ⊗H ′, and the tensor product space
is of dimension dHH′ = dHdH′ . On occasion, we will consider tensor products of several
finite dimensional complex Hilbert spaces; here, we will consider the tensor product of
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u ∈ H1H2 and v ∈ H ′1H
′
2 as an element of H1H

′
1H2H

′
2, and in such cases, we will denote

the implicit reordering by adding subscripts uH1H2 ⊗ vH′
1H

′
2
∈ H1H

′
1H2H

′
2.

1.1.2 Linear Operators and Linear Maps

We denote the set of linear operators from one finite-dimensional complex Hilbert space
H to another H ′ by L (H,H ′), and for an operator K ∈ L (H,H ′) we denote the adjoint
operator by K† ∈ L (H ′, H). For K ∈ L (H,H ′) and K ′ ∈ L (H ′, H ′′) we denote their
composition by K ′K ∈ L (H,H ′′).

For a finite dimensional complex Hilbert space H we denote by L (H) := L (H,H), and
we denote by 1H ∈ L (H) the identity operator. We say that an operator K ∈ L (H,H ′)
is isometric, if K†K = 1H . An operator K ∈ L (H) is said to be normal if KK† = K†K.
Furthermore, it is said to be unitary if K is invertible with K−1 = K†, that is, KK† =
K†K = 1H , and we denote by U (H) the set of all unitary operators on H. We say
that K is Hermitian if K = K†, and K is additionally said to be positive semi-definite
if K = K̃†K̃ for some K̃ ∈ L (H), which we denote by K ≥ 0. More generally, we write
K ≥ K ′ if K −K ′ ≥ 0 for any operators K,K ′ ∈ L (H). We say that K is a projection if
K is a Hermitian operator satisfying K2 = K.

For K ∈ L (H) we denote by |K| the positive operator satisfying KK† = |K|2. A
Hermitian operator K ∈ L (H) has a spectral decomposition with real eigenvalues, so in
particular it can be decomposed into a difference K = K+ − K−, where K+,K− ≥ 0
and K+,K− are orthogonal, that is, K+K− = K−K+ = 0. If K is Hermitian, then
|K| = K+ +K−.

Now note that L (H) is itself a finite-dimensional complex Hilbert space with inner
product given by ⟨K, K̃⟩ = Tr(K†K̃) for K, K̃ ∈ L (H). The norm induced from the inner
product on L (H) is given by

∥K∥2 :=
√
⟨K,K⟩ =

√
TrK†K =

√
Tr |K|2, K ∈ L (H)

which we shall refer to as the 2-norm. Furthermore, we define the 1-norm on L (H) by

∥K∥1 := Tr |K| , K ∈ L (H) ,

and it is also referred to as the trace norm. For ε > 0 and two linear operators K,K ′ ∈
L (H) satisfying ∥K −K ′∥1 ≤ ε, we write K ≈ε K

′. Finally, it holds that

∥K∥2 ≤ ∥K∥1 ≤
√
dH ∥K∥2

for all K ∈ L (H).
We will refer to a linear operator from L (H) to L (H ′) as a linear map, and we denote by
LM (H,H ′) the set of all linear maps. We denote the identity map by idH ∈ LM (H,H),
and the trace of a linear operator is denoted by TrH ∈ LM (H,C). When it is clear from
the context, we will simply write id = idH and Tr = TrH . We note that the composition
of linear maps is again a linear map, that is,

Λ2 ◦ Λ1 = Λ ∈ LM
(
H,H ′′

)
, Λ1 ∈ LM

(
H,H ′

)
,Λ2 ∈ LM

(
H ′, H ′′

)
,
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and so for subsets Ω1 ⊆ LM (H,H ′), Ω2 ⊆ LM (H ′, H ′′) we define the composition

Ω2 ◦ Ω1 :=
{

Λ2 ◦ Λ1

∣∣Λ1 ∈ LM
(
H,H ′

)
,Λ2 ∈ LM

(
H ′, H ′′

)}
⊆ LM

(
H,H ′′

)
.

Any linear map Λ ∈ LM (H,H ′) has a Kraus representation given by

Λ (X) =
∑
i∈I

KiXK̃
†
i , X ∈ L (H) , (1.1)

where I is a finite set of indices, and Ki, K̃i ∈ L (H,H ′). The adjoint map Λ† ∈ LM (H ′, H)
is given by

Λ† (Y ) =
∑
i∈I

K†i Y K̃i, Y ∈ L
(
H ′
)
.

A linear map Λ ∈ LM (H,H ′) is said to be positive, if Λ (X) ≥ 0 for all positive semi-
definite X ∈ L (H). Furthermore, we say that Λ ∈ LM (H,H ′) is completely positive, if
Λ ⊗ idH′′ ∈ LM (HH ′′, H ′H ′′) is positive for all finite dimensional complex Hilbert spaces
H ′′. It holds that Λ is completely positive if and only if

Λ (X) =
∑
i∈I

KiXK
†
i , X ∈ L (H)

for linear operatorsKi ∈ L (H,H ′) known as the Kraus operators. We denote by CP (H,H ′)
the set of all completely positive linear maps. Along similar lines, we say that Λ is trace-
preserving, if TrH′ Λ (X) = TrH X for all X ∈ L (H). It holds that Λ with Kraus represen-

tation given by (1.1) is trace-preserving if and only if
∑

i∈I K̃
†
iKi = 1H . Finally, we denote

by CPTP (H,H ′) the set of completely positive and trace-preserving linear maps. The set
of completely positive maps and the set of completely positive and trace-preserving maps
are both closed under composition, that is,

CP
(
H ′, H ′′

)
◦ CP

(
H,H ′

)
⊆ CP

(
H,H ′′

)
,

CPTP
(
H ′, H ′′

)
◦ CPTP

(
H,H ′

)
⊆ CPTP

(
H,H ′′

)
.

If follows from Stinespring’s dilation theorem that Λ ∈ LM (H,H ′) is completely posi-
tive and trace preserving (CPTP), if and only if there exists a finite-dimensional com-
plex Hilbert space H ′′ and an isometric operator V ∈ L (H,H ′H ′′) such that Λ (X) =
(idH′ ⊗TrH′′)

(
V XV †

)
.

For finite dimensional complex Hilbert spacesH1, H
′
1 andH2, H

′
2 we note that L (H1, H

′
1)

and L (H2, H
′
2) are themselves finite dimensional complex Hilbert spaces. This allows us

to form the tensor product of linear operators L (H1, H
′
1)⊗L (H2, H

′
2), which is isomorphic

to L (H1H2, H
′
1H
′
2) due to the association

K1 ⊗K2 7→ K, K (u⊗ v) = K1u⊗K2v for u ∈ H1, v ∈ H2,

and the fact that any K ∈ L (H1H2, H
′
1H
′
2) can be written as a linear combination of tensor

products K1⊗K2. Abusing this observation, we will write K1⊗K2 = K ∈ L (H1H2, H
′
1H
′
2)

for any K1 ∈ L (H1, H
′
1), K2 ∈ L (H2, H

′
2). As a noteworthy example of this, we will write

1H1 ⊗ 1H2 = 1H1H2 .
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Similarly, we have that the tensor product LM (H1, H
′
1) ⊗ LM (H2, H

′
2) is isomorphic

to LM (H1H2, H
′
1H
′
2) by an analogous association. Again abusing the notation, we will for

Λ1 ∈ LM (H1, H
′
1), Λ2 ∈ LM (H2, H

′
2) write Λ1 ⊗ Λ2 = Λ for Λ ∈ LM (H1H2, H

′
1H
′
2) given

by Λ (X,Y ) = Λ1 (X) ⊗ Λ2 (Y ) for X ∈ L (H1), Y ∈ L (H2). This time we may along the
same lines note that this abuse of notation allows us to write, say, TrH1H2 = TrH1 ⊗TrH2 .

With the above notation in mind, we define for subsets Ω1 ⊆ LM (H1, H
′
1), Ω2 ⊆

LM (H2, H
′
2) the set of tensor products of linear maps by

Ω1 ⊗ Ω2 := {Λ1 ⊗ Λ2 |Λ1 ∈ Ω1,Λ2 ∈ Ω2} ⊆ LM
(
H1H2, H

′
1H
′
2

)
.

1.1.3 Dirac’s bra-ket Notation and the Computational Basis

We will adhere to Dirac’s bra-ket notation for a finite-dimensional complex Hilbert space
H. First note that there exist an isomorphism associating elements u ∈ H to linear
operators |u⟩ ∈ L (C, H), where the linear operator is given by |u⟩ : z 7→ zu. We denote
by ⟨v| := |v⟩† ∈ L (H,C), and note that ⟨v| is equivalently defined as the map ⟨v| : H → C
given by |u⟩ 7→ ⟨v |u⟩, where ⟨v |u⟩ := ⟨v| |u⟩ ∈ L (C,C) ∼= C is equal to the inner product
of u, v. Furthermore, for |u⟩ ∈ L (C, H) and ⟨v| ∈ L (H ′,C) we denote the outer product
by |u⟩⟨v| ∈ L (H,H ′), and note that the set of all such operators span L (H,H ′).

We will abuse the notation and through the isomorphism above consider |u⟩ as an
element of H. The inner product of |u⟩ , |v⟩ ∈ H is then also denoted by ⟨u |v⟩ = ⟨u, v⟩.
For |u⟩ ∈ H, |v⟩ ∈ H ′ and K ∈ L (H,H ′) we may furthermore denote by ⟨v|K |u⟩ :=
⟨v,Ku⟩ =

〈
K†v, u

〉
, and finally we denote tensor products by |uv⟩ := |u⟩ |v⟩ := |u⟩ ⊗ |v⟩.

Any operator K ∈ L (H,H ′) has a singular value decomposition, that is, there exists
an integer k ≤ dH , dH′ , singular values si for i = 1, . . . , k and orthonormal vectors |ui⟩ ∈ H
and |v′j⟩ ∈ H ′ for i, j = 1, . . . , k such that K =

∑k
i=1 si|v′i⟩⟨ui|. In particular, for a normal

operator K ∈ L (H) there exists eigenvalues ei ∈ C for i = 1, . . . , dH and an orthonormal
basis of eigenvectors |ui⟩ ∈ H, such that K =

∑dH
i=1 ei |ui⟩⟨ui|. Furthermore, Hermitian

operators have real eigenvalues, and positive semi-definite operators have non-negative
eigenvalues. Finally, we note that any two commuting normal operators are simultane-
ously diagonalizable.

When we consider a d-dimensional complex Hilbert space H, the computational basis
is simply a choice of an orthonormal basis consisting of d vectors, which we denote by
|0⟩ , . . . , |d− 1⟩ ∈ H. More generally, if we consider tensor products of complex Hilbert
spaces HH ′, the computational basis of HH ′ is given by the tensor products of vectors of
the computational bases of H, H ′, respectively.

For some linear maps their definition is basis dependent. For a d-dimensional complex
Hilbert space H we may thus pick a basis, and then we may define complex conjuga-
tion K 7→ K with respect to this basis. Furthermore, we denote by TH : K 7→ KT the
transposition of K with respect to the chosen basis.

1.2 Quantum Systems

A quantum system with finitely many degrees of freedom is given by a finite-dimensional
complex Hilbert space H. If the system is completely isolated, then the state of the system
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is described by a unit vector in H, and the operations on the state of the quantum system
are unitary operators. However, when studying quantum systems that are not completely
isolated from their environment, we use the more general framework, where states of a
quantum system are described by linear operators on the underlying Hilbert space, and
operations on states are described by linear maps. We adopt the convention of referring to
a quantum system H with finitely many degrees of freedom merely as a quantum system
H, where the Hilbert space H is understood to be finite-dimensional.

We begin by introducing relevant notation and terminology concerning the state of a
quantum system and operations on the state of a quantum system. Afterward, we proceed
to introduce concepts that are central to the study of bipartite quantum systems.

1.2.1 States and Channels

The state of a quantum system given by a finite-dimensional complex Hilbert space H
is given by a positive semi-definite operator ρ ∈ L (H), which is normalized with respect
to the trace operator, that is, Tr ρ = 1. We refer to ρ as a density operator, and the
set of all density operators on H is denoted by D (H). We will also refer to ρ as a state
of the quantum system H. More generally, we denote by D≤ (H) the set of all positive
semi-definite operators, which are subnormal with respect to the trace operator.

A state ρ ∈ D (H) is said to be pure if it is of rank 1, that is, ρ = |ψ⟩⟨ψ| for some
|ψ⟩ ∈ H. Otherwise, ρ is said to be a mixed state. We denote the maximally mixed
state by ω := 1

dH
1H . For any state ρ ∈ D (H) we refer to any state ρ′ ∈ D (HH ′) with

the property TrH′ ρ′ = ρ as an extension. If ρ′ is a pure state, we call it a purification.
Given a spectral decomposition ρ =

∑
i∈I pi |ψi⟩⟨ψi| we can always construct a purification

ρ∗ = |Ψ⟩⟨Ψ| ∈ D (HH∗) with H ∼= H∗, where |Ψ⟩ is given by

|Ψ⟩ =

dH∑
i=1

√
pi |ψi⟩ |i⟩ ,

and where {|i⟩}dHi=1 denotes an orthonormal basis of H∗. We will likewise refer to |Ψ⟩ as a
purification of ρ. In general, a purification is not unique, but all purifications are related
by a local isometry acting only on the purifying system.

For a quantum state ρ of joint quantum system HH ′ we denote by ρH := TrH′ ρ, and
we also denote by ρH := ρH . Now suppose {|i⟩}i∈I is an orthonormal basis of H. We refer
to a state ρ ∈ D (HH ′) given by

ρ =

dH∑
i=1

pi |i⟩⟨i| ⊗ ρi, ρi ∈ D
(
H ′
)
,

where (pi)
dH
i=1 is a probability distribution, as a classical-quantum state (cq-state).

A channel from one quantum system H to another H ′ is a completely positive and trace-
preserving linear map, and we denote the set of all channels on H with output system H ′

by Call (H⟩H ′) := CPTP (H,H ′). Furthermore, we denote the set of all channels on H by

Call (H) :=
⋃
H′

Call
(
H⟩H ′

)
,
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and finally for an arbitrary set of channels C (H) ⊆ Call (H) we denote by

C
(
H⟩H ′

)
:= C (H) ∩ Call

(
H⟩H ′

)
.

In many cases, we will define a channel Λ ∈ Call (H⟩H ′) only on the set of density operators,
but note that the definition extends to the entire Hilbert space by linearity. Furthermore,
for channels Λ ∈ Call (H) defined only on part of a joint quantum system HH ′ we denote
by

Λ (ρ) := (Λ ⊗ idH′) (ρ) , ρ ∈ D
(
HH ′

)
.

Now consider a quantum system H and joint quantum system H ′H ′′, and suppose {|i⟩}i∈I
is an orthonormal basis of H ′. A quantum instrument is a channel Λ ∈ Call (H⟩H ′H ′′)
given by

Λ (ρ) =
∑
i∈I

|i⟩⟨i| ⊗ Λi (ρ) ,

where Λi ∈ CP (H,H ′′). Note that the state resulting from applying a quantum instrument
is a cq-state. We denote the set of quantum instruments by Iall (H⟩H ′H ′′) with the
convention that the first output system H ′ is classical.

Finally, a measurement of system H and outcome in H ′ is a channel Λ ∈ Call (H⟩H ′)
given by

Λ (ρ) =
∑
i∈I

Tr (Miρ) |i⟩⟨i| ,

where Mi ∈ L (H) are positive semi-definite operators satisfying
∑

i∈IMi = 1H . We refer
to {Mi}i∈I as the Positive Operator-Valued Measurement (POVM) representation of the
measurement Λ. A projective measurement has POVM representation given by a set of
projectors, and a measurement on a basis {|j⟩}j∈J of H has POVM representation given
by the projectors onto |j⟩ for j ∈ J . We denote the set of all measurements of the quantum
system H with outcome system H ′ by Mall (H⟩H ′), and furthermore, we denote the set
of all measurements of the quantum system H by

Mall (H) :=
⋃
H′

Mall

(
H⟩H ′

)
.

1.2.2 Bipartite Quantum Systems

We will now introduce the relevant terminology to model the scenario of two spatially
separated parties Alice and Bob sharing a quantum system AB. The spatial separation
limits the set of permissible operations by Alice and Bob to channels acting on systems A
and B individually. Bringing the systems together in order to perform a global operation
requires quantum communication, which we will not consider here. Instead, we allow Alice
and Bob to communicate classically, and we introduce the necessary terminology in order
to discuss this communication setup. To stress the spatial distance between systems A
and B, we denote the bipartite quantum system by A : B whenever necessary.

Before we proceed, we introduce the following general notions particularly relevant
when considering bipartite quantum systems. A product operator K ∈ L (A : B) is a
linear operator given by K = KA ⊗ KB for KA ∈ L (A), KB ∈ L (B), and we denote
the set of all product operators by Lprod (A : B). More generally, a separable operator
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is a convex combination of product operators, and we denote the set of all separable
operators by Lsep (A : B). Finally, for K ∈ L (A : B) we define the partial transpose
with respect to system B as KΓ := (idA⊗TB) (K), and we say that K is positive under
partial transposition (PPT) if KΓ ≥ 0. Although the definition of transposition is basis
dependent, we note that the PPT criterion is not [8]. We denote the set of all PPT
operators by Lppt (A : B).

States and Channels on Bipartite Quantum Systems

The state ρ of a bipartite quantum system AB is said to be a product state, if it holds that
ρAB = ρA⊗ ρB. We denote the set of all product states by Dprod (A : B). More generally,
a state is said to be separable, if it is a convex combination of product states, and we
denote the set of separable states by Dsep (A : B). If the state of a bipartite quantum
system is not separable, we say that it is entangled.

For any state ρ of a bipartite quantum system AB we may consider ρΓ = (idA⊗TB) (ρ).
If ρΓ ≥ 0, then we say that ρ is a PPT state, and we denote the set of all PPT states by
Dppt (A : B). Since the transposition map is positive (although not completely positive)
and trace-preserving, we furthermore have

Dprod (A : B) ⊆ Dsep (A : B) ⊆ Dppt (A : B) ⊆ D (AB) .

Analogously, we define a product channel Λ ∈ Call (A : B) as Λ = ΛA⊗ΛB for ΛA ∈ Call (A),
ΛB ∈ Call (B), and we denote by Cprod (A : B) the set of all product channels. More
generally, a channel is said to be separable, if it is a convex combination of completely
positive channels, and we denote the set of separable channels by Csep (A : B). We denote
the set of PPT channels by Cppt (A : B) [9], and finally we note that Cprod (A : B) ⊆
Csep (A : B) ⊆ Cppt (A : B).

If we denote by Msep (A : B) and Mppt (A : B) the sets of all measurements, which can
be realized as separable and PPT channels, respectively, we likewise have Msep (A : B) ⊆
Mppt (A : B). A measurement Λ ∈ Mall (AB) with POVM representation {Mi}i∈I is a
separable or PPT measurement, if and only if Mi are separable or PPT operators for all
i ∈ I.

Local Operations and Classical Communication

The spatial separation of two parties Alice and Bob limits the operations they can do on
the joint quantum system AB. With no interaction, they can perform operations on their
systems independently, and this is exactly the set of channels described by Cprod (A : B).
Furthermore, we denote that the set of all measurements Alice and Bob can perform with
no interaction by Mprod (A : B).

Let us now consider the set of channels Alice and Bob can perform when interacting
through classical communication. If we only allow one-way communication from Alice
to Bob, the most general channel is a quantum instrument applied to Alice’s system in
composition with a channel on Bob’s system conditioned on the classical part of Alice’s
output system. More precisely, we define

CA→B
(
A : B⟩A′ : B′

)
:=
⋃
M

[
idA′ ⊗Call

(
MB⟩B′

)]
◦
[
Iall
(
A⟩MA′

)
⊗ idB

]
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and
CA→B (A : B) :=

⋃
A′,B′

CA→B
(
A : B⟩A′ : B′

)
.

Analogously, we define the set of channels, which can be realized by local operations and
classical communication to Alice from Bob by

CA←B
(
A : B⟩A′ : B′

)
:=
⋃
M

[
Call
(
MA⟩A′

)
⊗ idB′

]
◦
[
idA⊗Iall

(
B⟩MB′

)]
and

CA←B (A : B) :=
⋃
A′,B′

CA←B
(
A : B⟩A′ : B′

)
.

To describe the set of channels Alice and Bob can perform when interacting through clas-
sical communication, we note that any such channel can be realized as a finite composition
of channels realized by local operations and one-way classical communication. We define
a single round of local operations and classical communication by

C1
A↔B

(
A : B⟩A′′ : B′′

)
:=

⋃
A′,B′

CA←B
(
A′ : B′⟩A′′ : B′′

)
◦ CA→B

(
A : B⟩A′ : B′

)
,

and more generally we define n rounds of local operations and classical communication
inductively by

CnA↔B
(
A : B⟩A′′ : B′′

)
:=

⋃
A′,B′

C1
A↔B

(
A′ : B′⟩A′′ : B′′

)
◦ Cn−1A↔B

(
A : B⟩A′ : B′

)
.

Finally, the set of all channels realizable by local operations and classical communication
is given by

CA↔B
(
A : B⟩A′ : B′

)
:=
⋃
n∈N

CnA↔B
(
A : B⟩A′ : B′

)
,

and
CA↔B (A : B) :=

⋃
A′,B′

CA↔B
(
A : B⟩A′ : B′

)
.

We finish our discussion of channels on bipartite quantum systems by noting that

Cprod (A : B) ⊆ CA→B (A : B) ⊆ CA↔B (A : B) ⊆ Csep (A : B) ⊆ Cppt (A : B) ,

and we use local channels as an umbrella term for all of the above sets of channels. We
will use Cloc (A : B) as a placeholder for any of the five sets of local measurements above.
If we denote by MA→B (A : B), MA↔B (A : B) the set of all measurements realizable by
local operations and (one-way) classical communication, then we have

Mprod (A : B) ⊆ MA→B (A : B) ⊆ MA↔B (A : B) ⊆ Msep (A : B) ⊆ Mppt (A : B) ,

and again we collectively refer to the sets of measurements above as local measurements,
and we will use Mloc (A : B) as a placeholder for any of the five sets of local measurements.
An observation that will be particularly relevant later is that

MA→B
(
A : B⟩B′

)
=
⋃
A′

Mall

(
A′B⟩B′

)
◦Mall

(
A⟩A′

)
,

that is, any measurement implemented by local operations and one-way communication
from Alice to Bob is some measurement of Alice’s system followed by a measurement of
Bob’s system conditioned on the outcome of Alice’s initial measurement.
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1.3 Quantum Bits and Quantum Gates

A quantum bit is a 2-dimensional quantum system, which we shall refer to as a qubit. An
m-qubit quantum system is the tensor product of m qubit systems. With this in mind,
we introduce the notion of quantum gates as unitaries acting on one or more qubit(s)
emphasizing the qubit states and quantum gates that will be of particular importance to
our work. As the author found the structure of a similar introduction in [7] particularly
amusing and elegant, we adopt this structure although the content is considerably different.

1.3.1 Single-Qubit Gates

Consider a qubit system A and denote by {|0⟩ , |1⟩} a choice of computational basis. The
Pauli operators X,Z ∈ U (A) and the Hadamard gate H ∈ U (A) are given by

X := |1⟩⟨0| + |0⟩⟨1| , Z := |0⟩⟨0| − |1⟩⟨1|

and

H :=
1√
2

(
|0⟩⟨0| + |0⟩⟨1| + |1⟩⟨0| − |1⟩⟨1|

)
.

Note that XX = ZZ = HH = 1A. More generally, we may consider the 2m-dimensional
m-qubit system Am = A⊗m, and for α ∈ {0, 1}m we define Xα, Zα, Hα ∈ U (A⊗m) by

Xα :=
m⊗
i=1

Xαi , X0 = 1A, X1 = X

Zα :=
m⊗
i=1

Zαi , Z0 = 1A, Z1 = Z

Hα :=
m⊗
i=1

Hαi , H0 = 1A, H1 = H.

We can equip {0, 1}m with the structure of a vector space over the finite field with two
elements, that is, we have (α+ β)i = αi + βi for α, β ∈ {0, 1}m and i ∈ {1, . . . ,m}, where
the addition is carried out modulo 2. With this convention, it follows that

XαXβ = Xα+β, ZαZβ = Zα+β, HαHβ = Hα+β

for all α, β ∈ {0, 1}m. We define the corresponding channels Xα,Zα,Hα ∈ Call (Am) by

Xα (ρ) := XαρXα†, Zα (ρ) := ZαρZα†, Hα (ρ) := HαρHα†,

and note that we analogously have

Xα ◦ X β = Xα+β, Zα ◦ Zβ = Zα+β, Hα ◦ Hβ = Hα+β

for all α, β ∈ {0, 1}m. As a particular observation, we may note that if we measure the
state ρ of an m-qubit system in the computational basis, then the resulting state is given
by ∑

i∈{0,1}m
⟨x| ρ |x⟩ · |x⟩⟨x| =

1

2m

∑
α∈{0,1}m

Zα (ρ) .
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We will make use of this observation at a later stage.
Finally, we define the rotation gate Rz (θ) ∈ U (A) with parameter θ ∈ [0, 2π] given by

Rz (θ) := e−iθ/2 |0⟩⟨0| + eiθ/2 |1⟩⟨1| ,

which we will use in Chapter 4.

1.3.2 Multiple-Qubit Gates

Two-Qubit Gates and Maximally Entangled States

Consider a two-qubit system AB, and denote by {|00⟩ , |01⟩ , |10⟩ , |11⟩} the computational
basis. We refer to the two-qubit gate CNOT ∈ U (AB) given by

CNOTAB := |0⟩⟨0|A ⊗ 1B + |1⟩⟨1|A ⊗XB

as the controlled-not gate, and we denote the corresponding channel by

CNOT (ρ) = CNOTρCNOT †.

Now denote by |φ⟩ = 1√
2

(|00⟩ + |11⟩) with |φ⟩⟨φ| ∈ D (AB) a maximally entangled qubit,

and note that |φ⟩ = CNOT (H ⊗ 1) |00⟩. We define

|φij⟩ := XiZj |φ00⟩ , i, j ∈ {0, 1} ,

and more generally, we denote by

|φxα⟩ :=

m⊗
i=1

|φxiαi⟩ , x, α ∈ {0, 1}m .

Let the swap gate SWAP ∈ U (AB) given by

SWAP := |00⟩⟨00| + |01⟩⟨10| + |10⟩⟨01| + |11⟩⟨11| ,

and note that SWAP |φij⟩ = (−1)i·j |φij⟩. More generally, we have SWAP⊗m |φxα⟩ =
(−1)α·x |φxα⟩, where |α| :=

∑m
i=1 αi. We adapt the convention that φxα ∈ D (AB) is the

pure state φxα := |φxα⟩⟨φxα|.

Three-Qubit Gates and Permutations of Computational Basis

Consider a three-qubit system ABC, and denote by {|x⟩}x∈{0,1}3 the computational basis.

We refer to the three-qubit gate CCNOT ∈ U (ABC) given by

CCNOTABC := (1AB − |11⟩⟨11|AB) ⊗ 1C + |11⟩⟨11|AB ⊗XC

as the Toffoli gate or the controlled-controlled-not gate, and we denote the corresponding
channel by

CCNOT (ρ) = CCNOTρCCNOT †.
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Consider now an m-partite quantum system Am given by the tensor product of m qubit
systems, and denote by {|x⟩}x∈{0,1}m the computational basis. Let π : {0, 1}m → {0, 1}m
be a permutation, and let the unitary Uπ ∈ U (Am) be defined by

Uπ |x⟩ = |π (x)⟩ .

Let us now again equip {0, 1}m with the structure of a vector space of the finite field with
2 elements. Let us now refer to the X-gate as the NOT -gate, and note that it has been
shown [10] that

• if π (x) = x+ x0 for x0 ∈ {0, 1}m, then Uπ can be implemented by the NOT -gate.

• if π is affine, then Uπ can be implemented by the NOT -gate and the CNOT -gate.

• any permutation π can be implemented using only the NOT -gate, the CNOT -gate
and the CCNOT -gate.

Four-Qubit Gates and the Relative Phase of Bell States

Consider a four-qubit bipartite quantum system A1A2 : B1B2. We refer to the four-qubit
gate BNOT ∈ U (A1A2B1B2) given by

BNOTA1A2B1B2
:= CNOTA1A2 ⊗ CNOTB1B2

as the bilateral CNOT -gate, and we denote the corresponding channel by

BNOT (ρ) = BNOTρBNOT †.

For future reference, we state the following result.

Proposition 1. For all x, i, y, j ∈ {0, 1} we have

BNOT |φxi⟩A1B1
|φyj⟩A2B2

= |φx(i+j)⟩A1B1
|φ(x+y)j⟩A2B2

.

Proof. This was shown in [1].

We may note that BNOT is a product channel with respect to the partition A1A2 : B1B2,
which is the essential observation in the following result.

Corollary 2. Consider a 2m-qubit system AB, where AB is given by the tensor prod-
uct of two 2m-dimensional Hilbert spaces. There exists a reversible channel EBell ∈
CA→B (A : B⟩A∗A : B∗B) such that

EBell (|φxi⟩⟨φyj |) =
1

2m

∑
α∈{0,1}m

|φxα⟩⟨φyα|A
∗B∗

⊗
∣∣φx(i+α)〉〈φy(j+α)∣∣AB ,

where A∗, B∗ are 2m-dimensional quantum systems.

Proof. This was shown in [1].

Finally, we note that for i, j ∈ {0, 1} it holds that

(SWAPA1A2 ⊗ SWAPB1B2)BNOT |φ0i⟩ |φ0j⟩ = |φ0i⟩ |φ0(i+j)⟩ ,
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which shows that a product channel implements a Z gate on the second Bell state condi-
tional on the relative phase of the first Bell state. This transformation also has the more
simple form of

CPH2 |φ0i⟩ |φ0j⟩ :=

(
|+⟩⟨+| ⊗ 1 + |−⟩⟨−| ⊗ Z

)⊗2
|φ0i⟩ |φ0j⟩ = |φ0i⟩ |φ0(i+j)⟩ ,

which justifies thinking of this transformation as a controlled Z-gate on Bell states. This
also invites generalizations, say, the three-qubit product gate CPH3 = U ⊗ U with

U = |++⟩⟨++| ⊗ 1 + |+−⟩⟨+−| ⊗
(

1 0
0 i

)
+ |−+⟩⟨−+| ⊗

(
1 0
0 −i

)
+ |−−⟩⟨−−| ⊗ Z,

which satisfies

CPH3 |φ03ijk⟩ = |φ02ij⟩
(
|00⟩ + (−1)k+i·j ii−j |11⟩

)
,

and so resembles a Toffoli gate acting on the relative phase of Bell states. As we will not
employ these gates later, we will not discuss them any further here.

1.4 Measures of Distance and State Discrimination

We begin this section by describing elementary measures of distance between linear op-
erators and adapt the definitions to fit a setup with restricted sets of channels [11]. We
proceed to discuss the distinguishability of states from two different perspectives, and we
finish by showing an elementary relation between the two notions.

1.4.1 Trace norm, Fidelity and Purified Distance

For a finite dimensional Hilbert spaceA, recall the definition of the trace norm ∥·∥1 : L (A) →
R given by

∥·∥1 = Tr |·| .

This induces the trace distance δ (P,Q) := 1
2 ∥P −Q∥1 between operators P,Q ∈ L (A).

We note that ∥ρ∥1 = 1 for all states ρ ∈ D (A), so it follows that

δ
(
ρ, ρ′

)
=

1

2

∥∥ρ− ρ′
∥∥
1
≤ 1

2

(
∥ρ∥1 + ∥ρ′∥1

)
= 1

for all ρ, ρ′ ∈ D (A). This upper bound is saturated by orthogonal states. For ε > 0 we
denote by ρ ≈ε ρ

′ the statement that δ (ρ, ρ′) ≤ ε.
As a measure of overlap between positive operators, we denote the fidelity between

two operators P,Q ≥ 0 by

F (P,Q) :=
∥∥∥√P√Q∥∥∥

1
,

and we refer to F as the fidelity function. We may note that for all states ρ ∈ D (A) we
have F (ρ, ρ) = 1, and for orthogonal operators, the fidelity function evaluates to zero. The
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relation between trace distance and the fidelity function is encaptured by the Fuchs-van
de Graaf inequalities [12], namely,

1 − F (P,Q) ≤ δ(P,Q) ≤
√

1 − F (P,Q)2, P,Q ≥ 0.

Furthermore, we define the purified distance between subnormal states ρ, ρ′ ∈ D≤ (A) by

P (ρ, ρ′) :=

√
1 − F̄ (ρ, ρ′)2,

where F̄ (ρ, ρ′) := F (ρ, ρ′) +
√

(1 − Tr ρ) (1 − Tr ρ′) denotes the generalized fidelity be-
tween subnormalized states ρ, ρ′ ∈ D≤ (A). It has been shown [13] that the purified
distance is a metric and it is an upper bound on the trace distance, that is

δ(ρ, ρ′) ≤ P (ρ, ρ′)

for all ρ, ρ′ ∈ D≤ (A). For ε ≥ 0 we denote by

Bε (ρ) :=
{
ρ′ ∈ D≤ (A)

∣∣P (ρ, ρ′) ≤ ε
}
, ρ ∈ D≤ (A) ,

that is, the closed ball of radius ε ≥ 0 with respect to the purified distance around ρ in
D≤ (A).

1.4.2 Restricted Trace Norm

For any quantum system A we may consider a set of channels C (A), and denote by [11]

∥·∥C(A) := sup
Λ∈C(A)

∥Λ (·)∥1 ,

and we note that due to the monotonicity of the trace norm, we have ∥·∥C(A) ≤ ∥·∥1 for
any set of channels C (A). We make the trivial observation that whenever the identity
channel idA is an element of C (A), then it is the optimal choice of channel resulting in
∥·∥C(A) = ∥·∥1. Note, however, that if we restrict ourselves to measurements, then we
exclude the identity from the set of eligible channels.

We will be particularly concerned with bipartite quantum systems AB, and here we
take note of the following hierarchy of restricted norms:

∥·∥Mprod(A:B) ≤ ∥·∥MA→B(A:B) ≤ ∥·∥MA↔B(A:B) ≤ ∥·∥Msep(A:B) ≤ ∥·∥Mppt(A:B)

≤ ∥·∥Mall(AB) .

Furthermore, we note that the norm restricted to a partial measurement, namely, the
measurement of system A, is an upper bound on the MA→B (A : B)-restricted norm due
to the monotonicity of the trace norm. More precisely, we have

∥·∥MA→B(A:B) ≤ ∥·∥M(A) =: ∥·∥A ,

which is an observation we will make use of later.
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1.4.3 State Discrimination

We introduce the relevant notation and terminology in order to discuss the discrimination
of states with respect to certain sets of measurements. We begin by considering a quantum
system E. Let Σ be an alphabet, that is, a finite set of letters, and consider the ensemble
of state {pxρx}x∈Σ ⊆ D≤ (E), where (px)x∈Σ is a probability distribution. We define the
corresponding classical-quantum state (cq-state) by

ρXE :=
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx ∈ D (XE) ,

where X is a quantum system with orthonormal basis {|x⟩}x∈Σ.

Definition 3. Let ρXE ∈ D (XE) be a cq-state given by

ρ =
∑
x∈Σ

px |x⟩⟨x| ⊗ ρx, ρx ∈ D (E)

where {|x⟩}x∈Σ is an orthonormal basis of the quantum system X. We denote the optimal
probability of correctly guessing the state of X based on a measurement of system E by

Prguess (X|E)ρ := sup
{Mx}x∈Σ POVM

∑
x∈Σ

px TrMxρx.

For a set of channels C (E⟩E′) we denote by

PrC(E⟩E
′)

guess (X|E)ρ := sup
Λ∈C(E⟩E′)

Prguess
(
X
∣∣E′)

Λ(ρ)
,

and, more generally, for an arbitrary set of channels C (E) we denote by

PrC(E)
guess (X|E)ρ := sup

E′
PrC(E⟩E

′)
guess (X|E)ρ .

Analogous to our consideration of norms, we make the observation that if the identity
channel is an element of C (E), then it is in fact the optimal choice of a channel. If we
restrict ourselves to sets of measurements, however, we exclude the identity from the set
of eligible channels as before. Identifying the optimal choice of channel is in general a
non-trivial problem, however, when we consider the set of all measurements Mall (E),

the pretty good measurement ΛPGρ ∈ C (E) [14] with POVM representation
{
M

PGρ
x

}
x∈Σ

given by
M

PGρ
x := ρ−1/2pxρxρ

−1/2

is indeed a pretty good choice of measurement as illustrated by the following statement:
If we let ρXE ∈ D (XE) be a cq-state given by

ρ =
∑
x∈Σ

px |x⟩⟨x| ⊗ ρx, ρx ∈ D (E)

where {|x⟩}x∈Σ is an orthonormal basis of the quantum system X, then

Prguess (X|E)ρ ≤
√∑
x∈Σ

px TrM
PGρ
x ρx.
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We will be particularly concerned with bipartite quantum systems AB, where we consider
the restriction to local measurements. In this scenario, we note that all sets of local
measurements

MA→B (A : B) , MA↔B (A : B) , Msep (A : B) , Mppt (A : B)

are closed under post-composition with the set of all measurements, if we disregard whether

the measurement output is at Alice’s or Bob’s. Thus, the quantity Pr
Mloc(A:B)
guess (X|AB)ρ

describes the optimal probability of correctly guessing the state of X by a measurement
from Mloc (A : B) of system AB. Finally, we note for future reference that

PrMall(A)
guess (X|AB)ρ = PrMA→B(A:B)

guess (X|AB)ρ .

Let us now consider a different perspective on how to quantify the distinguishability of
states of a quantum system E. For an ensemble {pxρx}x∈Σ ⊆ D≤ (E) we may note that
the states are completely indistinguishable if px = 1

|Σ| and ρx = ρx′ for all x, x′ ∈ Σ. The
cq-state corresponding to this scenario is given by

ωX ⊗ ρE =
1

|Σ|
∑
x∈Σ

|x⟩⟨x|X ⊗ ρE ∈ D (XE) , (1.2)

where we recall ωX = 1
|Σ|1X . We quantify the distinguishability of the states in the

ensemble in terms of proximity to the cq-state in (1.2). To this end, we introduce the
distance to uniform given by

∆ (X|E)ρ :=
1

2
∥ρXE − ωX ⊗ ρE∥1 ,

Analogous to previous considerations, we may consider the distinguishability of states
when restricted to some set of channels C (E), so we define the C (E)-restricted distance
to uniform by

∆C(E) (X|E)ρ :=
1

2
∥ρXE − ωX ⊗ ρE∥C(E) .

With this in mind, we show the following result relating the two approaches to quantifying
distinguishability.

Proposition 4. Let ρXE ∈ D (XE) be a cq-state given by

ρ =
∑
x∈Σ

px |x⟩⟨x| ⊗ ρx, ρx ∈ D (E)

where {|x⟩}x∈Σ is an orthonormal basis of quantum system X. Then

PrC(E)
guess (X|E)ρ −

1

|Σ|
≤ ∆C(E) (X|E)ρ

with equality whenever |Σ| = 2.
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Proof. We begin by proving the result for C (E) = Call (E). Let Λ ∈ M (E) be a measure-
ment with POVM representation {Mx}x∈Σ satisfying

Prguess (X|E)ρ =
∑
x∈Σ

px TrMxρx.

Then

∆ (X|E)ρ ≥ ∆
(
X
∣∣X ′)

Λ(ρ)

=
1

2

∥∥∥∥∥∥
∑
x,x′∈Σ

px Tr (Mx′ρx) |xx′⟩⟨xx′| −
∑
x,x′∈Σ

1

|Σ|
Tr (Mx′ρ) |xx′⟩⟨xx′|

∥∥∥∥∥∥
1

=
1

2

∑
x,x′∈Σ

∣∣∣∣px TrMx′ρx −
1

|Σ|
TrMx′ρ

∣∣∣∣
≥ 1

2

∑
x∈Σ

(
px TrMxρx −

1

|Σ|
TrMxρ

)
+

1

2

∑
x,x′∈Σ,x ̸=x′

(
1

|Σ|
TrMx′ρ− px TrMx′ρx

)

=
∑
x∈Σ

(
px TrMxρx −

1

|Σ|
TrMxρ

)
= Prguess (X|E)ρ −

1

|Σ|
.

This proves the desired inequality when C (E) = Call (E). It follows from the Holevo-
Helstrom Theorem [15] that we have equality whenever |Σ| = 2.

From the argument above it follows that for an arbitrary Λ ∈ C (E⟩E′), we have

Prguess
(
X
∣∣E′)

Λ(ρ)
− 1

|Σ|
≤ ∆

(
X
∣∣E′)

Λ(ρ)

with equality whenever |Σ| = 2. Taking supremum over all Λ ∈ C (E) yields the desired
result.

The statement of Proposition 4 gives a relation between the two notions of distinguisha-
bility introduced here. We will apply this in Chapter 2. As a final remark, we note that
in the scenario of a bipartite quantum system AB, we have

PrMA→B(A:B)
guess (X|AB)ρ −

1

|Σ|
= PrMall(A)

guess (X|AB)ρ −
1

|Σ|
≤ ∆Mall(A) (X|AB)ρ ,

and we will use this observation later.

1.5 On the Topic of Entropy

In the following, we define several elementary entropic quantities and proceed to adapt the
definitions to a setup with restricted sets of channels analogous to the previous section.
Furthermore, we state the quantum asymptotic equipartition property [16] and the leftover
hash lemma [17] in versions adapted to our future needs.
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1.5.1 Entropic Quantities

Let us begin by letting η (x) := −x log x for x ≥ 0 with the convention η (0) = 0. Here, we
denote by log the base 2 logarithm. This allows us to concisely express the binary entropy
as

h (x) := η (x) + η (1 − x) , x ∈ [0, 1] .

Let A be a quantum system, and consider a state ρ ∈ D (A) with spectral decomposition
ρ =

∑
i pi |ψi⟩⟨ψi|. Then we may define the von Neumann entropy of ρ on system A by

H (A)ρ :=
∑
i

η (pi) = −
∑
i

pi log pi,

and note that it is non-negative and upper bounded by log dA. In particular, the von
Neumann entropy of a pure state is zero, and the upper bound is attained by the maximally
mixed state. Furthermore, we note that the von Neumann entropy is additive on tensor
products of states and invariant under isometric operators.

A key tool in showing many elementary properties of the von Neumann entropy is the
relative entropy D (·∥·). It is defined for all positive operators P,Q ≥ 0 and given by

D (P∥Q) :=

{
TrP logQ− TrP logQ, suppP ⊆ suppQ

∞, otherwise,

where suppP denotes the support of P . The relative entropy satisfies a data processing
inequality, namely,

D (Λ (ρ)∥Λ (σ)) ≤ D (ρ∥σ) , ρ, σ ∈ D (E)

for all Λ ∈ Call (E), which is an essential tool in proving the more delicate data processing
inequalities we shall see below.

With the introduction of the von Neumann entropy and the relative entropy in place,
we may introduce the following entropic quantities for a bipartite state ρ ∈ D (AB):

• The conditional entropy of A given B is H (A|B)ρ := H (AB)ρ − H (B)ρ.

• The mutual information of A and B is I (A : B)ρ := H (A)ρ − H (A|B)ρ.

For a channel Λ ∈ Call (B⟩B′) we have that

H (A|B)ρ ≤ H
(
A
∣∣B′)

Λ(ρ)
.

which in turn implies I (A : B)ρ ≥ I (A : B′)Λ(ρ). Due to symmetry in the definition of
the mutual information of systems A and B an analogous result holds for the mutual
information when considering channels Λ ∈ Call (A).

Consider now the special case of ρ ∈ D (XE) being a cq-state given by

ρ =
∑
x∈Σ

px |x⟩⟨x| ⊗ ρx,

where {|x⟩}x∈Σ is an orthonormal basis of X. Let f : Σ → Σ′ be a function for some
finite set Σ′, and denote by Λf ∈ Call (X⟩X ′) the measurement with POVM representation
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Mx′ =
∑

x∈f−1(x) |x⟩⟨x|, where {|x′⟩}x′∈Σ′ is an orthonormal basis of quantum system X ′.
To ease the notation later, we denote by

f (ρ) := Λf (ρ) =
∑
x∈Σ

|f (x)⟩⟨f (x)|X
′
⊗ ρEx .

It follows from operator concavity of η [18] that

H
(
X ′
∣∣E)

f(ρ)
≤ H (X|E)ρ .

Previously, we phrased the distinguishability of states belonging to an ensemble of states
{pxρx}x∈Σ ⊆ D (E) in terms of the distance between the cq-state ρXE and the uniform
distribution on X uncorrelated with E, that is, ωX ⊗ ρE . The asymptotic continuity of
entropic quantities allow us to discuss distinguishability of states in terms of entropies, as
we shall see now.

Let us consider two states ρ, ρ′ ∈ D (A) and let ε ≥ 1
2 ∥ρ− ρ′∥1. A short argument

outlined in [7] applied to the Fannes-Audenart inequality [19] upper bounds the difference
in von Neumann entropies by∣∣∣H (A)ρ − H (A)ρ′

∣∣∣ ≤ ε log dA + h (ε) .

Building upon this, we have for states ρ, ρ′ ∈ D (AB) with ε ≥ 1
2 ∥ρ− ρ′∥1 an upper bound

on the difference of conditional entropies [20, 21] given by∣∣∣H (A|B)ρ − H (A|B)ρ′
∣∣∣ ≤ 2ε log dA + g (ε) ,

where g (ε) = (1 + ε)h
(

ε
1+ε

)
. Combining the upper bounds on the von Neumann entropy

and the conditional entropy above, we may obtain an upper bound on the difference
between mutual information, namely,∣∣∣I (A : B)ρ − I (A : B)ρ′

∣∣∣ ≤ 3ε log dA + g (ε) + h (ε) ,

which notably is only dependent on the dimension of one among systems A,B. Due to
the symmetry of systems A,B in the definition of the mutual information, we may choose
the minimal dimension d = min (dA, dB).

Now, to see how entropic quantities can quantify the distinguishability of states in an
ensemble, let ε > 0 and consider a cq-state ρ ∈ D (XE) with ∆ (X|E)ρ ≤ ε. Applying the
upper bound on the difference above yields

I (X : E)ρ ≤ 3ε log dX + g (ε) + h (ε) ,

which shows that the mutual information of a state approximating a product state is small.

The conditional min-entropy

As a next step towards unifying the previously introduced notions of state discrimination
with entropic quantities, we note that for a cq-state ρ ∈ D (XE) the conditional min-
entropy [22] is given by

Hmin (X|E)ρ := − log
(

Prguess (X|E)ρ

)
.
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Also, we define the conditional collision entropy [17] by

Hcol (X|E)ρ := − log Tr
(
ρXE

(
1X ⊗ ρ

−1/2
E

))2
= − log

(∑
x∈Σ

px TrM
PGρ
x ρx

)
,

where we note that the collision entropy of a cq-state is actually given by the negative
logarithm of the probability of correctly guessing the state of system X by applying the
pretty good measurement. More generally, we have the following definition [23] of the
conditional min-entropy of a generic state, which reduces to the definition above for cq-
states [22].

Definition 5. Let ρAB ∈ D (AB). The min-entropy of A conditioned on B is given by

Hmin (A|B)ρ := sup
{
λ ∈ R

∣∣∣ρAB ≤ 2−λ1A ⊗ ρB

}
.

Furthermore, we define the ε-smoothed conditional min-entropy as

Hε
min (A|B)ρ := sup

ρ′∈Bε(ρ)
Hmin (A|B)ρ′ ,

where we recall that Bε (ρ) denotes the set of states ρ′ ∈ D≤ (AB) satisfying P (ρ, ρ′) ≤ ε.

The conditional collision entropy is a special case of the notion of conditional Rényi-
entropies, however, for the concerns of our work we will only consider the following notion
of Rényi-like entropies [16], which are referred to as α-entropies.

Definition 6. Let ρAB ∈ D (AB) and α ≥ 0, α ̸= 1. The conditional Rényi-like entropy
of order α, or simply the conditional α-entropy, is given by

Hα (A|B)ρ := − 1

α− 1
log Tr

(
ραAB (1A ⊗ ρB)1−α

)
The α-entropies are monotonically decreasing in α, additive on tensor products, and reduce
to the von Neumann entropy in the limit α→ 0. Furthermore, they play a central role in a
proof of the quantum asymptotic equipartition property [16], which states that in the limit
of a large number of repetitions of a state ρ, the ε-smoothed min-entropy approximates
the conditional entropy of n copies of ρ. More precisely, we have

lim
ε→0

lim
n→∞

1

n
Hε

min (An|Bn)ρ⊗n = H (A|B)ρ . (1.3)

The statement in (1.3) is referred to as the quantum asymptotic equipartition property
(QAEP).

1.5.2 Restricted Entropic Quantities

Consider a quantum system AB and let C (B) be a set of channels on system B. For a
state ρ ∈ D (AB) we define the C (B⟩B′)-restricted conditional entropy of A given B as

HC(B⟩B′) (A|B)ρ := inf
Λ∈C(B⟩B′)

H
(
A
∣∣B′)

Λ(ρ)
,
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and, more generally, the C (B)-restricted conditional entropy of A given B is defined as

HC(B) (A|B)ρ := inf
B′

HC(B⟩B′) (A|B)ρ ,

where we recall that C (B⟩B′) = C (B)∩Call (B⟩B′). Due to the monotonicity of conditional
entropy, we have HC(B) (A|B)ρ ≥ H (A|B)ρ for all sets of channels C (B) with equality
whenever the identity channel is an element of C (B). Analogously, we define the C (B⟩B′)-
restricted conditional α-entropy of A given B by

Hα,C(B⟩B′) (A|B)ρ := inf
Λ∈C(B⟩B′)

Hα

(
A
∣∣B′)

Λ(ρ)
,

and, more generally, the C (B)-restricted conditional α-entropy of A given B is defined as

Hα,C(B) (A|B)ρ := inf
B′

Hα,C(B⟩B′) (A|B)ρ .

In an effort to build towards a generalization of the quantum asymptotic equipartition
property stated in (1.3), we consider a sequence of sets of channels C = (Cn (Bn))n∈N, and
denote by

H∞C (A|B)ρ := inf
n∈N

1

n
HCn(Bn) (An|Bn)ρ⊗n ,

H∞α (A|B)ρ := inf
n∈N

1

n
Hα,Cn(Bn) (An|Bn)ρ⊗n .

To justify this choice of notation we now prove the following result.

Lemma 7. Consider a state ρ ∈ D (AB). Suppose C = (Cn (Bn))n∈N is a sequence of sets
of quantum channels satisfying

Cm (Bm) ⊗ Cn (Bn) ⊆ Cm+n

(
Bm+n

)
.

Then

H∞C (A|B)ρ = lim
n→∞

1

n
HCn(Bn) (An|Bn)ρ⊗n

H∞α,C (A|B)ρ = lim
n→∞

1

n
Hα,Cn(Bn) (An|Bn)ρ⊗n

Proof. Let m,n ∈ N and note

sm+n=︷ ︸︸ ︷
HCm+n(Bm+n)

(
Am+n

∣∣Bm+n
)
ρ⊗(m+n) ≤ HCm(Bm)⊗Cn(Bn)

(
Am+n

∣∣Bm+n
)
ρ⊗(m+n)

= HCm(Bm) (Am|Bm)ρ⊗m︸ ︷︷ ︸
sm=

+ HCn(Bn) (An|Bn)ρ⊗n︸ ︷︷ ︸
sn=

,

where we have used the additivity of the von Neumann entropy. This shows that the
sequence (sn)n∈N is subadditive, and it follows from Fekete’s subadditivity lemma [24]
that the sequence 1

nsn converges with the desired limit. As the conditional α-entropy is
additive as well, the second statement follows from a similar argument.
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As a special case of interest, we note that the sequence of sets of all measurements satisfies
the condition of Lemma 7. As this will be an example of interest, we introduce the slightly
less cumbersome notation

H∞B (A|B)ρ := H∞MB
all

(A|B)ρ ,

where MB
all denotes the sequence of sets of all measurements (Mall (B

n))n∈N.
Furthermore, if we consider a tripartite system XAB, we may note that all sets of

local measurements on system AB satisfy the condition of Lemma 7. Again to reduce the
complexity of the notation, we will for instance denote by

H∞A (X|AB)ρ := H∞MA
all

(X|AB)ρ , H∞A→B (X|AB)ρ := H∞MA→B (X|AB)ρ ,

where we denote by MA→B the sequence of sets (MA→B (An : Bn))n∈N. We define the
restricted conditional entropies with respect to the remaining local measurements analo-
gously.

The restricted conditional min-entropy

Consider a bipartite quantum system AB and a set of channels C (B). Analogously to
previous definitions, we denote the C (B⟩B′)-restricted conditional min-entropy of ρ ∈
D (AB) by

Hmin,C(B⟩B′) (A|B)ρ := inf
Λ∈C(B⟩B′)

Hmin

(
A
∣∣B′)

Λ(ρ)
,

and so the C (B)-restricted min-entropy is given by

Hmin,C(B) (A|B)ρ := inf
B′

Hmin,C(B⟩B′) (A|B)ρ .

For ε ≥ 0, we define the ε-smoothed C (B)-restricted min-entropy completely analogously,
that is,

Hε
min,C(B⟩B′) (A|B)ρ := inf

Λ∈C(B⟩B′)
Hε

min

(
A
∣∣B′)

Λ(ρ)
,

with the ε-smoothed C (B)-restricted min-entropy given by

Hε
min,C(B) (A|B)ρ := inf

B′
Hε

min,C(B⟩B′) (A|B)ρ .

Let us now restrict our attention to cq-states ρ ∈ D (XE) given by

ρ =
∑
x∈Σ

px |x⟩⟨x| ⊗ ρx, ρx ∈ D (E) ,

where {|x⟩}x∈Σ is an orthonormal basis of X. As before, we may introduce a regularized
version of the restricted min-entropy, so consider a sequence of sets of channels C =
(Cn (En))n∈N, and denote by

H∞min,C (X|E)ρ := inf
n∈N

1

n
Hmin,Cn(En) (Xn|En)ρ⊗n .

As before we justify this notation by the following result.
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Lemma 8. Consider a cq-state ρ ∈ D (XE). Suppose C = (Cn (En))n∈N is a sequence of
sets of quantum channels satisfying

Cm (Em) ⊗ Cn (En) ⊆ Cm+n

(
Em+n

)
.

Then

H∞min,C (X|E)ρ = lim
n→∞

1

n
Hmin,Cn(En) (Xn|En)ρ⊗n .

Proof. Let m,n ∈ N and note

sm+n=︷ ︸︸ ︷
Hmin,Cm+n(Em+n)

(
Xm+n

∣∣Em+n
)
ρ⊗(m+n) ≤ Hmin,Cm(Em)⊗Cn(En)

(
Xm+n

∣∣Em+n
)
ρ⊗(m+n)

≤ Hmin,Cm(Em) (Xm|Em)ρ⊗m︸ ︷︷ ︸
sm=

+ HCn(En) (Xn|En)ρ⊗n︸ ︷︷ ︸
sn=

,

where we have used the operational interpretation of the conditional min-entropy to infer
subadditivity on cq-states. This shows that the sequence (sn)n∈N is subadditive, and
it follows from Fekete’s subadditivity lemma that the sequence 1

nsn converges with the
desired limit.

As we aim towards a generalization of the QAEP, it is natural to consider the regularization
of the ε-smoothed restricted conditional min-entropy, which we define for a sequence of
sets of channels C = (Cn (Bn))n∈N by

Hε,∞
min,C (A|B)ρ := lim inf

n→∞

1

n
Hε

min,Cn(Bn) (An|Bn)ρ⊗n .

We have included the limit infimum outright in the definition as we do not have conver-
gence results analogous to Lemma 8 for the ε-smoothed restricted conditional min-entropy.
Furthermore, we denote by

H̃
∞
min,C (A|B)ρ := lim

ε→0
Hε,∞

min,C (A|B)ρ ,

and with this in place, we have the following statement inspired by the QAEP and the
proof thereof.

Lemma 9. Let ρ ∈ D (AB), and suppose C = (Cn (Bn))n∈N is a sequence of sets of
quantum channels. Then

H∞α,C (A|B)ρ ≤ H̃
∞
min,C (A|B)ρ ≤ H∞C (A|B)ρ

for all α ∈ (1, 2].

Proof. Let ε > 0, n ∈ N and Λ ∈ C (Bn⟩Bn). Let ξ ∈ Bε (Λ (ρ⊗n)) ⊆ D≤ (AnBn) and
suppose

Hε
min (An|Bn)Λ(ρ⊗n) = Hmin (An|Bn)ξ .

Due to the refined Alicki-Fannes inequality [20, 21], it follows that

Hε
min (An|Bn)Λ(ρ⊗n) = Hmin (An|Bn)ξ

≤ H (An|Bn)ξ

≤ H (An|Bn)Λ(ρ⊗n) + 2εn log dA + g (ε) .
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Dividing both sides of the inequality by n and taking infimum of both sides over all
Λ ∈ Cn (Bn) yields

1

n
Hε

min,Cn(Bn) (An|Bn)ρ⊗n ≤ 1

n
HCn(Bn) (An|Bn)ρ⊗n + 2ε log dA +

1

n
g (ε) ,

which allows us to infer H̃
∞
min,C (A|B)ρ ≤ H∞C (A|B)ρ.

For the converse inequality, note that for all α ∈ (1, 2] we have

Hε
min (An|Bn)Λ(ρ⊗n) ≥ Hα (An|Bn)Λ(ρ⊗n) −

1

α− 1
log

2

ε2
,

which is shown in [16] (see Theorem 81 in Appendix A). Dividing by n and taking infimum
on both sides over all Λ ∈ Cn (Bn) yields

1

n
Hε

min,Cn(Bn) (An|Bn)ρ⊗n ≥ 1

n
Hα,Cn(Bn) (An|Bn)ρ⊗n − 1

n (α− 1)
log

2

ε2
,

and so letting n→ ∞ we may infer that H∞α,C (A|B)ρ ≤ H̃
∞
min,C (A|B)ρ for all α ∈ (1, 2].

We note that for all states ρ ∈ D (AB) we have

H∞min,C (A|B)ρ ≤ H̃
∞
min,C (A|B)ρ ,

which serves as a useful lower bound when computing lower bounds in concrete examples
as we shall see later. Finally, we conjecture that the upper bound in Lemma 9 is also a
lower bound; this gives the following statement.

Conjecture 10. Let ρ ∈ D (AB), and suppose C (B) = (Cn (Bn))n∈N is a sequence of sets
of quantum channels satisfying

Cm (Bm) ⊗ Cn (Bn) ⊆ Cm+n

(
Bm+n

)
.

Then
H̃
∞
min,C (A|B)ρ = H∞C (A|B)ρ .

The restricted conditional min-entropy of a cq-state

Let us now restrict our attention to cq-state states. We begin by showing an elementary
inequality concerning the ε-smoothed restricted conditional min-entropy. If we consider
a cq-state ρ ∈ D (XE), it has been shown [17] that for any ε ≥ 0 there exists a cq-state
ξ ∈ Bε (ρ) satisfying

Hε
min (X|E)ρ = Hmin (X|E)ξ .

We will use this observation repeatedly, in fact already in the following result.

Lemma 11. Let ρ ∈ D (XE) be a cq-state and consider

ρXET =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx ⊗ |s (x)⟩⟨s (x)|T ,

where s : Σ → T is a function with T a finite set, and the quantum system T has or-
thonormal basis {|t⟩}t∈T . For any set of channels C (E) we have

Hε
min,C(E) (X|ET )ρ ≥ Hε

min,C(E) (X|E)ρ − log |T | .
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Proof. Let ε > 0 and Λ ∈ C (E⟩E′). Let ξXA
′ ∈ Bε (Λ (ρ)) ⊆ D≤ (XE′) be a cq-state

satisfying
Hε

min

(
X
∣∣E′)

Λ(ρ)
= Hmin

(
X
∣∣E′)

ξ
.

Let V ∈ L (X,XT ) denote the isometric operator given by V =
∑

x∈Σ |x⟩ |s (x)⟩ ⟨x|, and
note that ρXET = V ρXEV †. As Λ ∈ C (E) and V acts on distinct systems, it follows that
Λ
(
ρXET

)
= V Λ

(
ρXE

)
V †. Finally, we may denote by ξXE

′T = V ξXE
′
V †, and note that

ξXE
′T is an extension of ξXE

′
, since ξXE

′
is a cq-state. It follows that

Hε
min

(
X
∣∣E′)

Λ(ρ)
− log |T | = Hmin

(
X
∣∣E′)

ξ
− log |T | ≤ Hmin

(
X
∣∣E′T )

ξ

≤ Hε
min

(
X
∣∣E′T )

Λ(ρ)

where we have used the chain rule of the min-entropy and isometric invariance of the
purified distance, respectively, to prove the last two inequalities. The desired statement
thus follows from taking infimum on both sides of the inequality over all channels in
C (E).

Before we proceed to consider a generalized version of the leftover hash lemma [17], we
give the following definition. Consider two finite sets Σ,Σ′, and let F be a set of functions
f : Σ → Σ′ with an associated probability distribution (pf )f∈F . If the probability that

two distinct elements are mapped to the same value by f is less than 1
|Σ′| , that is,∑

f∈F
pfδf(x),f(y) ≤

1

|Σ′|

for all distinct x, y ∈ Σ, then we say F is a two-universal family of functions. The
most natural example of a two-universal family of functions is the family of all functions
equipped with a uniform distribution.

For a cq-state ρ ∈ D (XE) given by

ρXE =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx , ρx ∈ D (E) ,

and a family F of functions f : Σ → Σ′ with corresponding probability distribution (pf )f∈F
we denote by

f (ρ) =
∑
x∈Σ

px |f (x)⟩⟨f (x)|X
′
⊗ ρx =

∑
x′∈Σ′

|x′⟩⟨x′|X′ ⊗
∑

x∈f−1({x′})

pxρx ∈ D
(
X ′E

)
,

and furthermore
F (ρ) :=

∑
f∈F

pff (ρ) ⊗ |f⟩⟨f |F ∈ D
(
X ′EF

)
,

where {|f⟩}f∈F is an orthonormal basis of system F . With all of the above in place, we
are now in a position to state a restricted version of the leftover hash lemma [17].

Lemma 12. Consider a cq-state ρXE ∈ D (XE), and let C (E) be a set of channels. Let
Σ′ be a finite set and let F be a two-universal family of functions f : Σ → Σ′. For all ε ≥ 0
we have

∆C(E)

(
X ′
∣∣EF )F(ρ) ≤ 2ε+

√
2
log|X ′|−Hε

min,C(E)(X|E)ρ .
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Proof. Let Λ ∈ C (E⟩E′). It follows from the leftover hash lemma [17] (see Lemma 83 in
Appendix) that

∆
(
X ′
∣∣EF )F(Λ(ρ)) ≤ 2ε+

√
2log|X

′|−Hε
min(X|E′)Λ(ρ) ,

and so taking supremum over all Λ ∈ C (E) yields the desired result.

In the statement of Lemma 12 the choice of channel Λ ∈ C (E) is independent of the
function f ∈ F applied to the state of register X. We pose the question of whether this
implicit assumption is necessary, which is presented as a conjecture below.

Conjecture 13. Consider a cq-state ρXE ∈ D (XE), and let C (E) be a set of channels.
Let Σ′ be a finite set and let F be a two-universal family of functions f : Σ → Σ′ with
corresponding probability distribution (pf )f∈F . For all ε ≥ 0 we have

∑
f∈F

pf∆C(E)

(
X ′
∣∣E)

f(ρ)
≤ 2ε+

√
2
log|X ′|−Hε

min,C(E)(X|E)ρ .
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Chapter 2

Secure States and Hiding States as
a Resource

In this chapter, we will consider the fundamental problem of extracting secure data from
only partially secure data, where an eavesdropper may have information encoded into the
state of a quantum system. More precisely, we consider a two-party scenario involving
Xavier and Eve, which is described by them sharing a cq-state ρ ∈ D (XE) given by

ρXE =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx , ρx ∈ D (E) (2.1)

where Σ is an alphabet and (px)x∈Σ is a probability distribution on Σ. Note that Eve may
try to guess the state of X by, say, measuring her system; if the states ρx for x ∈ Σ are
orthogonal, she may even infer the state of system X with certainty! In general, however,
Eve is only able to infer partial information about the state of system X, and in this
chapter we consider to what extent Xavier is able to obtain a cq-state, where access to
system E only yields negligible information on the state of system X. In particular, we
will discuss the scenario where Eve’s quantum memory is imperfect, and to what extent
Xavier is able to exploit this fact in order to obtain a larger amount of secure data.

We will quantify the amount of secure data in a cq-state given by (2.1) within a resource
theoretic framework. To describe the set of free operations, we first allow Xavier to choose
an alphabet Σ′ and a function f : Σ → Σ′, and hence apply it to the state of system X.
This yields the state

f (ρ) :=
∑
x∈Σ

|f (x)⟩⟨f (x) |X′ ⊗ pxρ
E
x ∈ D

(
X ′E

)
, (2.2)

where X ′ is spanned by an orthonormal basis {|x′⟩}x′∈Σ′ . Furthermore, we allow Xavier
to act probabilistically, that is, he may sample f from a family of functions F with an
associated probability distribution (pf )f∈F , as long as the choice of f ∈ F is publicly
announced to Eve. The resulting state is given by

F (ρ) =
∑
f∈F

pff (ρ) ⊗ |f⟩⟨f | ∈ D
(
X ′EF

)
, (2.3)

where F is spanned by an orthonormal basis {|f⟩}f∈F . As mentioned above, the desired
cq-state is one where access to systems EF yields only negligible information on the state



32

of system X ′, which we will define rigorously below.

In the first section, we discuss the definition of a secure state, namely, one where access to
Eve’s quantum side information only yields negligible information about Xavier’s classical
data. Next, we rephrase the work on strong randomness extraction [25] in this terminology,
and we proceed to show that the rate at which secure bits can be distilled from a generic
cq-state is exactly the conditional von Neumann entropy H (X|E)ρ.

In Section 2.2 we first consider the task of distilling secure bits with respect to an
eavesdropper Eve with imperfect quantum memory. We model this scenario by assuming
Eve has to perform some operation from a set of quantum channels C (E) on her system
prior to knowing f ∈ F . Furthermore, we provide bounds on the rate at which secure bits
can be distilled from a generic cq-state with respect to an eavesdropper with imperfect
memory. Additionally, we briefly discuss the scenario, where Eve’s choice of quantum
channel Λ ∈ C (E) is allowed to depend on Xavier’s choice of f ∈ F . This corresponds to
the scenario of Eve having perfect quantum memory, but she is restricted to some set of
operations C (E); this allows her to retain the state of system E until Xavier has chosen
f ∈ F , and so her choice of operation may depend on Xavier’s choice of function.

Finally, in the last section, we add to the communication setup that Xavier may pass
some information on the state of system X to Eve. Then we pose the task of hiding
data from an eavesdropper with imperfect memory, that is, achieving a cq-state where an
eavesdropper with perfect quantum memory would be able to infer the state of system X ′

with high probability, while an eavesdropper with imperfect quantum memory only has
negligible information about the state of X. We will refer to such a state as a hiding state.

2.1 Secure States with respect to an Eavesdropper

In this section, we are concerned with a two-party setting involving Xavier and Eve. Let Σ
be an alphabet and let (px)x∈Σ be a probability distribution. Let X be a quantum system
with orthonormal basis {|x⟩}x∈Σ, and suppose Xavier has encoded x ∈ Σ into the state
of system X. Meanwhile, Eve has received some information about the state of Xavier’s
system X, which is encoded in the state of an additional quantum system E. The scenario
is described by the cq-state given in (2.1). In the following, we discuss how to define the
security of the data encoded into the state of system X when an eavesdropper is given a
quantum system E with information encoded into the state of E.

We begin this section by considering two natural approaches to quantifying security.
First, we will consider an operational approach, where we quantify the security of the data
encoded in system X in terms of an eavesdropper Eve’s ability to guess the state of system
X given the outcome of a measurement on system E. Below, we describe security in terms
of Eve’s bias when trying to infer the state of system X from such a measurement.

Definition 14. Let Σ be an alphabet and consider a cq-state ρXE ∈ D (XE) given by

ρXE =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx , ρx ∈ D (E) ,



33

For ε ≥ 0, we say that ρ is an (log |Σ| , ε)-secure state with respect to E, if

Prguess (X|E)ρ −
1

|Σ|
< ε.

If Prguess (X|E)ρ = 1
|Σ| , we say that ρ is a secure state with respect to E.

Remark. When it is clear from the context, we simply refer to ρ as an (log |Σ| , ε)-secure
state without mentioning system E.

It is easy to see that a cq-state ρ ∈ D (XE) is a secure state, if and only if

ρXE =
∑
x∈Σ

1

|Σ|
|x⟩⟨x|X ⊗ ρE .

Our second approach to defining the security of data encoded into the state of system X
is given in terms of proximity to a secure state. We use the trace norm as a measure of
distance because of its natural interpretation in terms of the distinguishability of states
due to the Holevo-Helstrom Theorem [15, 26].

Definition 15. Let Σ be an alphabet and consider a cq-state ρXE ∈ D (XE) given by

ρXE =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx .

For ε > 0, we say that ρ is a (log |Σ| , ε)-approximate secure state with respect to E, if

∆ (X|E)ρ =
1

2
∥ρXE − ωX ⊗ ρE∥1 < ε.

Remark. Again, when it is clear from the context, we simply refer to ρ as an (log |Σ| , ε)-
approximate secure state without mentioning system E.

With two notions of secure data with respect to an eavesdropper, it is natural to pose the
question of their (in)equivalence. It is a direct consequence of Proposition 4 that defining
the security of data with respect to an eavesdropper in terms of proximity to a secure
state is at least as restrictive as the definition arising from an operational approach. We
will thus focus our attention on this more restrictive notion of security.

In the following, we consider an operationally relevant task of Xavier, namely, to obtain
secure states with respect to an eavesdropper Eve when given a cq-state ρXE ∈ D (XE)
as a resource. We allow Xavier access to public randomness and he is allowed to perform
classical processing of the data encoded in system X. More precisely, for any alphabet Σ′

Xavier may sample a function f : Σ → Σ′ from a family of functions F with associated
probability distribution (pf )f∈F , and apply it to his data x ∈ Σ with the choice of f ∈ F
being available to the eavesdropper. The resulting cq-state is denoted by F (ρ), which is
defined in (2.3). In general, Xavier is not able to obtain exact secure states using this
protocol, so we will consider the asymptotic setting, where he has n ∈ N copies of a state
ρ, and aims towards obtaining (m, ε)-secure states for m ∈ N at fixed rates m

n for any
ε > 0.
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Definition 16. Let ρ ∈ D (XE) be a cq-state given by

ρ =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρE , ρx ∈ D (E) ,

and let r ≥ 0. We say that r is an achievable rate of secure state distillation, if r = 0 or the
following condition holds: For sufficiently large n ∈ N and m = ⌊rn⌋ there exists a family
F of functions f : Σn → Σ′, where Σ′ is of size |Σ′| = 2m, with associated probability
distribution (pf )f∈F , such that

F
(
ρ⊗n

)
=
∑
x′∈Σ′

|x′⟩⟨x′|X′ ⊗
∑
f∈F

pf
∑

x∈f−1({x′})

pxρ
En

x ⊗ |f⟩⟨f |F ,

is an (m, ε)-approximate secure state with respect to EnF . Here, we denote by ρx =
⊗n
i=1ρxi for x = (x1, . . . , xn) ∈ Σn.

The rate of secure state distillation SD (ρ) is the supremum over all achievable rates
of secure state distillation.

Proposition 17. Let Σ be an alphabet and consider a cq-state ρXE ∈ D (XE). Then

SD (ρ) = H (X|E)ρ .

Remark. The result corresponds to the single-shot version stated without proof in [22].

Proof. Let ε > 0. Let n ∈ N, δ > 0, and considerm ∈ N0 given bym =
⌊
n
(

H (X|E)ρ − δ
)⌋

.

Let F be a two-universal family of functions f : Σn → {0, 1}m, and note that it follows
from the leftover hash lemma [17] (see Lemma 83 in Appendix A) that

∆
(
X ′
∣∣EnF )F(ρ⊗n)

≤ 2ε+

√
2m−H

ε
min(X

n|En)ρ⊗n

= 2ε+

√
2n(

m
n
− 1

n
Hε

min(X
n|En)ρ⊗n).

≤ 2ε+

√
2n(H(X|E)ρ−

1
n
Hε

min(X
n|En)ρ⊗n−δ), (2.4)

where the last inequality is due to our choice of m ∈ N0. Furthermore, it is a direct
consequence of a quantum asymptotic equipartition property [16] (see Theorem 82 in
Appendix A) that

1

n
Hε

min (Xn|En)ρ⊗n > H (X|E)ρ − δ

for sufficiently large n ∈ N, which in turn implies that the second term in (2.4) tends to
0 as n tends to infinity. This proves H (X|E)ρ − δ is an achievable rate of secure state
distillation for all δ > 0, and this implies the achievability of the desired result.

For the converse inequality, let ε > 0, m,n ∈ N and suppose there exists a family
F of functions f : Σn → Σ′, where Σ′ is of size |Σ′| = 2m, with associated probability
distribution (pf )f∈F , such that

∆
(
X ′
∣∣EF )F(ρ⊗n)

< ε.
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It follows that
∆
(
X ′
∣∣EnF )F(ρ⊗n)

=
∑
f∈F

pf∆
(
X ′
∣∣En)

f(ρ⊗n)
< ε,

which implies the existence of f ∈ F satisfying ∆ (X ′|En)f(ρ⊗n) < ε. Finally, this yields

m = H
(
X ′
∣∣En)

ωX′⊗ρ⊗n ≤ H
(
X ′
∣∣En)

f(ρ⊗n)
+ 2ε log

∣∣Σ′∣∣+ g (ε)

≤ nH (X|E)ρ + εn log |Σ| + g (ε)

where the first inequality is a consequence of Winter’s refinement [21] of the Fannes-
Audenart inequality [20] (see Theorem 85 and Theorem 86 in Appendix A), and the
second inequality follows from a data processing inequality of the conditional von Neumann
entropy discussed in Subsection 1.5.1, and the fact that we may assume without loss of
generality |Σ′| ≤ |Σ|n. If we divide by n ∈ N at both sides of the inequality, we obtain

m

n
≤ H (X|E)ρ + 2ε log |Σ| +

1

n
g (ε) ,

and as this holds for arbitrary ε > 0 it follows that the rate of secure state distillation
cannot exceed H (X|E)ρ. This proves the desired statement.

Considering the intuitive interpretation of the conditional von Neumann entropy H (X|E)ρ
as a measure of uncertainty concerning the state of system X given the state of system
E, the statement of Proposition 17 is not surprising. In fact, the result supports this
interpretation of the conditional von Neumann entropy; the number of extractable bits
with respect to which Eve is negligible should indeed correspond to a measure of Eve’s
uncertainty about the original letter x ∈ Σ encoded in the state of system X.

2.2 Secure States with respect to a Restricted Eavesdropper

Again in this section, we will be concerned with a two-party setting involving Xavier and
Eve described by a cq-state as given in (2.1). This time, however, we consider the situation
of Eve having imperfect quantum memory, that is, upon obtaining information about the
state of Xavier’s system X encoded in the state of an additional quantum system E, then
she has to apply some operation, say, a measurement if she has no quantum memory at
all. We describe this by letting C (E) denote a set of channels on Eve’s system E, and the
scenario is thus described by

Λ
(
ρXE

)
=
∑
x∈Σ

px |x⟩⟨x|X ⊗ Λ
(
ρEx
)
, ρx ∈ D (E) , Λ ∈ C (E) , (2.5)

We will now discuss to what extent Xavier is able to exploit Eve’s imperfect quantum
memory in order to extract more secure data. More precisely, we suppose that the set of
channels C (E) is known to Xavier, while Eve’s choice of Λ ∈ C (E) remains unknown to
him.

We describe the security in a cq-state ρ ∈ D (XE) with respect to a C (E)-restricted
eavesdropper in terms of proximity to a secure state.



36

Definition 18. Let Σ be an alphabet and consider a cq-state ρXE ∈ D (XE) given by

ρXE =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx .

Let C (E) be a set of quantum channels. For ε > 0, we say that ρ is an ε-approximate
secure state with respect to an C (E)-restricted eavesdropper on E, if

∆C(E) (X|E)ρ < ε.

Any approximate secure state is also an approximate secure state with respect to a re-
stricted eavesdropper due to the monotonicity of the trace norm. Below, we exhibit an
example showing that even orthogonal states may give rise to an ε-approximate secure
state with respect to a restricted eavesdropper for small values of ε > 0. Here, we consider
a bipartite setup, where we think of the eavesdropper as two spatially separated parties
Alice and Bob. In this setup, a natural limitation is local operations on their individual
systems and classical communication.

Example 19. Let σ ∈ D (XAB) be a cqq-state given by

σ =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|1⟩⟨1|X ⊗ σAB1 ,

where σ0, σ1 denote the normalized projections onto the symmetric and antisymmetric
subspace of AB, which is of local dimension d ∈ N, respectively. These are the extremal
Werner states introduced in [27], and we discuss them further in Subsection 2.2.1. As σ0,
σ1 are orthogonal states, we have

Prguess (X|AB)σ = 1.

To see that σ is an ε-approximate secure state with respect to an eavesdropper restricted
to PPT measurements, we simply note

∆MPPT(A:B) (X|AB)σ = PrMPPT(A:B)
guess (X|AB)σ −

1

2
=

1

d+ 1
,

where the first equality follows from Proposition 4, and the second equality is due to [28].
For ε = 1

d+1 , this proves σ is an ε-approximate secure state.

We now consider the operationally relevant task of Xavier to obtain secure states with
respect to an eavesdropper Eve with imperfect quantum memory modeled by a set of
channels C (E). As in the previous section, we allow Xavier to access public randomness
and he is furthermore allowed to perform classical processing of the data encoded in
system X. This time, however, Xavier can additionally exploit Eve’s imperfect memory.
The choice of f ∈ F is then made known to the eavesdropper Eve, but as she has already
applied some quantum channel Λ ∈ C (E) to her system independently of the choice of f ,
the resulting cq-state is of the form

F (Λ (ρ)) =
∑
f∈F

pff (Λ (ρ)) ⊗ |f⟩⟨f |F ,

where f (Λ (ρ)) =
∑

x∈Σ px |f (x)⟩⟨f (x)| ⊗ Λ (ρx).
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Again, Xavier is not necessarily able to obtain secure states with respect to an eaves-
dropper with imperfect quantum memory using this approach, so we will consider the
asymptotic setting, where he has n ∈ N copies of a state ρ, and aims towards obtaining
(m, ε)-secure states with respect to an eavesdropper with imperfect memory for m ∈ N at
fixed rates m

n for any ε > 0.

Definition 20. Let ρ ∈ D (XE) be a cq-state, and let C = (Cn (En))n∈N be a sequence of
sets of channels. Let r ≥ 0. We say that r is an achievable rate of secure state distillation
with respect to a C-restricted eavesdropper, if r = 0 or the following condition holds: For
sufficiently large n ∈ N and m = ⌊rn⌋ there exists a family F of functions f : Σn → Σ′,
where Σ′ is of size |Σ′| = 2m, with associated probability distribution (pf )f∈F , such that

F
(
ρ⊗n

)
=
∑
x′∈Σ′

|x′⟩⟨x′|X′ ⊗
∑
f∈F

pf
∑

x∈f−1({x′})

pxρ
En

x ⊗ |f⟩⟨f |F

is an ε-approximate secure state with respect to a Cn (En)-restricted eavesdropper on EnF .
The rate of secure state distillation with respect to a C-restricted eavesdropper SD,C (ρ)

is the supremum of all achievable rates of secure state distillation with respect to a C-
restricted eavesdropper.

Remark. Whenever id ∈ Cn (En) for all n ∈ N, we shall refer to the rate above as the
rate of secure state distillation with respect to an unrestricted eavesdropper. Due to the
monotonicity of the trace norm, this is equivalent to the previously introduced notion of
secure state distillation.

For certain sequences of sets of channels C we introduce a less verbose notation. For a
bipartite quantum system AB we may consider the sequence of sets of all measurements
on Alice’s system, that is, MA

all = (Mall (A
n))n∈N, and then we write

SD,A (ρ) := SD,M(A) (ρ) , ρ ∈ D (XAB) .

This notation specializes to a single quantum system E by simply considering a trivial
system as a placeholder for Bob’s system B.

Theorem 21. Consider a cq-state ρXE ∈ D (XE). Let C = (Cn (En))n∈N be a sequence
of sets channels satisfying

Cm (Em) ⊗ Cn (En) ⊆ Cm+n

(
Em+n

)
for all m,n ∈ N. Then

H̃
∞
min,C (X|E)ρ ≤ SD,C (ρ) ≤ H∞C (X|E)ρ . (2.6)

Proof. Let ε > 0. Let n ∈ N, δ > 0, and considerm ∈ N0 given bym =
⌊
n
(

H̃
∞
min,C (X|E)ρ − δ

)⌋
.

Let F be a two-universal family of functions f : Σn → {0, 1}m, and note that it follows
from our adaptation of the leftover hash lemma in Lemma 12 that

∆Cn(En)

(
X ′
∣∣EnF )F(ρ⊗n)

≤ 2ε+

√
2
m−Hε

min,Cn(En)(X
n|En)ρ⊗n

= 2ε+

√
2
n
(

m
n
− 1

n
Hε

min,Cn(En)(X
n|En)ρ⊗n

)
.

≤ 2ε+

√
2
n
(
H̃

∞
min,C(X|E)ρ−

1
n
Hε

min,Cn(En)(X
n|En)ρ⊗n−δ

)
, (2.7)
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where the last inequality is due to our choice of m ∈ N0. Furthermore, by definition we
have

1

n
Hε

min,Cn(En) (Xn|En)ρ⊗n > H̃
∞
min,C (X|E)ρ − δ

for sufficiently large n ∈ N. This implies the second term in (2.7) tends to 0 as n tends

to infinity, which proves H̃
∞
min,C (X|E)ρ− δ is an achievable rate of secure state distillation

for all δ > 0. Finally, this proves the achievability of the lower bound in the statement.
For the converse inequality, let ε > 0, m,n ∈ N and suppose there exists a family

F of functions f : Σn → Σ′, where Σ′ is of size|Σ′| = 2m, with associated probability
distribution (pf )f∈F , such that

∆Cn(En)

(
X ′
∣∣EnF )F(ρ⊗n)

< ε.

Consider an arbitrary Λ ∈ C (En⟩En) and note

∆
(
X ′
∣∣EnF )F(Λ(ρ⊗n))

=
∑
f∈F

pf∆
(
X ′
∣∣En)Λ(f(ρ⊗n))

< ε.

Let Fε denote the set of all f ∈ F satisfying

∆
(
X ′
∣∣En)Λ(f(ρ⊗n))

<
√
ε.

It follows from Winter’s refined version of the Fannes-Audenart inequality (see Theorem
86 in Appendix A) that for f ∈ Fε we have

H
(
X ′
∣∣En)ωX′⊗Λ(f(ρ⊗n))

≤ H
(
X ′
∣∣En)Λ(f(ρ⊗n))

+ 2
√
ε log dX′ + g

(√
ε
)
. (2.8)

Furthermore, note that

ε >
∑

f∈F\Fε

pf∆
(
X ′
∣∣En)Λ(f(ρ⊗n))

≥
√
ε
∑

f∈F\Fε

pf ,

which in turn implies
∑

f∈F\Fε
pf ≤

√
ε. This allows us to deduce∑

f∈F\Fε

pf H
(
X ′
∣∣En)ωX′⊗Λ(f(ρ⊗n))

≤
√
ε log dX′ . (2.9)

If we combine these initial observations, we may note that

m =
∑
f∈F

pf H
(
X ′
∣∣En)ωX′⊗Λ(f(ρ⊗n))

≤
∑
f∈F

pf H
(
X ′
∣∣En)Λ(f(ρ⊗n))

+ 3
√
ε log dX′ + g

(√
ε
)

≤ H (X|En)Λ(ρ⊗n) + 3n
√
ε log dX + g

(√
ε
)

where the first inequality is due to (2.8) and (2.9). The second inequality is due to a data
processing inequality discussed in Subsection 1.5.1 of Chapter 1, and the fact that we may
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assume dX′ ≤ dXn without loss of generality. If we divide both sides of the inequality by
n, we have

m

n
≤ 1

n
H (X|En)Λ(ρ⊗n) + 3

√
ε log dX +

1

n
g
(√
ε
)

for all Λ ∈ C (En⟩En). This proves the rate of secure state distillation with respect to
a C-restricted eavesdropper E cannot exceed H∞C (X|E)ρ, and due to Lemma 9 this is a
well-defined upper bound.

There are a few observations to make concerning the statement of Theorem 21. First note
that the lower and upper bound on the rate of secure state distillation with respect to
a restricted eavesdropper coincide if we assume the statement of Conjecture 10 is true.
Secondly, it is not hard to see that whenever the eavesdropper acts independently in each
round, that is,

Cn (En) = Cn−1
(
En−1

)
⊗ C′n (E) , C′n (E) ⊆ Call (E)

for all n ∈ N, then the lower and upper bound coincide.
We finish this section by remarking upon two situations, where the upper bound on

the rate of secure state distillation with respect to a restricted eavesdropper does not need
to be regularized.

Corollary 22. Let Σ be an alphabet and consider a cq-state ρXAB ∈ D (XAB). Suppose
ρx ∈ Dsep (AB) for all x ∈ Σ. Then

H̃
∞
min,A (X|AB)ρ ≤ SD,A (ρ) ≤ HA (X|AB)ρ .

Proof. The additivity of locally accessible information for separable states is shown in
Section VII.A of [29]. Together with Theorem 21 this yields the desired statement.

Corollary 23. Consider a cq-state ρXE ∈ D (XE). Then

H̃
∞
min,E (X|E)ρ ≤ SD,E (ρ) ≤ HE (X|E)ρ .

Proof. The additivity of locally accessible information for separable states is shown in Sec-
tion VII.A of [29], and this generalizes to accessible information. Together with Theorem
21 this yields the desired statement.

2.2.1 Example: Secure State with Extremal Werner States

We are now in a position to discuss the rate of secure state distillation with respect to a
restricted eavesdropper in comparison to the rate of secure state distillation introduced
in Section 2.1. We saw in Example 19 that information about the state of a system X
encoded into orthogonal states of a bipartite system AB can give rise to an ε-secure state
with respect to a restricted eavesdropper for arbitrary ε > 0. In the following, we will
again consider the cq-state σ ∈ D (XAB) from Example 19 given by

σXAB =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|0⟩⟨0|X ⊗ σAB1 , (2.10)

where σ0, σ1 respectively denote the normalized projections onto the symmetric and anti-
symmetric subspace of AB, which is of local dimension d ∈ N. We begin by introducing
a slightly more general notation.
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Definition 24. Let AB be a bipartite quantum system of local dimension d ∈ N. The
projections onto the symmetric and antisymmetric subspace of AB are given by

Π0 :=
1

2
(1 + F) , Π1 :=

1

2
(1 − F) ,

where F =
∑d

i,j=1 |ij⟩⟨ji|. The extremal Werner states σ0, σ1 ∈ D (AB) are given by

σ0 =
2

d (d+ 1)
Π0, σ1 =

2

d (d− 1)
Π1,

and more generally we define the Werner state σp ∈ D (AB) by

σp = (1 − p)σ0 + pσ1, p ∈ [0, 1] .

For n ∈ N and α, x ∈ {0, 1}n we denote by

Πα =

n⊗
i=1

Παi , σx =

n⊗
j=1

σxj .

We now set out to derive a lower bound on the rate of secure state distillation of σ given
by (2.10) with respect to a Mppt (A : B)-restricted eavesdropper. Our method of proof is
an adaptation of the techniques introduced in [28], where the key technical observation is
the invariance of Werner states under certain unitaries, more precisely that ρ ∈ D (AB) is
a Werner state, if and only if ρ is invariant under all bi-unitary transformations [27], that
is,

(U ⊗ U) ρ (U ⊗ U)† = ρ

for all unitaries U ∈ U (A), U ∈ U (B).
The defining property of Werner states outlined above plays a central role in our efforts

to lower bound the rate of secure state distillation of the state given by (2.10). In the
result below, we show how the property of bi-unitary invariance of Werner states can be
transferred to the POVM representation of measurements applied to systems AB.

Lemma 25. Let AB be a bipartite quantum system of local dimension d ∈ N. Let
σ ∈ D (XAB) be given by

σXAB =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|0⟩⟨0|X ⊗ σAB1 .

There exists a measurement with POVM representation {Mx}x∈{0,1}n satisfying

Pr
Mppt(A:B)
guess (Xn|AnBn)σ⊗n =

1

2n

∑
x∈{0,1}n

TrMxσx,

where MΓ
x ≥ 0 and Mx is invariant under all U ∈ U (AnBn), which is bi-unitary on each

copy of AB.

Proof. This was shown in [28] using an observation from [30].
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Lemma 26. Let AB be a bipartite quantum system of local dimension d ∈ N. Let
σ ∈ D (XAB) be given by

σXAB =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|0⟩⟨0|X ⊗ σAB1 .

For n ∈ N there exists a measurement with POVM representation {Mx}x∈{0,1}n satisfying

Pr
Mppt(A:B)
guess (Xn|AnBn)σ⊗n =

1

2n

∑
x∈{0,1}n

TrMxσx,

where MΓ
x ≥ 0 and

Mx =
∑

α∈{0,1}n
λx,αΠα, λ ∈ R22n .

Remark. This was mentioned without proof in [28].

Proof. First note that Lemma 25 allows us to infer the existence of an optimal measure-
ment with POVM representation {Mx}x∈{0,1}n ⊆ L (AnBn) satisfying MΓ

x ≥ 0, which is
invariant under bi-unitary transformations of all subsystems AB. If we enumerate the sub-
systems, that is, An = A1 . . . An, Bn = B1 . . . Bn, then it follows that MAiBi

x is invariant
under local unitaries, and so we may infer that

MAiBi
x = λx,0Π0 + λx,1Π1.

Furthermore, as the partial transpose is taken with respect to a choice of computational
basis, it follows that MAiBi

x is PPT.
Now define Nx =

⊗n
i=1M

AiBi
x , and note that NΓ

x ≥ 0. As a basis of each subsystem
AiBi we may choose the symmetric and anti-symmetric vectors, that is,

1√
2

(|ij⟩ + |ji⟩) , 1√
2

(|ij⟩ − |ji⟩) .

In this basis, the difference between Mx and Nx is off-diagonal, and since σx is diagonal
in this basis, it follows that

TrMxσx = TrNxσx.

To see that the operatorsNx for x ∈ {0, 1}n sum to identity, we first note that {Mx}x∈{0,1}n
is a POVM representation of a measurement. This implies that the off-diagonal entries of
the operators Mx sum to zero. As the difference Mx −Nx is zero on the diagonal in the
symmetric and anti-symmetric basis, and the off-diagonal entries sum to zero, this implies∑

x∈{0,1}n
Nx =

∑
x∈{0,1}n

Mx = 1AnBn ,

which proves {Nx}x∈{0,1}n is a POVM representation of a measurement.

Lemma 27. Let AB be a bipartite quantum system of local dimension d ∈ N. Let
σ ∈ D (XAB) be given by

σXAB =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|0⟩⟨0|X ⊗ σAB1 .
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There exists a measurement with POVM representation {Mx}x∈{0,1}n satisfying

Pr
Mppt(A:B)
guess (X|AB)σ =

∑
x∈{0,1}n

px TrMxσx,

where MΓ
x ≥ 0 and Mx =

∑
α∈{0,1}n λx,αΠα for some λ ∈ R22n satisfying

0 ≤ λ,
∑

x∈{0,1}n
λx,α ≤ 1, and

1

2n

∑
α∈{0,1}n

λx,α (1 + d)|β|−α·β (1 − d)α·β ≥ 0

for all α, β ∈ {0, 1}n.

Proof. First note that Lemma 25 allows us to infer the existence of an optimal measure-
ment with POVM representation {Mx}x∈{0,1}n satisfying MΓ

x ≥ 0, which is invariant under
bi-unitary transformations of all subsystems AB. It follows from Lemma 26 that we may
assume that

Mx =
∑

α∈{0,1}n
λx,αΠα

for some λ ∈ R22n . As {Mx}x∈{0,1}n constitutes the POVM representation of a measure-
ment, we have

0 ≤ λ,
∑

x∈{0,1}n
λx,α ≤ 1

for all α ∈ {0, 1}n. If we denote by φd = |φd⟩⟨φd|, where |φd⟩ = 1√
d

∑d
i=1 |ii⟩, then we

may note that

ΠΓ
0 =

1

2
(1 + dφd) =

1

2
((1 − φd) + (1 + d)φd)

ΠΓ
1 =

1

2
(1 − dφd) =

1

2
((1 − φd) + (1 − d)φd)

and so

ΠΓ
α =

1

2n

n⊗
i=1

((1 − φd) + (1 + (−1)αi d)φd) =
1

2n

∑
β∈{0,1}n

(1 + d)|β|−α·β (1 − d)α·β Bβ,

where Bβ = Bβ1 ⊗ . . .⊗Bβn with B0 = 1 − φd and B1 = φd. The fact 0 ≤MΓ
x translates

to
1

2n

∑
α,β∈{0,1}n

λx,α (1 + d)|β|−α·β (1 − d)α·β Bβ ≥ 0,

which is equivalent to

1

2n

∑
α∈{0,1}n

λx,α (1 + d)|β|−α·β (1 − d)α·β ≥ 0

for all β ∈ {0, 1}n due to orthogonality of Bβ, Bβ′ for distinct β ̸= β′. This proves the
desired statement.
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Lemma 28. Let AB be a bipartite quantum system of local dimension d ∈ N. Let
σ ∈ D (XAB) be given by

σXAB =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|0⟩⟨0|X ⊗ σAB1 .

Define Q ∈ R2n×2n by Qβ,α = 1
2n (1 + d)|β|−α·β (1 − d)α·β, and let b ∈ R22n+2n , c ∈ R22n be

given by

bi =

{
0, i = 1, . . . , 22n,

−1, i = 22n + 2n + 1, . . . , 22n + 2n+1
, cx,α = (1 − δx=0n) (δα=0n − δx=α) .

Then the optimal probability of correctly guessing Xn based on a measurement with of
the systems AnBn, where the POVM representation consists of Mppt (A : B) operators,
is given by the following semi-definite program:

1

2n
− 1

2n
min
λ∈R22n

cT · λ, where

(
12n ⊗Q

−1 . . . −1

)
λ ≥ b, λ ≥ 0.

Proof. First note that by Lemma 27 there exists an optimal PPT measurement for guessing
Xn based on a measurement of systems AnBn with POVM representation {Mx}x∈{0,1}n
given by

Mx =
∑

α∈{0,1}n
λx,αΠα,

where λ ∈ R22n satisfies

0 ≤ λ,
∑

x∈{0,1}n
λx,α ≤ 1, and

1

2n

∑
α∈{0,1}n

λx,α (1 + d)|β|−α·β (1 − d)α·β ≥ 0

for all α, β ∈ {0, 1}n. From this, we may express the probability of correctly guessing Xn

based on a PPT measurement of systems AnBn as a maximization of the expression

1

2n

∑
x∈{0,1}n

TrMxσx =
1

2n

∑
x∈{0,1}n

λx,x =
1

2n
− 1

2n

∑
x∈{0,1}n,x ̸=0n

(λx,0 − λx,x) .

With Q ∈ R2n×2n and b ∈ R22n+2n , c ∈ R22n given as in the statement of the result, the
maximization above is exactly the desired statement.

Proposition 29. Let AB be a bipartite quantum system of local dimension d ∈ N. Let
σ ∈ D (XAB) be given by

σXAB =
1

2
|0⟩⟨0|X ⊗ σAB0 +

1

2
|0⟩⟨0|X ⊗ σAB1 .

Then (
1

2
+

1

d+ 1

)n
≤ Pr

Mppt(A:B)
guess (Xn|AnBn)σ⊗n ≤

(
1

2
+

1

d− 1
+

1

2 (d+ 1)

)n
.
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Proof. Applying the PPT measurement with POVM representation {Mx}x∈{0,1}n given
by

Mx =

n⊗
i=1

Mxi , where M0 =
2

d+ 1
Π0, M1 =

d− 1

d+ 1
Π0 + Π1

yields a lower bound given by

1

2n

∑
x∈{0,1}n

TrMxσx =
1

2n

∑
x∈{0,1}n

(
2

d+ 1

)n−|x|

=
n∑
k=0

(
n

n− k

)(
1

d+ 1

)n−k 1

2k

=

(
1

2
+

1

d+ 1

)n
.

To find an upper bound, we consider the minimization problem in Lemma 28 and note
that the dual program is given by

max
µ

bT · µ, where

 1 −1

12n ⊗QT
...

...
1 −1

µ ≤ c µ ≥ 0.

Denote the entries of µ ∈ R22n+2n by

µ = (µ0n,0n , . . . , µ0n,1n , . . . , µ1n,0n , . . . , µ1n,1n , ν0n , . . . , ν1n)T ,

and let µx = (µx,0n , . . . , µx,1n)T , Qβ = (Q0n,β, . . . , Q1n,β)T and ν = (ν0n , . . . , νβ, . . . , ν1n).
Then the dual program can be rewritten as

max
µ

∑
β∈{0,1}n

−νβ, where µ ≥ 0, QTβµx − νβ ≤ cx,β

for all x, β ∈ {0, 1}n, or equivalently

max
µ

∑
β∈{0,1}n

−νβ, where µ ≥ 0, QTβµx − cx,β ≤ νβ.

Any feasible point of the dual program is a lower bound on the primal program, so define

µ∗x,α =
(d+ 1)|x|

d|x| (d+ 1)|α|
·
(
d+ 1

d− 1

)α·x
︸ ︷︷ ︸

µ∗x,α
+

− (d+ 1)|x|

d|x| (d+ 1)|α|
· (−1)α·x︸ ︷︷ ︸

µ∗x,α
−

≥ 0.

First, in an effort to calculate QTβµ
∗
x
+, we note

QTβµ
∗
x
+ =

(d+ 1)|x|

2nd|x|

∑
α∈{0,1}n

(
1 − d

1 + d

)α·β (d+ 1

d− 1

)α·x

=
(d+ 1)|x|

2nd|x|

∑
α∈{0,1}n

(−1)α·β
(
d+ 1

d− 1

)α·x−α·β
.
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We now consider two cases. Suppose β · x ̸= 0, that is, there exists i ∈ {0, . . . , n} such
that βi, xi = 1. The terms corresponding to α1 . . . αi . . . αn and α1 . . . αi . . . αn cancel in
the expression above, which implies the sum equals 0. Thus we restrict ourselves to the
situation where β · x = 0. Then

QTβµ
∗
x
+ =

(d+ 1)|x|

2nd|x|
2n−|β|−|x|

|β|∑
k=0

(
|β|
k

)
(−1)k

(
d− 1

d+ 1

)k |x|∑
l=0

(
|x|
l

)(
d+ 1

d− 1

)l
=

(d+ 1)|x|

2nd|x|
2n−|β|−|x|

(
1 − d− 1

d+ 1

)|β|(
1 +

d+ 1

d− 1

)|x|
=

1

(d+ 1)|β|

(
d+ 1

d− 1

)|x|
Next, in an effort to calculate QTβµ

−
x , we note

QTβµ
∗
x
− =

(d+ 1)|x|

2nd|x|
1

2n

∑
α∈{0,1}n

(−1)α·x
(

1 − d

1 + d

)α·β
.

Similarly to the argument above, we consider two cases. Suppose x ̸≤ β, namely, there
exists some i ∈ {0, . . . , n} such that βi = 0, xi = 1. Then the terms corresponding to
α1 . . . αi . . . αn and α1 . . . αi . . . αn cancel in the expression above, which implies the sum
equals 0. Thus we restrict ourselves to the situation where x ≤ β. Then

QTβµ
∗
x
− =

(d+ 1)|x|

2nd|x|
2n−|β|

|x|∑
k=0

(−1)k
(
|x|
k

)(
1 − d

1 + d

)k |β|−|x|∑
l=0

(
|β| − |x|

l

)(
1 − d

1 + d

)l
=

(d+ 1)|x|

2nd|x|
2n−|β|

(
1 − 1 − d

1 + d

)|x|(
1 +

1 − d

1 + d

)|β|−|x|
=

(d+ 1)|x|

(d+ 1)|β|
.

Evidently, the optimal choice of νβ for β ∈ {0, 1}n, which we denote by ν∗β, is given by

ν∗β = max
x∈{0,1}n

(
QTβµ

∗
x − cx,β, 0

)
.

To simplify the expression on the right-hand side, we consider the various cases of β ∈
{0, 1}n.

Case 1: β = 0n. For any x ∈ {0, 1}n we have

QT0nµ
∗
x − cx,0n = QT0nµ

∗
x
+ −QT0nµ

∗
x
− − cx,0n

=

(
d+ 1

d− 1

)|x|
− δx,0n − (1 − δx,0n) (1 − δx,0n)

=

(
d+ 1

d− 1

)|x|
− δx,0n .
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Case 2: β ̸= 0n. First, note that for x = 0n we have

QT0nµ
∗
x − c0n,β =

1

(d+ 1)|β|
− 1

(d+ 1)|β|
= 0,

so consider x ∈ {0, 1}n, x ̸= 0n.

Case 2.1: x · β = 0. As x ̸= 0n, we must have x ̸≤ β, which implies

QTβµ
∗
x − cx,β =

1

(d+ 1)|β|

(
d+ 1

d− 1

)|x|
.

Case 2.2: x ≤ β. As x ̸= 0n, we must have x · β ̸= 0, which implies

QTβµ
∗
x − cx,β = − (d+ 1)|x|

(d+ 1)|β|
+ δx,β ≤ 0.

Case 2.3: x · β ̸= 0 and x ̸≤ β. Then we have

QTβµ
∗
x − cx,β = 0.

From the observations above, we deduce

ν∗β =
1

(d+ 1)|β|

(
d+ 1

d− 1

)n−|β|
− δβ,0n .

for all β ∈ {0, 1}n. Thus we see a lower bound of the maximization problem at hand is
given by

max
µ

bT · µ ≥ −
∑

β∈{0,1}n
ν∗β

= 1 −
∑

β∈{0,1}n

1

(d+ 1)|β|

(
d+ 1

d− 1

)n−|β|

= 1 −
n∑
k=0

(
n

k

)
1

(d+ 1)k

(
d+ 1

d− 1

)n−k
= 1 −

(
1

d+ 1
+
d+ 1

d− 1

)n
.

Using this as a lower bound for the primal program yields the desired lower bound on the
probability of correctly guessing Xn based on a measurement of the systems AnBn given
σ⊗n.

Corollary 30. Let σ ∈ D (XAB) be given by

σ =
1

2
|0⟩⟨0| ⊗ σ0 +

1

2
|1⟩⟨1| ⊗ σ1.

Then

1 − 3

d− 1
log e ≤ SD,Mppt(A:B) (σ)
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Proof. First, note that from Theorem 21 and the fact that

H∞min,Mppt(A:B) (X|AB)σ ≤ H̃
∞
min,Mppt(A:B) (X|AB)σ ,

we may deduce
SD,Mppt(A:B) (σ) ≥ H∞min,Mppt(A:B) (X|AB)σ .

Due to the operational interpretation of the conditional min-entropy [16], it follows from
Proposition 29 that we have the lower bound

SD,Mppt(A:B) (σ) ≥ − log

(
1

2
+

1

d− 1
+

1

2 (d+ 1)

)
≥ 1 − 3

d− 1
log e,

which proves the desired inequality.

Our efforts in the lengthy calculations above yield a lower bound on the rate of secure
state distillation from σ which is essentially optimal for large values of d ∈ N, namely,

SD,Mppt(A:B) (σ) ≥ 1 −O

(
1

d

)
.

Considering the result from [28], it is tempting to conjecture that the lower bound in
Proposition 29 is tight and this method proof is sufficient to prove this result with a
suitable choice of feasible solution.

This example shows that there can be a large gap between the rate of secure state
distillation with respect to a restricted and unrestricted eavesdropper, as we note

SD,Mppt(A:B) (σ) ≥ 1 −O

(
1

d

)
≫ 0 = SD (σ) ,

which is of interest in itself.

2.2.2 Deterministic Secure State Distillation

We saw in the proof of Theorem 21 that Xavier’s ability to choose a probabilistic strategy
for obtaining a secure state is key to achieving the desired rate of secure state distillation.
In the following, we revisit the notion of secure state distillation and introduce a new
variation, namely, deterministic secure state distillation. We still consider a two-party
setting involving Xavier and Eve described by the cq-state in (2.1), however, this time
we consider the situation of Xavier being restricted to a deterministic protocol in order
to distill a secure state. We describe this by letting C (E) denote a set of channels on
Eve’s system E, and we allow Eve to choose her channel Λ ∈ C (E) depending on Xavier’s
strategy to extract secure information. In the following, we discuss to what extent Xavier
is able to exploit Eve’s limitation to a certain set of channels in order to extract secure
information when his strategy is known to Eve.

Definition 31. Let ρ ∈ D (XE) be a cq-state, and let C = (Cn (En))n∈N be a sequence of
sets of channels. Let r ≥ 0. We say that r is an achievable rate of deterministic secure state
distillation with respect to a C-restricted eavesdropper, if r = 0 or the following condition



48

holds: For sufficiently large n ∈ N and m = ⌊rn⌋ there exists a function f : Σn → Σ′,
where Σ′ = {0, 1}m, such that

f
(
ρ⊗n

)
=
∑
x∈Σn

px |f (x)⟩⟨f (x)|X
′
⊗ ρE

n

x =
∑
x′∈Σ′

|x′⟩⟨x′|X′ ⊗
∑

x∈f−1({x′})

pxρ
En

x

is an ε-approximate secure state with respect to a Cn (En)-restricted eavesdropper on En.
The rate of deterministic secure state distillation with respect to a C-restricted eaves-

dropper Sdet
D,C (ρ) is the supremum of all achievable rates of deterministic secure state

distillation with respect to a C-restricted eavesdropper.

Remark. Naturally, restricting Xavier to a deterministic strategy cannot increase the rate
of secure state distillation, that is, Sdet

D,C (ρ) ≤ SD,C (ρ).

Let us now consider the natural question of the (in)equivalence of deterministic and
probabilistic secure state distillation. We start out by considering particular cq-states
ρ ∈ D (XE) and families of functions F with associated probability distributions, where
we may obtain an ε-approximate secure state with respect to a M (E)-restricted eavesdrop-
per, while none of the functions f ∈ F are useful for deterministic secure state distillation!

Example 32. For n ∈ N denote by Σ = {0, 1}n, and let ρ ∈ D (XE) be a cq-state given
by

ρ =
1

2n

∑
x∈Σ

|x⟩⟨x|X ⊗ |ρx⟩⟨ρx|E , where |ρx⟩ =
1√
n

n∑
i=1

(−1)xi |i⟩ .

For α ∈
(
0, 14
]
, let Σ′ = {0, 1}αn. We say that a function f : Σ → Σ′ is an α-matching

function, if
f (x) = (xi1 ⊕ xj1) . . . (xiαn ⊕ xjαn) ,

for distinct indices 1 ≤ ik, jl ≤ n for all k, l = 1, . . . , αn. Let F denote the set of all α-
matching functions, and suppose F is equipped with the uniform distribution. For more
details on this construction, we refer the reader to Chapter 4.

Let ε > 0, and let Y be an alphabet of size |Y| = n, and let Y be a system spanned
by an orthonormal basis {|y⟩}y∈Y . It has previously been shown [2] that there exists a

constant γ > 0, such that if log n ≤ γε
√
n/α, then

∆M(E⟩Y )

(
X ′
∣∣EF )F(ρ) < ε.

This implies that F (ρ) is an ε-approximate secure state with respect to a M (E⟩Y )-
restricted eavesdropper Eve.

Conversely, it is not hard to see that for any given f ∈ F there exists a measurement
Λf ∈ M (E⟩Y ), which reveals one bit of x′ = f (x) with probability 2α [2]. This observa-
tion provides a lower bound on the M (E⟩Y )-restricted distance to uniform of f (ρ), more
precisely, we have

∆M(E⟩Y )(X
′|E)f(ρ) ≥ 2α.

In turn, this shows that none of the functions f ∈ F provide security against a M (E⟩Y )-
restricted eavesdropper. In other words, this shows that none of the functions f ∈ F can
be used for deterministic secure state distillation with respect to a M (E⟩Y )-restricted
eavesdropper.
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The example above shows that the family F of α-matching functions f ∈ F allows Xavier
to distill an ε-approximate secure state with respect to a M (E⟩Y )-restricted eavesdropper,
while none of the functions f ∈ F are a suitable choice for the deterministic protocol.
However, this does by no means prove the inequivalence of secure state distillation and
deterministic secure state distillation as we are not considering an asymptotic scenario,
nor have we considered all choices of families of functions F . We pose the equivalence of
secure state distillation and deterministic secure state distillation as a conjecture below.

Conjecture 33. Let ρ ∈ D (XE) be a cq-state, and let C = (Cn (En))n∈N be a sequence
of sets of channels. Then

Sdet
D,C (ρ) = SD,C (ρ) .

Remark. In support of the conjecture, we note that the rate of deterministic secure state
distillation with respect to an unrestricted eavesdropper is in fact equal to SD (ρ). This
is not hard to see, as we note

∆
(
X ′
∣∣EF )F(ρ) =

∑
f∈F

pf∆
(
X ′
∣∣E)

f(ρ)
,

and this implies the existence of f ∈ F such that ∆ (X ′|E)f(ρ) ≤ ∆ (X ′|EF )F(ρ). This is,
however, not surprising, as Eve’s optimal strategy does not depend on the choice of f . An
eavesdropper with perfect quantum memory can simply choose to store the state of her
system without acting upon it, and this is the optimal strategy due to the monotonicity
of the trace norm.

A lower bound on the rate of deterministic secure state distillation of PPT
states

In this section, we exhibit a general approach to identifying examples of PPT states
exhibiting a gap between the rate of deterministic secure state distillation with respect
to a locally restricted eavesdropper and the secure state distillation with respect to an
unrestricted eavesdropper. The key observation is the following result.

Lemma 34. Let ρ ∈ D (XAB) be a cqq-state. Then

∆CA↔B
(X|AB)ρ = ∆CA↔B

(X|AB)ρΓ .

Proof. This was shown in [31].

Proposition 35. Let ρ ∈ D (XAB) be a cqq-state and suppose ρΓ ≥ 0. Then

SD,CA↔B
(ρ) = SD,CA↔B

(
ρΓ
)
, Sdet

D,CA↔B
(ρ) = Sdet

D,CA↔B

(
ρΓ
)
.

Proof. This is a straightforward application of Lemma 34.

Corollary 36. Let ρ ∈ D (XAB) be a cqq-state and suppose ρΓ ≥ 0. Then

SD,CA↔B
(ρ) ≥ Sdet

D,CA↔B
(ρ) ≥ SD

(
ρΓ
)
.

Proof. The first inequality is trivial, and the second inequality follows as we note

Sdet
D,CA↔B

(ρ) = Sdet
D,CA↔B

(
ρΓ
)
≥ Sdet

D

(
ρΓ
)

= SD
(
ρΓ
)
,

where the first equality is due to Proposition 35.
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With these initial observations in place, we proceed to identify an example of a cqq-state
exhibiting another gap between the rate of deterministic secure state distillation with
respect to an CA↔B-restricted eavesdropper and an unrestricted eavesdropper.

Example 37. Let σ ∈ D (XAB) be the cqq-state given by

σ =
1

2
|0⟩⟨0| ⊗ σ0 +

1

2
|1⟩⟨1| ⊗ 1

2
(σ0 + σ1) ,

where σ0, σ1 denote the extremal Werner states with local dimension d ∈ N. A straight-
forward calculation shows

H (X|AB)σ = −1

2
log

1

2
− 1

4
log

1

4
+

(
1

2
+

1

4

)
log

(
1

2
+

1

4

)
= 1 +

3

4
log

3

4
≈ 0.69.

If we denote by |φd⟩ = 1√
d

∑d
i=1 |ii⟩, then

1

2

(
σΓ0 + σΓ1

)
=

1

2d (d+ 1)
(1 + dφd) +

1

2d (d− 1)
(1 − dφd)

=
1

(d− 1) (d+ 1)
(1 − φd)

≥ 0,

which shows σΓ ≥ 0. Furthermore, we have

1

2

∥∥∥∥1

2
σΓ0 − 1

4

(
σΓ0 + σΓ1

)∥∥∥∥
1

=
1

4

∥∥∥∥( 1

d (d+ 1)
− 1

(d− 1) (d+ 1)

)
(1 − φd) +

1

d
φd

∥∥∥∥
1

=
1

2d
,

so it follows from the operational interpretation of the conditional min-entropy [22] and
the Holevo-Helstrom Theorem [15, 26] that

2−Hmin(X|AB)
σΓ =

1

2
+

1

2

∥∥∥∥1

2
σΓ0 − 1

4

(
σΓ0 + σΓ1

)∥∥∥∥
1

=
1

2

(
1 +

1

d

)
.

This lower bounds the rate of deterministic secure state distillation from σ, since

Sdet
D,CA↔B

(σ) ≥ SD
(
σΓ
)

= H (X|AB)σΓ ≥ Hmin (X|AB)σΓ = 1 − log

(
1 +

1

d

)
.

For sufficiently large d ∈ N, this constitutes an example, where the rate of deterministic
secure state distillation with respect to an CA↔B-restricted eavesdropper is notably larger
than the rate of secure state distillation.

2.3 Hiding States and the Rate of Hiding State Distillation

Along the lines of the preceding sections, we consider a two-party setting involving Xavier
and Eve described by a cq-state ρXE ∈ D (XE). In the following, we consider a slightly
more involved task of Xavier, namely, that of hiding data in the state of Eve’s system E.
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Here, Xavier has to ensure that the state of his system is retrievable by measurement of
Eve’s system, if she has perfect quantum memory, while an eavesdropper with imperfect
quantum memory has little to no knowledge about the state of Xavier’s system. In the
following, we discuss to what extent Xavier is able to exploit Eve’s limitation to a certain
set of channels in order to extract hidden data.

Definition 38. Consider a cq-state

ρXE =
∑
x∈Σ

px |x⟩⟨x|X ⊗ ρEx .

Let ε > 0. We say ρ is ε-correct, if

Prguess (X|E)ρ ≥ 1 − ε, (2.11)

and we say that ρ is ε-secure with respect to C (E), if

∆C(E) (X|E)ρ < ε. (2.12)

Finally, if ρ is ε-correct and ε-secure with respect to C (E), then ρ is a (log |Σ| , ε)-hiding
state with respect to C (E).

Definition 39. Let ρ ∈ D (XE) be a cq-state, and let C = (Cn (En))n∈N be a sequence of
sets of channels. Let r ≥ 0. We say that r is an achievable rate of hiding state distillation
with respect to a C-restricted eavesdropper, if r = 0 or the following condition holds: For
sufficiently large n ∈ N and m = ⌊rn⌋ there exists a function s : Σ → T for some alphabet
T and a family F of functions f : Σn → Σ′, where Σ′ is of size |Σ′| = 2m, with associated
probability distribution (pf )f∈F , such that if we denote by

ρ⊗ns =
∑
x∈Σn

px |x⟩⟨x| ⊗ ρEx ⊗ |s (x)⟩⟨s (x)|T ,

then

F
(
ρ⊗ns

)
=
∑
x′∈Σ′

|x′⟩⟨x′|X′ ⊗
∑
f∈F

pf |f⟩⟨f |F ⊗
∑

x∈f−1({x′})

pxρ
En

x ⊗ |s (x)⟩⟨s (x)|T

is a (log |Σ′| , ε)-hiding state with respect to a Cn (En)-restricted eavesdropper on EnFT .
The the hiding rate with respect to a C-restricted eavesdropper HD,C (ρ) is the supremum

of all achievable rates of hiding state distillation with respect to a C-restricted eavesdrop-
per.

With the definition of hiding rate in place, we proceed to prove a statement analogous to
Theorem 21, namely, that under general assumptions on Eve’s quantum memory, we can
place bounds on the hiding rate in terms of entropic quantities.

Theorem 40. Let Σ be an alphabet and consider a cq-state ρXE ∈ D (XE). Let C =
Cn (En) be a sequence of sets of channels satisfying

Cm (Em) ⊗ Cn (En) ⊆ Cm+n

(
Em+n

)
for all m,n ∈ N. Then

H̃
∞
min,C (X|E)ρ − H (X|E)ρ ≤ HD,C (ρ) ≤ H∞C (X|E)ρ − H (X|E)ρ
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Proof. Let ε > 0, consider n ∈ N and let k ∈ N be given by k =
⌈
nH (X|E)ρ

⌉
. For all

but finitely many n there exists a function s : Σn → {0, 1}k [32] such that

Prguess (Xn|EnT )ρ⊗n
s

≥ 1 − ε,

which we will use again later. Now, let δ > 0 and consider m ∈ N given by m =⌊
n
(

H̃
∞
min,C (X|E)ρ − H (X|E)ρ − δ

)⌋
. For any two-universal family F of functions f : Σn →

Σ′, where Σ′ = {0, 1}m, it follows from the adapted leftover hash lemma (see Lemma 12)
that

∆Cn(En)

(
X ′
∣∣EnFT )F(ρ⊗n

s ) ≤ 2ε+

√
2
m−Hε

min,Cn(En)(X
n|EnT )

ρ⊗n
s

≤ 2ε+

√
2
m−Hε

min,Cn(En)(X
n|En)ρ⊗n+k

≤ 2ε+

√
2
n
(
H̃

∞
min,C(X|E)ρ−

1
n
Hε

min,Cn(En)(X
n|En)ρ⊗n−δ

)
+1
, (2.13)

where the second inequality is due to the adapted chain rule (see Lemma 11), and the last
inequality follows from our choice of k,m ∈ N. Furthermore, we have by definition that

1

n
Hε

min,Cn(En) (Xn|En)ρ⊗n ≥ H̃
∞
min,C (X|E)ρ − δ

for sufficiently large n ∈ N. This implies the second term in (2.13) tends to 0 as n tends
to infinity. Finally, we also have

Prguess
(
X ′
∣∣EnFT )F(ρ⊗n

s ) ≥ Prguess (Xn|EnT )ρ⊗n
s

≥ 1 − ε,

which proves H̃
∞
min,C (X|E)ρ−H (X|E)ρ−δ is an achievable rate of hiding state distillation

with respect to a C-restrict eavesdropper for all δ > 0, and thus achievability of the lower
bound in the statement.

For the converse inequality, let ε > 0 and n ∈ N, and denote by Σ′, T two alphabets.
Suppose there exists a family F of functions f : Σ → Σ′ with corresponding probability
distribution (pf )f∈F and a function s : Σn → T , such that

Prguess
(
X ′
∣∣EnFT )F(ρ⊗n

s ) ≥ 1 − ε,

and
∆Cn(En)

(
X ′
∣∣EnFT )F(ρ⊗n

s ) < ε.

Let Λ ∈ Cn (En⟩En) and note that by an argument identical to the one given in the proof
of Theorem 21, we have

m ≤
∑
f∈F

pf H
(
X ′
∣∣EnT )Λ(f(ρ⊗n

s )) + 3
√
ε log dX′ + g

(√
ε
)
.
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To obtain the desired result, we upper bound the terms in the sum in the expression above,
that is

H
(
X ′
∣∣EnT )Λ(f(ρ⊗n

s )) = H
(
X ′T

∣∣En)Λ(f(ρ⊗n
s )) − H (T |En)Λ(f(ρ⊗n

s ))

≤ H
(
X ′T

∣∣En)Λ(f(ρ⊗n
s )) − H (T |En)f(ρ⊗n

s )

= H
(
X ′T

∣∣En)Λ(f(ρ⊗n
s )) − H

(
X ′T

∣∣En)
f(ρ⊗n

s )

+ H
(
X ′
∣∣EnT )

f(ρ⊗n
s ) (2.14)

The expected value of the last term in (2.14) when sampling f ∈ F according to the
associated probability distribution (pf )f∈F is upper bounded as follows∑

f∈F
pf H

(
X ′
∣∣EnT )

f(ρ⊗n
s ) = H

(
X ′
∣∣EnTF )F(ρ⊗n

s ) ≤ ε log |Σ′| + h (ε) ,

where the inequality follows from Fano’s inequality (see Lemma 84 in Appendix A). Next,
consider the first two terms in (2.14), and note

H
(
X ′T

∣∣En)− H
(
X ′T

∣∣En) = H (Xn|En) − H
(
Xn
∣∣X ′EnT )

− H (Xn|En) + H
(
Xn
∣∣X ′EnT )

≤ H (Xn|En) − H (Xn|En) ,

where the equality follows from the observation that H (XnX ′T ) = H (Xn). Finally, if we
consider the expected value in (2.14) when sampling f ∈ F according to the associated
probability distribution (pf )f∈F , we obtain∑

f∈F
pf H

(
X ′
∣∣EnT )Λ(f(ρ⊗n

s )) ≤ H (Xn|En)Λ(ρ⊗n) − H (Xn|En)ρ⊗n

+
(
ε+ 3

√
ε
)

log
∣∣Σ′∣∣+ g

(√
ε
)

+ h (ε) .

If we take infimum of the expression over over all Λ ∈ Cn (En), it follows that

m ≤ HCn(En) (Xn|En)ρ⊗n − H (Xn|En)ρ⊗n +
(
ε+ 3

√
ε
)

log
∣∣Σ′∣∣+ g

(√
ε
)

+ h (ε) ,

so dividing both sides by n and taking the limit as n→ ∞, it follows that we cannot achieve
a rate of hiding state distillation with respect to a C-restricted eavesdropper exceeding
H∞C (X|E)ρ − H (X|E)ρ.

The identification of a significant gap between the rate of secure state distillation with
respect to a restricted and an unrestricted eavesdropper in Subsection 2.2.1 is key to
emphasize the relevance of the concept of a hiding rate: This shows that it is indeed
possible to achieve non-zero hiding rates! From this, it is natural to conjecture a relation
between the rate of secure state distillation and the hiding rate as follows.

Conjecture 41. Consider a cq-state ρXE ∈ D (XE), and let C = Cn (En) be a sequence
of sets of channels. Then

HD,C (ρ) = SD,C (ρ) − SD (ρ) .
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Remark. Note that this is a direct consequence of Theorem 21 and Theorem 40 if we assume
the statement in Conjecture 10 to be true and add the assumption that the sequence of
sets of channels satisfy

Cm (Em) ⊗ Cn (En) ⊆ Cm+n

(
Em+n

)
for all m,n ∈ N.
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Chapter 3

On Privacy, Entanglement and
Data Hiding

In this chapter, we consider a bipartite scenario consisting of two parties Alice and Bob
with a joint quantum systemAB in some state ρ ∈ D (AB). We will primarily be concerned
with a communication setup allowing one-way LOCC operations, that is, we allow Alice
and Bob to perform arbitrary local operations on their individual systems, and furthermore
Alice is allowed to communicate classically to Bob as depicted below.

A B
ρ

cl. comm.

Having restricted Alice and Bob to one-way LOCC protocols and provided them with a
shared resource state ρ ∈ D (AB), we will consider three communication tasks, namely,
the distillation of 1) maximally entangled states, 2) private states and 3) phase hiding
states. Maximally entangled states are special cases of private states, so it follows that the
task of entanglement distillation is at least as hard as private state distillation. In fact, it
was shown [6] that there are states ρ from which no entanglement can be distilled, while
private state distillation remains possible at a non-zero rate. We introduce the notion of
phase hiding states in an effort to address the gap between private state distillation and
entanglement distillation.

In the first section, we introduce terminology and notation particularly relevant to our
discussion of private state and entanglement distillation. Furthermore, we prove a lower
bound on the rate of private state distillation analogous to a previously shown lower bound
on the distillable entanglement [1]. These bounds provide an indication of a connection
from the notion of hiding states discussed in Chapter 2 to the gap between distillable
private key and distillable entanglement. Finally, we employ our lower bound on the
distillable private key in the context of a quantum key repeater to show an elementary
lower bound, which gives rise to an interesting example.

Taking a step in the direction of generality, we introduce a notion of locally private
states and prove various statements analogous to results regarding private states [33]. We
are able to connect this notion of local privacy to the task of encoding data in the state
of a quantum system by applying Z-gates. With this in mind, we introduce the notion of
hiding states in an effort to describe a desired resource, which can be distilled whenever a
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gap between the distillable key and distillable entanglement is present. Finally, we provide
elementary bounds on the rate at which hiding states can be distilled.

3.1 Private States and Key-Correlated States

In this section, we introduce notation and terminology particularly relevant to the study of
correlation, privacy, and entanglement. Many of the core concepts are from [1]. Consider
two spatially separated parties Alice and Bob each with a 2-dimensional quantum system
Ak and Bk, respectively, and suppose that the state of the joint system is a maximally
entangled bit φxi ∈ D (AkBk) for x, i ∈ {0, 1}, that is,

|φ⟩ =
1√
2

(|00⟩ + |11⟩) , |φxi⟩ = Xx
Bk
ZiBk

|φ⟩

with corresponding density operators φxi = |φxi⟩⟨φxi| ∈ D (AkBk). We refer to the
systems Ak and Bk as the key systems. If Alice and Bob measure φxi in the computational
basis, they will produce two perfectly correlated or anti-correlated, unbiased bits, and we
shall refer to the post-measurement state in this scenario as the key attacked state φ̂i given
by

φ̂0 :=
1

2
(|00⟩⟨00| + |11⟩⟨11|) =

1

2
(φ00 + φ01) ,

φ̂1 :=
1

2
(|01⟩⟨01| + |10⟩⟨10|) =

1

2
(φ10 + φ11)

where the support of φ̂0 is referred to as the maximally correlated subspace. More generally,
we define for m ∈ N and x, i ∈ {0, 1}m an m-bit maximally entangled state by

|φxi⟩ = |φx1i1⟩ ⊗ |φx2i2⟩ ⊗ . . .⊗ |φxnin⟩

with corresponding density operators φxi = |φxi⟩⟨φxi|. When the dimension is clear from
the context we shall write φ = φ0m0m .

We define secrecy with respect to an eavesdropper Eve as follows [33]. Suppose Alice
and Bob share a bipartite quantum state ρ ∈ D (AkBkAsBs), where As and Bs are referred
to as shield systems. Furthermore, suppose Eve holds a purification of ρ. If Eve’s system
is uncorrelated with the key systems Ak and Bk subsequent to the measurement in the
computational basis, we say Alice and Bob have obtained secret key. As an example, we
may note that if Alice and Bob share the maximally entangled state φ and measure it
in the computational basis, they will produce a perfectly secret key with respect to an
eavesdropper as φ is a pure state.

A 1-bit private state γ ∈ D (AkAsBkBs) [6] is a state with the property that upon
measurement of the key systems Ak and Bk in the computational basis, Alice and Bob
achieve a shared secret bit. Trivially, this notion generalizes the notion of a maximally
entangled state as remarked upon in the example above. It was shown [6] that γ is an
m-bit private state, if and only if it can be written as

γ = γ0m0m := U (φ0m0m ⊗ σ)U †, U =
∑

i={0,1}m
|ii⟩⟨ii|AkBk ⊗ UAsBs

i (3.1)
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where σ ∈ D (AsBs) and Ui ∈ U (AsBs) for i = {0, 1}m are unitary transformations.
Furthermore, we denote by γxi for x, i ∈ {0, 1}m the state

γxi :=
(
X x
Bk

◦ Z i
Bk

)
(γ0m0m) = Uφxi ⊗ σU †.

We refer to γxi as an x-bit and i-phase flipped private state. For ease of notation, we will
on occasion refer to Alice’s and Bob’s systems by the single letter abbreviations A = AkAs,
B = BkBs.

Let ρ ∈ D (AB) be an arbitrary state. We may consider ρ as a resource in terms of
Alice and Bob trying to achieve various communication tasks, say, distilling maximally
entangled states or distilling private states. When Alice and Bob are spatially separated
and restricted to classical communication, it is not necessarily possible to achieve exact
copies of maximally entangled states, nor is it necessarily possible to achieve perfectly
secret, shared bits. However, in the asymptotic setting, where Alice and Bob share ρ⊗n

for n ∈ N, they may achieve ε-approximate me-bit entangled states or mp-bit private
states at fixed rates. To this end, we formally define

ED (ρ) := lim
ε→0

lim sup
n→∞

sup
m∈N0

{m
n

∣∣∣∃Λ ∈ CA↔B (An : Bn) : Λ
(
ρ⊗n

)
≈ε φ0m0m

}
,

KD (ρ) := lim
ε→0

lim sup
n→∞

sup
m∈N0

{m
n

∣∣∣∃γ0m0m ,Λ ∈ CA↔B (An : Bn) : Λ
(
ρ⊗n

)
≈ε γ0m0m

}
,

and we define the corresponding quantities E→D (ρ), K→D (ρ), where Alice and Bob are
restricted to one-way communication from Alice to Bob, analogously. Trivially, we have

KD (ρ) ≥ ED (ρ) , KD (ρ) ≥ K→D (ρ) , and ED (ρ) ≥ E→D (ρ) .

We will use the terms rate of distillable private key and rate of private state distillation
interchangeably. Furthermore, as a measure of entanglement, we will additionally consider
the relative entropy of entanglement ER given by

ER (ρ) := inf
σ∈Dsep(A:B)

D (ρ∥σ) , ρ ∈ D (A : B) ,

with a regularized relative entropy of entanglement given by E∞R (ρ) := limn→∞
1
nER (ρ⊗n).

It has been shown to be an upper bound on the rate of distillable key [6], that is, ER (ρ) ≥
E∞R (ρ) ≥ KD (ρ).

As we will be particularly concerned with the phenomenon of KD (ρ) being strictly
larger than ED (ρ), we take note of the following example from [6].

Example 42. Let γ ∈ D (AkBkAsBs) be given by

γAkBkAsBs =
1

2
φAkBk
00 ⊗

(
1 +

1

d

)
σAsBs
0 +

1

2
φAkBk
01 ⊗

(
1 − 1

d

)
σAsBs
1 ,

where σ0, σ1 denote the extremal Werner states of local dimension d ∈ N. The orthogo-
nality of the extremal Werner states ensures that γ is a private state, and applying the
log-negativity as an upper bound the distillable entanglement yields

KD (ρ) ≥ K→D (ρ) ≥ 1 ≫ log

(
1 +

1

d

)
≥ ED (ρ) ≥ E→D (ρ) .

This is shown in more detail in [6].
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Inspired by the example above, we shall refer to states γ ∈ D (AkBkAsBs) given by

γ =
∑

α∈{0,1}m
pαφ0mα ⊗ ρα, 0 ≤ pα,

∑
α∈{0,1}m

pα = 1

where ρα ⊥ ρβ for all distinct α, β ∈ {0, 1}m as m-bit Bell private states [1], a description
justified by the observation that γ is a private state, if ρα ⊥ ρβ for all distinct α, β ∈ {0, 1}m
[1].

Taking another step in the direction of generality, we may consider all states with
key systems supported on the maximally correlated subspace. For m ∈ N we note that
{|φ0mα⟩⟨φ0mβ|}α,β∈{0,1}m constitutes a basis of the 2m-levelled maximally correlated sub-

space of AkBk, and so we may define m-bit key-correlated states ρ ∈ D (AkBkAsBs) by

ρ =
∑

α,β∈{0,1}m
|φ0mα⟩⟨φ0mβ| ⊗ σαβ, ραβ ∈ L (AsBs)

and whenever σαβ = 0 for all distinct α, β ∈ {0, 1}m we refer to ρ as a Bell key-correlated
state. Finally, for any key-correlated state, we shall consider the associated Bell key-
correlated state given by

ρqq :=
1

2m

∑
β∈{0,1}m

φ0mβ ⊗ ρ0
mβ, ρ0

mβ = Zβ
Bk

(ρ) .

As we saw in Lemma 2 there exists a reversible quantum channel EBell ∈ CA→B (Ak : Bk)
mapping key-correlated states to Bell key-correlated states, more precisely we have

ρqq = EBell (ρ) .

We finish the introduction of relevant notation and terminology by the following definition,
which generalizes previously introduced notation.

Definition 43. Let ρ ∈ D (AkBkAsBs), suppose dAk
, dBk

= 2m for m ∈ N and write out
ρ as

ρ =
∑

x,y∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φyj | ⊗ ρxiyj︸ ︷︷ ︸
ρxy

, ρxiyj ∈ L (AsBs) .

If we denote by ραβ :=
(
Zα
Ak

⊗Zβ
Bk

)
(ρ), then we may define

ρqq := EBell (ρ) ∈ D (A∗kB
∗
kAkBkAsBs)

where A∗k and B∗k are 2m-dimensional quantum systems. Furthermore, we define

ρcq :=
1

2m

∑
α∈{0,1}m

|α⟩⟨α|X ⊗ ρα0
m

=
1

2m

∑
β∈{0,1}m

|β⟩⟨β|X ⊗ ρ0
mβ ∈ D (XAkBkAsBs) ,

where ρ ∈ D (AkBkAsBs) denotes the jointly dephased state given by

ρ := Z (ρ) :=
1

2m

∑
δ∈{0,1}m

(
Zδ
Ak

⊗Zδ
Bk

)
(ρ) ∈ D (AkBkAsBs) ,

and finally, the key-attacked state ρ̂ is given by

ρ̂ :=
1

22m

∑
α,β∈{0,1}m

ραβ ∈ D (AkBkAsBs) .
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3.1.1 A Lower Bound on the Distillable Key of Key-Correlated States

In the following, we determine the rate of private key distillation from a particularly simple
protocol consisting of local operations and classical communication. The statement and
proof carry reminiscence of a previously shown lower bound on E→D (ρ) [1], and together
these two results provide an indication of how to understand the gap between private key
distillation and entanglement distillation in terms of quantum data hiding.

Before we proceed to the protocol, we first prove the statement below.

Lemma 44. Let ρ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. If ρ is an
m-bit key-correlated state, then

D (ρ∥ρ̂) = H (AkBkAsBs)ρ̂ − H (AkBkAsBs)ρ = I (X : AkBkAsBs)ρcq .

Proof. First, we note that Zα
B∗

k
(ρ̂) = ρ̂ for all α ∈ {0, 1}m, so it follows from unitary

invariance of the relative entropy that

D (ρ∥ρ̂) =
1

2m

∑
α∈{0,1}m

D
(
Zα
Bk

(ρ)
∥∥Zα

Bk
(ρ̂)
)

=
1

2m

∑
α∈{0,1}m

D
(
ρ0

mα
∥∥ρ̂)

=
1

2m

∑
α∈{0,1}m

(
−Tr ρ0

mα log ρ̂− H (AkBkAsBs)ρ0mα

)
= H (AkBkAsBs)ρ̂ − H (AkBkAsBs)ρ ,

where the last equality follows from unitary invariance of the von Neumann entropy and
the observation that 1

2m
∑

α∈{0,1}m ρ
0mα = ρ̂. Now note that ρ̂ = TrX ρcq, and so

H (AkBkAsBs)ρ̂ − H (AkBkAsBs)ρ = H (X)ρcq + H (AkBkAsBs)ρcq − H (XAkBkAsBs)ρcq

= I (X : AkBkAsBs)ρcq ,

which proves the desired statement.

To derive a lower bound on the distillable secret key from a key-correlated state, we will
now consider a particular protocol. Suppose Alice and Bob share a key-correlated state and
Alice proceeds as follows: She measures her key system in the computational basis, simply
keeps her shield system, and subsequently engages in a privacy amplification protocol with
Bob in order to obtain a shared secret key. The statement below uses a result by Devetak
and Winter [34] to compute the rate of key distillation of this protocol, which turns out
to be optimal whenever the key-attacked state ρ̂ is separable.

Proposition 45. Let ρ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. If ρ be
an m-bit key-correlated state, then

K→D (ρ) ≥ D (ρ∥ρ̂) ,

and if ρ̂ is separable, then
KD (ρ) = D (ρ∥ρ̂) .
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Proof. First note that EBell is a reversible protocol consisting of local operations and
classical communication, which implies

K→D (ρ) = K→D (ρqq) , D (ρ∥ρ̂) = D (ρqq∥ρ̂qq) .

Thus we may assume without loss of generality that ρ is an m-bit Bell key-correlated state,
that is

ρ =
∑

α∈{0,1}m
pαφ0mα ⊗ ρα

where (pα)α∈{0,1}m is a probability distribution. Let E be a purifying system of AsBs,

and let |ψα⟩⟨ψα| ∈ D (AsBsE) be a purification of ρα for each α ∈ {0, 1}m. Then

|ψ⟩ =
∑

α∈{0,1}m

√
pα |φ0mα⟩AkBk

⊗ |ψα⟩AsBsE
⊗ |α⟩F ,

is a purification of ρ, where {|α⟩}α∈{0,1}m is an orthonormal basis of F . Now suppose
Alice engages in a key distillation protocol by measuring her system Ak in the compu-
tational basis and simply storing her system As. If we consider the key-attacked state
ψ̂ ∈ D (AkBkAsBsEF ), which is given by

ψ̂ =
1

2m

∑
x∈{0,1}m

|xx⟩⟨xx|AkBk
⊗

∑
α,β∈{0,1}m

(−1)x·(α+β)
√
pαpβ |ψα⟩⟨ψβ|AsBsE

⊗ |α⟩⟨β|F ,

it follows from [34] that

K→D (ρ) ≥ I (Ak : BkBs)ψ̂ − I (Ak : EF )ψ̂ = H (Ak|EF )ψ̂ .

To simplify the calculation we consider a purification |Ψ⟩⟨Ψ| ∈ D (AkBkAsBsEFG) of the
key-attacked state, namely,

|Ψ⟩ =
1√
2m

∑
x,α∈{0,1}m

(−1)α·x
√
pα |xx⟩AkBk ⊗ |ψα⟩AsBsE ⊗ |α⟩F ⊗ |x⟩G ,

where {|x⟩}x∈{0,1}m is an orthonormal basis of G. A straightforward calculation now shows

K→D (ρ) ≥ H (Ak|EF )Ψ = H (BkAsBsG)Ψ − H (AkBkAsBsG)Ψ
= H (BkAsBs)Ψ − H (AkBkAsBsG)Ψ . (3.2)

First, we note

ΨBkAsBs = ωBk ⊗
∑

α∈{0,1}m
pαρ

AsBs
α = ρBkAsBs ,

which implies H (BkAsBs)Ψ = H (BkAsBs)ρ = H (AkBkAsBs)ρ̂. Next, denote by |Ψ′⟩⟨Ψ′| ∈
D (AkBkAsBsEF ) the pure state

|Ψ′⟩ =
1√
2m

∑
x,α∈{0,1}m

(−1)α·x
√
pα |xx⟩AkBk ⊗ |ψα⟩AsBsE ⊗ |α⟩F ,
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and note H (AkBkAsBsG)Ψ = H (AkBkAsBs)Ψ′ . Since we have

Ψ′AkBkAsBs =
1

2m

∑
x,y,α∈{0,1}m

pα (−1)α·(x+y) |xx⟩⟨yy|AkBk ⊗ ρAsBs
α

=
∑

α∈{0,1}m
pαφ

AkBk
0mα ⊗ ρAsBs

α

it follows that H (AkBkAsBs)Ψ′ = H (AkBkAsBs)ρ. Combining these observations with
(3.2), we obtain

K→D (ρ) ≥ H (Ak|EF )Ψ ≥ H (AkBkAsBs)ρ̂ − H (AkBkAsBs)ρ ,

and so the desired inequality follows from an application of Lemma 44.
To prove equality whenever ρ̂ ∈ Dsep (AkBkAsBs), we note that

K→D (ρ) ≤ KD (ρ) ≤ E∞R (ρ) ≤ D (ρ∥ρ̂) ,

which proves the desired statement.

We note the striking resemblance between the statement of Proposition 45 and a previously
shown lower bound on the distillable entanglement [1], namely,

E→D (ρ) ≥ D∞AkAs
(ρ∥ρ̂) := lim

n→∞
sup

Λ∈Mall(AkAs)

1

n
D (Λ (ρ)∥Λ (ρ̂)) . (3.3)

for all key-correlated states ρ ∈ D (AkBkAsBs) with equality whenever ρ̂ is separable.
With this in mind, we have the first observation connecting the difference between distill-
able secret key and distillable entanglement of a state to the notion of hiding with respect
to a locally restricted eavesdropper as discussed in Section 2.3.

Proposition 46. Let ρ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. If ρ is
an m-bit key-correlated state and ρ̂ ∈ Dsep (AkAs : BkBs), then

K→D (ρ) − E→D (ρ) ≥ HD,M(AkAs) (ρcq) . (3.4)

Remark. Contingent on the statement of Conjecture 10 being true, we have equality in
the statement above.

Proof. By Proposition 45 and (3.3) we have

K→D (AkAs : BkBs)ρ − E→D (AkAs : BkBs)ρ = D (ρ∥ρ̂) −D∞AkAs
(ρ∥ρ̂) ,

and by Lemma 44 we thus have

K→D (AkAs : BkBs)ρ − E→D (AkAs : BkBs)ρ

= I (X : AkBkAsBs)ρcq − I∞AkAs
(X : AkBkAsBs)ρcq

= H∞AkAs
(X|AkBkAsBs)ρcq − H (X|AkBkAsBs)ρcq .

Finally, the upper bound from Theorem 21 yields the desired equality.
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We will now explore the gap between distillable secret key and distillable entanglement
in terms of hiding classical data in the state of a quantum system. As the example below
illustrates, the inequality (3.4) does not generalize to arbitrary states.

Example 47. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Suppose
µ ∈ D (AkBkAsBs) is given by

µ =
1

4
(φ00 + φ10) ⊗ σ0 +

1

4
(φ01 + φ11) ⊗

1

2
(σ0 + σ1) ,

where σ0, σ1 ∈ D (AsBs) denote the extremal Werner states of local dimension d ∈ N. By
calculations completely analogous to Example 37, we can show

HD,M(AkAs) (µ) ≥ 1 − log

(
1 +

1

d

)
+

3

4
log

3

4
> 0, d ≥ 5

while K→D (µ) = E→D (µ) = 0 since µ ∈ Dsep (AkAsBkBs).

If we assume the statement of Conjecture 10, the result in Proposition 46 allows us to
translate bounds concerning distinguishability problems to bounds on distillation proto-
cols, and vice versa. For one, we could show that the lower bound on the rate of secure
state distillation with respect to a PPT-restricted eavesdropper calculated in Corollary 30
is suboptimal.

Example 48. Let γ ∈ D (AkBkAsBs) be given by

γ =
1

2
φ00 ⊗ σ0 +

1

2
φ01 ⊗ σ1,

where σ0, σ1 denote the extremal Werner states of local dimension d ∈ N. Also, let
σ ∈ D (XAsBs) be given by

σ =
1

2
|0⟩⟨0| ⊗ σ0 +

1

2
|1⟩⟨1| ⊗ σ1.

As the maximally entangled states φ00, φ01 are perfectly distinguishable by local measure-
ments and one-way classical communication, it follows that

HD,M(AkAs) (σ) ≥ HD,M(AkAs) (γcq)
!

= 1 − E→D (γ) ,

where the equality (!) follows from Proposition 46 contingent on the statement in Con-
jecture 10 being true. As the log-negativity EN (γ) is an upper bound on the distillable
entanglement ED (γ) [35], it follows that

HD,M(AkAs) (σ)
!
≥ 1 − EN (γ) = 1 − log

(
1 +

2

d

)
.

With simple techniques (although contingent on Conjecture 10 being true) we have achieved
a lower bound on the hiding rate of σ, which is stronger than the statement in Corollary
30, which required substantial effort!
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3.1.2 A Lower Bound on the Quantum Key Repeater Rate

In this section, we apply some of our findings in the context of long-distance quantum
communication, where two parties, Alice and Bob, are unable to obtain a shared entangled
state due to noise as discussed in [31]. Evidently, this prevents them from obtaining
private states, and so an additional party, Charlie, is added to the setting to mediate the
entanglement. We refer to this setup as a quantum key repeater, where Charlie is asked to
assist Alice and Bob in obtaining a private state using only local operations and classical
communication. More precisely, we consider the situation where Alice and Charlie share
a state ρAC , and Bob and Charlie share a state ρ′BC

′
. Charlie may apply an operation

jointly to his systems CC ′ and communicate, say, the result of a measurement to Alice
and Bob. Alice and Bob are then subsequently allowed to engage in a one-way LOCC
protocol in order to obtain a private state. The setup is depicted below.

A B

C

ρ ρ′

The optimal rate at which Charlie can assist Alice and Bob in achieving a private state
from ρ, ρ′ is called the one-way quantum key repeater rate, and we denote it by

RA←CC
′→B

D

(
A : CC ′ : B

)
ρ⊗ρ′ .

We focus our attention on key-correlated states, so we may apply our findings in Propo-
sition 45 in this context.

Proposition 49. Let ρ ∈ D (AkCkAsCs), ρ
′ ∈ D (BkC

′
kBsC

′
s) be m-bit key-correlated

states. Then

RA←CC
′→B

D

(
A : CC ′ : B

)
ρ⊗ρ′ ≥ D∞CC′

(
ρ⊗ ρ′

∥∥ρ̂⊗ ρ̂′
)
,

where

ρ⊗ ρ′ :=
1

2m

∑
β∈{0,1}m

ρβ ⊗ ρ′β, ρβ = Zβ
Ck

(ρ) , ρβ = Zβ
C′

k

(
ρ′
)
.

Proof. First apply the reversible LOCC one-way protocol EBell from Corollary 2 [1] to
obtain Bell key-correlated states, that is

ρ 7→ ρqq =
1

2m

∑
α∈{0,1}m

φ0mα
A∗

kC
∗
k
⊗ ρα,

ρ′ 7→ ρ′qq =
1

2m

∑
β∈{0,1}m

φ0mβ
B∗

kC
′∗
k
⊗ ρ′

β
.
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If Bob and Charlie engage in a teleportation protocol using the entanglement in system
B∗kC

′∗
k to pass the state of system C∗k to Bob’s system B∗k, the resulting state is given by

ξ =
1

2m

∑
δ∈{0,1}m

φ0mδ
A∗

kB
∗
k
⊗ 1

2m

∑
α+β=δ

ρα ⊗ ρ′β.

Upon measuring Charlie’s systems CC ′ and communicating the measurement outcome to
Alice and Bob, this becomes a Bell key-correlated state shared between Alice and Bob.
Proposition 45 yields a lower bound on the distillable key of a key-correlated state, which
in turn implies

RA←CC
′→B

D

(
A : CC ′ : B

)
ρ⊗ρ′ ≥

1

n
DCnC′n

(
ξ⊗n

∥∥∥ξ̂⊗n)
for all n ∈ N. Finally, a straightforward calculation shows that

DCnC′n

(
ξ⊗n

∥∥∥ξ̂⊗n) = DCnC′n

(
ρ⊗ ρ′

⊗n
∥∥∥ρ̂⊗n ⊗ ρ̂′⊗n

)
,

which proves the desired inequality.

The statement of Proposition 49 indicates that the local distinguishability of states shared
by Alice and Bob considered as one party, and Charlie considered as the other party, plays
a role in determining the quantum key repeater rate. It has been shown [31] that even non-
distillable entanglement shared between Bob and Charlie can assist Alice, Bob, and Charlie
in achieving key repeater rates beyond the rates achievable by the standard quantum
repeater protocol based on entanglement swapping. The lower bound in Proposition 49
can be used to show this same lower bound on the quantum key repeater rate in this
example and in similar scenarios. The example in [31] was guided by the non-additivity of
private capacity [36]. To accommodate this setting we will now consider a slightly different
scenario, where Charlie no longer shares entanglement with Alice and Bob, but instead,
he has a noisy channel to each of Alice and Bob. In this way, he can supply Alice and
Bob with an entangled state, and from there Alice and Bob are allowed to engage in an
LOCC protocol. The setup is depicted below.

A B

C

M N

cl. comm.

We will now consider an example of a pair of channels from Charlie to Alice and Bob,
where an optimal strategy for achieving private key shared between Alice and Charlie
followed by Charlie passing his systems to Bob through a noisy channel is not optimal for
establishing private key shared between Alice and Bob. This indicates that other resources
than private states may be more useful in the quantum key repeater setup.
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Example 50. Let Ak, As, C and E be quantum systems of dimensions dAk
= 2, dAs = 2

dC = 3 and dE = 2, and denote by U ∈ L (C,AkAsE) the isometric operator given by

U |0⟩C =
1√
2

(
|000⟩AkAsE

+ |011⟩AkAsE

)
,

U |1⟩C = |100⟩AkAsE

U |2⟩C = |101⟩AkAsE
.

If we trace out the purifying system E, this is the platypus channel [37] from Charlie
to Alice. Furthermore, let Ck and Cs be quantum systems of dimensions dCk

= 2 and
dCs = 2, and consider the state

|ψ⟩ =
1√
2
|000⟩CCkCs

+ p |110⟩CCkCs
+ q |211⟩CCkCs

,

where p2 + q2 = 1
2 . If Charlie first applies the isometry V to his system C, we obtain the

state

|Ψ⟩ = V |ψ⟩ =
1√
2
|0⟩Ak

|φ⟩AsE
|00⟩CkCs

+ p |10010⟩AkAsECkCs
+ q |10111⟩AkAsECkCs

,

where we recall |φ⟩ = 1√
2

(|00⟩ + |11⟩). The state ΨAkAsCkCs = TrE |Ψ⟩⟨Ψ| is a key-

correlated state shared by Alice and Charlie, and we may note that

Ψ̂AkAsCkCs =
1

4
|00⟩⟨00|AkAs

⊗ |00⟩⟨00|CkCs
+

1

4
|01⟩⟨01|AkAs

⊗ |00⟩⟨00|CkCs

+ p2 |10⟩⟨10|AkAs
⊗ |10⟩⟨10|CkCs

+ q2 |10⟩⟨10|AkAs
⊗ |11⟩⟨11|CkCs

,

which shows Ψ̂ ∈ Dsep (AkAs : CkCs). Due to Proposition 45 we have

KD (AkAs : CkCs)Ψ = D(Ψ∥Ψ̂) = 1 + η

(
1

2
− q2

)
+ η

(
q2
)
− η

(
3

4
− q2

)
− η

(
1

4
+ q2

)
,

where we recall η (x) = −x log x. Evidently, the optimal choice of parameter is q2 = 1
4 ,

which yields a key rate at K→D (AkAs : CkCs)Ψ = 1.
Let Bk, Bs and F be quantum systems of dimension dBk

= 2, dBs = 2 and dF = 2.
For λ ∈ [0, 1] denote by Vλ ∈ L (Cs, BsF ) the isometric operator given by

Vλ |0⟩ = |00⟩ , Vλ |1⟩ =
√

1 − λ |10⟩ +
√
λ |01⟩ .

If we trace out the purifying system F , this is the amplitude damping channel from Charlie
to Bob. If Charlie sends his key system through an identity channel and the shield system
through an amplitude damping channel, it corresponds to applying the isometry 1 ⊗ Vλ
to his system CkCs, and we obtain the state

|Ψλ⟩ =
1√
2
|00⟩AkBk

|φ1⟩AsE
|00⟩BsF

+ p |11⟩AkBk
|0000⟩AsEBsF

+ q |11⟩AkBk
|01⟩AsE

(√
1 − λ |10⟩ +

√
λ |01⟩

)
BsF

.
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Again, ΨAkAsBkBs

λ = TrEF |Ψλ⟩⟨Ψλ| is a separable key-correlated state shared by Alice
and Bob, and so it follows from Proposition 45 that

K→D (AkAs : CkCs)Ψλ
= D(Ψλ∥Ψ̂λ).

Through a lengthy yet straightforward computation, we find an analytic expression for
D(Ψλ∥Ψ̂λ), which is shown in Appendix C along with a plot of the rate of distillable key

as a function of q ∈
[
0, 1√

2

]
for λ = 1/2. We saw that the optimal choice of q in order to

achieve a private state between Alice and Charlie is q = 1
2 , but surprisingly the optimal

choice of q in order to achieve key between Alice and Bob is ≈ 0.3 when λ = 1
2 . This

indicates that in the setup with channels from Charlie to Alice and Bob individually, it
is not optimal for Charlie to obtain a private state with Alice, and afterward pass his
systems through a channel to Bob.

3.2 Encoding Data in Phase Orthogonal States

Consider a bipartite quantum system AkAsBkBs, and suppose the state of the quantum
system is a private state γ ∈ D (AkBkAsBs). In the following, we will take inspiration
from the observation that

γ ⊥
(
Zα
Ak

⊗Zβ
Bk

)
(γ) , (3.5)

for all distinct α, β ∈ {0, 1}m, which we elaborate on in Example 52 below. Alice and Bob
can use this observation to encode classical data α ∈ {0, 1}m into the state of a quantum
system by applying phase gates, and due to (3.5) the data is retrievable given global access
to the system. We begin by introducing the appropriate generalization of encoding data
into the state of a quantum system by applying certain phase gates. With this in place,
we proceed to consider the connections between phase orthogonality and so-called local
privacy.

Definition 51. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Denote
by

µαβ :=
(
Zα
Ak

⊗Zβ
Bk

)
(µ) , α, β ∈ {0, 1}m .

We say that µ is an m-bit joint AkBk-phase orthogonal state, if µαβ ⊥ µ for all distinct
α, β ∈ {0, 1}m.

An exceedingly simple example of a 1-bit joint AkBk-phase orthogonal state is given by

µ = |++⟩⟨++| ∈ D (AkBk) ,

however, as we shall be particularly interested in the role of phase orthogonality in relation
to privacy, we take particular note of the example below.

Example 52. Let γ ∈ D (AkBkAsBs) be an m-bit private state. We may write out any
private state [6] as

γ = U (φ⊗ σ)U †

for some U ∈ U (AkBkAsBs) given by U =
∑

i∈{0,1}m |ii⟩⟨ii| ⊗ Ui, where Ui ∈ U (AsBs),
and some state σ ∈ D (AsBs). With this characterization in mind, we note that

γαβ = U(φαβ ⊗ σ)U † = U
(
φ0m(α+β) ⊗ σ

)
U † = γ0m(α+β),
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It follows that γ ⊥ γαβ, if and only if φ ⊥ φαβ, and this holds exactly when α, β ∈ {0, 1}m
are distinct.

With the appropriate definition of phase orthogonality in place, we proceed to show our
first main result of this section concerning the trade-offs between phase orthogonality,
correlation, and entanglement.

3.2.1 Phase Orthogonality, Correlation and Entanglement

In the following, we consider the interplay between phase orthogonality, correlation, and
entanglement. We have already seen examples of a separable 1-bit joint AkBk-phase
orthogonal states, namely,

µ = |++⟩⟨++| ∈ D (AkBk)

and the state µ ∈ D (AkBkAsBs) from Example 47. However, we may note that in both
cases the state of the joint system AkBk of the key-attacked state is maximally mixed, that
is, Alice and Bob have no correlation between their measurement outcomes. In Theorem
54 below we show how the combination of phase orthogonality and correlation gives rise
to entanglement.

Lemma 53. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Let µ be
given by

µ =
∑

x,y∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φyj | ⊗ µxiyj︸ ︷︷ ︸
µxy

.

Then µ is joint AkBk-phase orthogonal, if and only if µxx is joint AkBk-phase orthogonal
for all x ∈ {0, 1}m.

Proof. Suppose µ ⊥ µαβ for all distinct α, β ∈ {0, 1}m and consider

µ = Z (µ) =
∑

x∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φxj | ⊗ µxixj︸ ︷︷ ︸
µxx

.

For a pair of distinct α, β ∈ {0, 1}m we have µδ(α+δ) ⊥ µδ
′(β+δ′) for all δ, δ′ ∈ {0, 1}m,

which in turn implies

µ0
mα =

1

2m

∑
δ∈{0,1}m

µδ(α+δ) ⊥ 1

2m

∑
δ′∈{0,1}m

µδ
′(β+δ′) = µ0

mβ,

and so each individual term µ0
mα
xx = µ

δ(α+δ)
xx of the jointly dephased state µ0

mα must be

orthogonal to each term µ0
mβ
x′x′ = µ

δ′(β+δ′)
x′x′ of µ0

mβ for all distinct α, β ∈ {0, 1}m.

Conversely, suppose µ0
mα
xx ⊥ µ0

mβ
xx for all x ∈ {0, 1}m and distinct α, β ∈ {0, 1}m. It

follows from the definition of µxx that µ0
mα
xx ⊥ µ0

mβ
x′x′ for all distinct x, x′ ∈ {0, 1}m, and so

we may infer

µ0
mα =

∑
x∈{0,1}m

µ0
mα
xx ⊥

∑
x′∈{0,1}m

µ0
mβ
x′x′ = µ0

mβ
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for all distinct α, β ∈ {0, 1}m. Now, suppose α′, β′ ∈ {0, 1}m are distinct, and note that
the operator µα

′β′
is among the terms in the summation

µ0
m(α′+β′) =

1

2m

∑
δ∈{0,1}m

µδ(α
′+β′+δ),

namely, for δ = α′, and similarly µ = µ0
m0m is among the terms in the summation

expression of µ0
m0m . As µ0

m0m ⊥ µ0
m(α′+β′) it follows that we also have µ ⊥ µα

′β′
as

desired.

Theorem 54. Let µ′ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Write out
µ as

µ′ =
∑

x,y∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φyj | ⊗ µ′xiyj︸ ︷︷ ︸
µxy

,

Let ε ≥ 0 and suppose µ′ ≈ε µ for some m-bit joint AkBk-phase orthogonal state µ. Then

ER
(
µ′
)
≥ −H

(
{px}x∈{0,1}m

)
+
(
1 −

√
ε
)( (

1 − 4
√
ε
)
m− h

(√
ε
))

,

where px = Trµ′xx for x ∈ {0, 1}m.

Proof. Let ε ≥ 0 and suppose µ′ ∈ D (AkBkAsBs) is an ε-approximate m-bit joint AkBk-
phase orthogonal state, that is, µ′ ≈ε µ for some m-bit joint AkBk-phase orthogonal state
µ ∈ D (AkBkAsBs) given by

µ =
∑

x,i,y,j∈{0,1}m
|φxi⟩⟨φyj | ⊗ µxiyj , µ =

∑
x∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φxj | ⊗ µxixj︸ ︷︷ ︸
µxx

.

The joint dephasing channel Z (·) = 1
2m
∑

α∈{0,1}m Zα
Ak

⊗ Zα
Bk

(·) preserves the set of

separable states, and so it follows that ER (µ′) ≥ ER (µ′). Let σ ∈ Dsep (AkAs : BkBs)
and note that EBell ∈ CA→B (Ak : Bk) is reversible, which implies

D
(
µ′
∥∥σ) = D

(
µ′qq
∥∥EBell (σ)

)
.

Now recall that µqq and µ′qq are given by

µqq =
∑

x∈{0,1}m
pxγx,x0m , pxγx,x0m =

1

2m

∑
α∈{0,1}m

φxα ⊗ µ0
mα
xx

µ′qq =
∑

x∈{0,1}m
pxγ

′
x,x0m , pxγ

′
x,x0m =

1

2m

∑
α∈{0,1}m

φxα ⊗ µ′0
mα

xx

where px = Trµ′xx for x ∈ {0, 1}m. Note that by Lemma 53 we have µ0
mα
xx ⊥ µ0

mβ
xx for

all distinct α, β ∈ {0, 1}m, which in turn implies γx,x0m is a private state. Averaging over
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x ∈ {0, 1}m, the states γ′x,x0m approximates the private states γx,x0m , and more precisely
we have

ε ≥ 1

2

∥∥µ′ − µ
∥∥
1
≥ 1

2

∥∥µ′qq − µqq
∥∥
1

=
∑

x∈{0,1}m
px

1

2

∥∥γ′x,x0m − γx,x0m
∥∥
1
,

where the second inequality is due to the monotonicity of trace distance and the equality
follows as φxα ⊥ φx′β for all distinct x, x′ ∈ {0, 1}m and all α, β ∈ {0, 1}m. Let Σε ⊆
{0, 1}m denote the set of x ∈ {0, 1}m, where 1

2

∥∥γ′x,x0m − γx,x0m
∥∥
1
≤

√
ε. Then

D
(
µ′
∥∥σ) ≥ D

 ∑
x∈{0,1}m

pxγ
′
x,x0m

∥∥∥∥∥∥EBell (σ)


= −H

(
{px}x∈{0,1}m

)
+

∑
x∈{0,1}m

pxD
(
γ′x,x0m

∥∥EBell (σ)
)

≥ −H
(
{px}x∈{0,1}m

)
+
∑
x∈Σε

pxD
(
γ′x,x0m

∥∥EBell (σ)
)

Now, recall EBell ∈ CA→B (Ak : Bk) and so preserves separable states. Furthermore, we
note that Theorem 9 in [6] provides a lower bound on the relative entropy of entanglement
of approximate private states, which allows us to infer that

D
(
µ′
∥∥σ) ≥ −H

(
{px}x∈{0,1}m

)
+
∑
x∈Σε

px
((

1 − 4
√
ε
)
m− h

(√
ε
))

≥ −H
(
{px}x∈{0,1}m

)
+
(
1 −

√
ε
) ((

1 − 4
√
ε
)
m− h

(√
ε
))
,

where we in the second inequality have used that∑
x∈{0,1}m\Σε

px
√
ε ≤

∑
x∈{0,1}m\Σε

px
1

2

∥∥γ′x,x0m − γx,x0m
∥∥
1
≤ ε

to infer that
∑

x∈Σε
px ≥ 1 −

√
ε. This proves the desired statement

The statement of Theorem 54 has connections back to our lower bound on the rate of
distillable private key in Proposition 45. Here, we saw that an m-bit key-correlated state
ρ ∈ D (AkBkAsBs), which is additionally joint AkBk-phase orthogonal, is an m-bit private
state. In fact, for an arbitrary state ρ ∈ D (AkBkAsBs) given by

ρ =
∑

x,y∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φyj | ⊗ µxiyj︸ ︷︷ ︸
µxy

, µxiyj ∈ L (AsBs) ,

the statement of Proposition 45 generalizes through an identical argument to

K→D (ρ) ≥ D (ρ∥ρ̂) − H ({px}) , (3.6)

where px = Trµxx for x ∈ {0, 1}m, highlighting the fact that we can distill private
key, whenever we have phase orthogonality and correlation. Furthermore, we may note
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that if we consider an m-bit key-correlated state µ ∈ D (AkBkAsBs), then the state(
H⊗mAk

⊗H⊗mBk

)
(µ) is joint AkBk-phase orthogonal. Finally, it is an easy consequence of

Theorem 54 that when considering separable states, then phase orthogonality and corre-
lation are mutually exclusive properties, as we shall see now.

Corollary 55. Let µ ∈ Dsep (AkAs : BkBs) and suppose dAk
, dBk

= 2m for m ∈ N. We
have the following statements

• If µ is an m-bit joint AkBk-phase orthogonal state, then µ̂
A∗

kB
∗
k

qq = ωA
∗
kB

∗
k .

• If µ is an m-bit key-correlated state, then µαβ = µ for all α, β ∈ {0, 1}m.

Proof. Suppose µ is an m-bit joint AkBk-phase orthogonal state given by

µ =
∑

x,y∈{0,1}m

∑
i,j∈{0,1}m

|φxi⟩⟨φyj | ⊗ µxiyj︸ ︷︷ ︸
µxy

.

Applying Theorem 54 we note that µqq is given by

µqq =
∑

x∈{0,1}m
pxγx,x0m

for some probability distribution (px)x∈{0,1}m , where γx,x0m are x-bit flipped private states.
Since µ is separable, it follows from Theorem 54 that

0 = ER (µ) ≥ m− H
(
{px}x∈{0,1}m

)
≥ 0,

which in turn implies px = 1
2m for all x ∈ {0, 1}m. Finally, this implies that

µ̂
A∗

kB
∗
k

qq =
∑

x∈{0,1}m
pxγ̂

A∗
kB

∗
k

x,x0m =
1

2m

∑
x∈{0,1}m

φ̂
A∗

kB
∗
k

x0m = ωA
∗
kB

∗
k ,

which proves the first statement.
Suppose µ is an m-bit key-correlated state. It follows from Proposition 45 that

0 = ER (µ) ≥ K→D (µ) ≥ m− H (X|AkBkAsBs)µcq ≥ 0,

and so we must have µ0
mα = µ0

mβ for all α, β ∈ {0, 1}m. Applying the channel Zα
Ak

yields

µαβ = Zα
Ak

(
µ0

mβ
)

= Zα
Ak

(
µ0

mα
)

= µαα = µ,

which proves the desired statement.

3.2.2 Locally Private States

We began our discussion of phase orthogonality as we saw that private states exhibit this
very behaviour, however, as we saw in Example 47 there are joint phase orthogonal states
with no distillable secret key, namely, separable states. In this section we take a step back
and introduce a more general set of states, namely, locally private states, and as we shall
see the promise of local privacy is equivalent to joint phase orthogonality.
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Definition 56. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Let
|Ψ⟩⟨Ψ| ∈ D (AkAsBkBsE) be a purification of µ. We say µ is a locally private state, if

Ψ̂AkBkE =
∑

x∈{0,1}m
pxφ̂

AkBk
x ⊗ ΨE

x ,

where (px)x∈{0,1}m is a probability distribution.

Let ε ≥ 0. More generally, we say that µ′ is an ε-approximate locally private state, if
µ′ ≈ε µ for some locally private state µ ∈ D (AkBkAsBs).

To motivate the choice of terminology, we show that a locally private state at most allows
Eve to infer the correlation between Alice’s and Bob’s measurement outcomes, while she
remains oblivious to their individual measurement outcomes.

Proposition 57. Let µ′ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N.
Suppose µ′ is an ε-approximate locally private state. For any purification |Ψ′⟩⟨Ψ′| ∈
D (AkBkAsBsE) of µ′, we have

1

2

∥∥∥∥∥∥Ψ̂′AkBkE −
∑

x∈{0,1}m
pxφ̂x ⊗ ΨE

x

∥∥∥∥∥∥
1

<
√
ε

for some probability distribution (px)x∈{0,1}m and {Ψx}x∈{0,1}m ⊆ D (E). In particular,
we have

∆ (Ak|E)Ψ̂′ < 2
√
ε, ∆ (Bk|E)Ψ̂′ < 2

√
ε.

Proof. Let ε > 0 and suppose µ′ is an ε-approximate locally private state, that is, µ′ ≈ε µ
for some locally private state µ ∈ D (AkBkAsBs). Let |Ψ′⟩ be a purification of µ′, and
note that due to Uhlmann’s Theorem [38] we may choose a purification |Ψ⟩ of µ, such that

F
(
µ′, µ

)
= |⟨Ψ′ |Ψ⟩|2.

It follows from two applications of the Fuchs-van de Graaf inequality [12] and the mono-
tonicity of the fidelity function that

1

2

∥∥∥Ψ̂′ − Ψ̂
∥∥∥
1
≤
√

1 − F
(

Ψ̂′, Ψ̂
)
≤
√

1 − F (Ψ′,Ψ) <
√
ε,

which proves the desired inequality.
Finally, we have

∆ (Ak|E)Ψ̂ =
1

2

∥∥∥Ψ̂′AkE − ωAk ⊗ Ψ′E
∥∥∥
1

≤ 1

2

∥∥∥Ψ̂′AkE − ωAk ⊗ ΨE
∥∥∥
1

+
1

2

∥∥ωAk ⊗ ΨE − ωAk ⊗ Ψ′E
∥∥
1

≤ 1

2

∥∥∥∥∥∥Ψ̂′AkBkE −
∑

x∈{0,1}m
pxφ̂

AkBk
x ⊗ ΨE

x

∥∥∥∥∥∥
1

+
1

2

∥∥ωAk ⊗ ΨE − ωAk ⊗ Ψ′E
∥∥
1

≤ 2
√
ε,

and an analogous proof shows the last inequality.
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We now give a characterization of locally private states along the lines of (3.1). The
characterization (3.1) was shown in [6], and the proof of the statement below runs along
the very same lines.

Proposition 58. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Then µ
is a locally private state, if and only if

µ = U

 ∑
z,z′∈{0,1}m

√
pzpz′ |φz0m⟩⟨φz′0m |AkBk ⊗ σAsBs

zz′

U †,

for some unitary U =
∑

x,z∈{0,1}m |x (x+ z)⟩⟨x (x+ z)| ⊗ Uxz with Uxz ∈ U (AsBs), and
some operators σzz′ ∈ L (AsBs).

Proof. Suppose µ is a locally private state, and let |Ψ⟩ be a purification of µ with purifying
system E. We may write out |Ψ⟩ as

|Ψ⟩AkBkAsBsE
=

∑
x,y∈{0,1}m

qxy |xy⟩AkBk
⊗ |Ψxy⟩AsBsE

,

where qxy ≥ 0 for all x, y ∈ {0, 1}m, and so the key-attacked state is given by

Ψ̂AkBkAsBsE =
∑

x,y∈{0,1}m
q2xy |xy⟩⟨xy|AkBk

⊗ |Ψxy⟩⟨Ψxy|AsBsE

=
∑

x,z∈{0,1}m
q2x(x+z) |x (x+ z)⟩⟨x (x+ z)|AkBk

⊗
∣∣Ψx(x+z)

〉〈
Ψx(x+z)

∣∣
AsBsE

By assumption of local privacy, it follows that the key-attacked state satisfies

Ψ̂AkBkE =
1

2m

∑
x,z∈{0,1}m

pz |x (x+ z)⟩⟨x (x+ z)| ⊗ ΨE
z ,

which in turn implies that for all x, z ∈ {0, 1}m we have

q2x(x+z)Ψ
E
x(x+z) = q2x(x+z) TrAsBs

∣∣Ψx(x+z)

〉〈
Ψx(x+z)

∣∣AsBsE =
1

2m
pzΨ

E
z .

Evidently, we must have q2x(x+z) = 1
2m pz, and furthermore we may infer the existence of

unitaries Uxz ∈ U (AsBs) such that

|Ψx(x+z)⟩ =
∑
i

√
λz,iUxz |ψz,i⟩AsBs ⊗ |ξz,i⟩E ,

where {|ψz,i⟩}i, {|ξz,i⟩}i are sets of orthonormal vectors. If we denote by σzz′ ∈ L (AsBs)
the operator

σzz′ =
∑
i,i′

√
λz,iλz′,i′

∣∣〈ξz,i ∣∣ξz′,i′〉∣∣2 ∣∣ψz,i〉〈ψz′,i′∣∣ ,
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then we obtain

µ = TrE |Ψ⟩⟨Ψ| =
∑

x,z,x′,z′∈{0,1}m

1

2m
√
pzpz′

∣∣x (x+ z)
〉〈
x′
(
x′ + z′

)∣∣⊗ Uxzσzz′U
†
x′z′

= U

 ∑
z,z′∈{0,1}m

√
pzpz′ |φz0m⟩⟨φz′0m | ⊗ σzz′

U †,

where U =
∑

x,z∈{0,1}m |x (x+ z)⟩⟨x (x+ z)|⊗Uxz. This proves the desired statement.

Having established a canonical form of locally private states, we proceed to one of our
main results of this chapter, namely, a tight connection between local privacy and joint
phase orthogonality. Before doing so we prove two results, which will serve as building
blocks toward our final result. First, we generalize the observation that for a private state
we have γ = γ to the more general setting of locally private states.

Lemma 59. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Then µ is a
locally private state, if and only if µ is a locally private state.

Proof. Suppose µ is a locally private state, and note that by Proposition 58 we have

µ = U

 ∑
z,z′∈{0,1}m

√
pzpz′ |φz0m⟩⟨φz′0m |AkBk ⊗ σAsBs

zz′

U †,

for some unitary U =
∑

x,z∈{0,1}m |x (x+ z)⟩⟨x (x+ z)| ⊗ Uxz with Uxz ∈ U (AsBs), and
some operators σzz′ ∈ L (AsBs). But then

µ = U

 ∑
z∈{0,1}m

py |φz0m⟩⟨φz0m |AkBk ⊗ σAsBs
zz

U †,

and again due to Proposition 58 we may infer that µ is a locally private state.
For the converse implication, let µ ∈ D (AkBkAsBs) be given by

µ =
∑

x,i,y,j∈{0,1}m
|φxi⟩⟨φyj | ⊗ µxiyj , µxiyj ∈ L (AsBs) .

Let ωF = 1
2m
∑

α∈{0,1}m |α⟩⟨α|, where {|α⟩}α∈{0,1}m is an orthonormal basis of system F .
If we denote by U ∈ U (AkBkF ) the unitary given by

U =
∑

α∈{0,1}m
ZαAk

⊗ ZαBk
⊗ |α⟩⟨α|F ,

then we have µ = TrF µU , where µU = Uµ ⊗ ωU †. Now suppose µ is an m-bit locally
private state, and note that any purification |ΨU ⟩⟨ΨU | ∈ D (AkBkAsBsEF ) of µU is also a
purification of µ. This implies that µU is also a locally private state. For any purification
|Ψ⟩⟨Ψ| ∈ D (AkBkAsBsE) of µ, we may note that

|Ψ′⟩ = |Ψ⟩ ⊗ 1√
2m

∑
α∈{0,1}m

|αα⟩FG
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is a purification of µ⊗ ωF , and so U |Ψ′⟩ is a purification of µU . Finally, it follows that

Ψ̂AkBkE = TrAsBs Ψ̂ = TrAsBsFG Ψ̂′ = TrAsBsFG

(
UΨ̂′U †

)
=

∑
x∈{0,1}m

pxφ̂
AkBk
x ⊗ ΨE

x ,

where the last equality follows as µU is a locally private state.

The next result is a natural generalization of the observation that a Bell key-correlated
state is in fact a private state whenever the states of the shield system are orthogonal [1].

Lemma 60. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Suppose µ is
given by

µ =
1

2m

∑
x,α∈{0,1}m

px |φxα⟩⟨φxα| ⊗ µxαxα, µxαxα ∈ D (AsBs)

where µxαxα ⊥ µyβyβ for all x, y ∈ {0, 1}m and distinct α, β ∈ {0, 1}m. Then µ is a locally
private state.

Proof. Let µxαxα =
∑

i λxα,i |ψxα,i⟩⟨ψxα,i| be a spectral decomposition for x, α ∈ {0, 1}m,
and consider the purification |Ψxα⟩⟨Ψxα| ∈ D (AsBsE) of µxαxα given by

|Ψxα⟩ =
∑
i

√
λxα,i |ψxα,i⟩ ⊗ |ixα⟩ ,

where {|ixα⟩}x,α,i is an orthonormal basis of E. Now consider the purification |Ψ⟩⟨Ψ| ∈
D (AkBkAsBsE) of µ given by

|Ψ⟩ =
1√
2m

∑
x,α∈{0,1}m

√
px |φxα⟩ ⊗ |Ψxα⟩ .

It follows from the orthogonality assumption, namely, µxαxα ⊥ µx′α′x′α′ for all x, x′ ∈
{0, 1}m and distinct α, α′ ∈ {0, 1}m, that the key-attacked state is given by

Ψ̂AkBkE =
1

2m

∑
x,α∈{0,1}m

pxφ̂
AkBk
x ⊗ ΨE

xα =
∑

x∈{0,1}m
pxφ̂

AkBk
x ⊗ 1

2m

∑
α∈{0,1}m

ΨE
xα,

which shows µ is a locally private state.

We are now ready to prove the main result of this section, namely, a generalization of
the following observation: If ρ is an m-bit key-correlated state, and ρ ⊥ Zβ

Bk
(ρ) for all

β ∈ {0, 1}m, then ρqq is an m-bit private state [1].

Theorem 61. Let µ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for m ∈ N. Then µ is
an m-bit joint AkBk-phase orthogonal state, if and only if µqq is an m-bit locally private
state.

Proof. Consider first µqq = EBell (µ) ∈ D (A∗kB
∗
kAkBkAsBs), and note that µqq is an m-bit

locally private state, if and only if µqq is a locally private state by Lemma 59. Now note
µqq is given by

µqq =
1

2m

∑
x,α∈{0,1}m

px |φxα⟩⟨φxα| ⊗
∑

i,j∈{0,1}m

∣∣φx(i+α)〉〈φx(j+α)∣∣⊗ µxixj︸ ︷︷ ︸
µαxx

,
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and by Lemma 60 it is locally private if and only if µαxx ⊥ µβxx for all distinct α, β ∈ {0, 1}m.
Finally, this is equivalent to µ being an m-bit joint AkBk-phase orthogonal state by Lemma
53. This proves the desired statement.

The content of Theorem 61 gives an understanding of the implication of joint phase or-
thogonality in terms of privacy. It is clear that with the added assumption of µ being
key-correlated, then we may infer that µqq is in fact a private state.

3.3 The Hiding Rate in a Bipartite Setting

In this last section of the chapter, we will extend the notion of a rate of distillable hiding
states in Chapter 2 to a generic state shared between two parties Alice and Bob sharing
the quantum system AB. In Example 47 we saw that it is possible to hide classical data
in a separable state of a quantum system. This means that whenever Alice and Bob are
allowed to perform local operations and classical communication, they can produce states
for hiding classical data with no prior resource. Thus we will restrict ourselves to local
operations on Bob’s system B and explore to what extent Bob can encode data into the
state of their shared system that remains hidden as long as Alice and Bob are spatially
separated.

Definition 62. Let ρ ∈ D (AB), and let r ≥ 0. We say that r is an achievable hiding
rate, if r = 0 or the following condition holds: Let ε > 0. For sufficiently large n ∈ N and
m = ⌊rn⌋, there exists an instrument Λ ∈ Iall (Bn⟩XB′) such that

Λ
(
ρ⊗n

)
= µ ∈ D

(
XAnB′

)
,

where X is a 2m-dimensional quantum system, and µ is an m-bit ε-hiding state with
respect to a Mall (A

n)-restricted eavesdropper on AnB′.
The hiding rate H→D (ρ) is the supremum over all achievable hiding rates.

Even with the restriction to local operations on Bob’s system, it is not completely trivial,
though not surprising, that the hiding rate of a generic state is indeed finite. We begin by
proving this elementary fact.

Proposition 63. Let ρ ∈ D (AB). Then

H→D (ρ) ≤ log dA

Proof. Let ε > 0 and n ∈ N. Let Λ ∈ Iall (Bn⟩XB′) and suppose Λ (ρ⊗n) = µ ∈
D (XAnB′) is an m-bit ε-hiding state with respect to M (An). It follows from Fano’s
inequality (see Lemma 84 in Appendix A) that

H
(
X
∣∣AnB′)

µ
≤ εm+ h (ε) ,

and similarly that

H
(
X
∣∣B′)

µ
≥ HAn

(
X
∣∣AnB′)

µ
≥ m− 2εm− g (ε) .
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Thus, it follows that

m ≤ H
(
X
∣∣B′)

µ
− H

(
X
∣∣AnB′)

µ
+ 3εm+ g (ε) + h (ε)

= H
(
XB′

)
µ
− H (B)µ − H

(
XAnB′

)
µ

+ H
(
AnB′

)
µ

+ 3εm+ g (ε) + h (ε)

= I
(
An : XB′

)
µ
− I
(
An : B′

)
µ

+ 3εm+ g (ε) + h (ε)

≤ n log dA + 3εm+ g (ε) + h (ε) .

If we divide by n on both sides of the inequality, it follows that the hiding rate cannot
exceed log dA.

We now proceed to show a lower bound on the hiding rate of key-correlated states. Inspired
by our previous work, a natural approach for Bob to encode data into the state of the
shared system is to apply phase gates Z to his key system.

Proposition 64. Let ρ ∈ D (AkBkAsBs) and suppose dAk
, dBk

= 2m for some m ∈ N. If
ρ is an m-bit key-correlated state, then

H̃∞min,M(AkAs)
(X|AkBkAsBs)ρcq − H (X|AkBkAsBs)ρcq ≤ H→D (ρ) .

Proof. Let Λ ∈ Iall (Bk⟩XBk) by given by

Λ (·) =
1

2m

∑
β∈{0,1}m

|β⟩⟨β|X ⊗Zβ
Bk

(·) ,

and note that Λ (ρ) = ρcq. As Bob may further perform classical processing of the state
in system X, this implies that

HD,A (ρcq) ≤ H→D (ρ) ,

and so Theorem 40 yields the desired lower bound.

Recall the statement of Proposition 46, and note that with this extended definition of the
hiding rate of hiding rate we have HD,A (ρcq) ≤ H→D (ρ), but the two quantities can, of
course, be distinct. We do note, however, that contingent on the statement in Conjecture
10 being true, the hiding rate is an upper bound on the difference between distillable key
and distillable entanglement of key-correlated states whenever the key-attacked state is
separable.

The particular instrument applied to Bob’s key system in Proposition 64 can never
yield more hidden data than the amount of distillable secret key when ρ is a key-correlated
state. This is an easy consequence of the observation that

HD,A (ρcq) ≤ I (X : AkAsBkBs)ρcq ≤ K→D (ρ) ,

where the last inequality was shown in Proposition 64. As we saw in Example 47 the
presence of entanglement is not necessary to achieve a non-zero hiding rate, so we cannot
hope to find any measure of entanglement to be an upper bound in general. We pose it
as a very open question to place bounds or impose further restrictions on the set of free
channels on the quantity H→D (·) beyond the elementary observations above.
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Chapter 4

Quantum Advantage in
Randomness Extraction

Among the central aspects of cryptography, we find the information-theoretic task to ob-
tain secret key from some only partially secret classical data. An adversarial eavesdropper
may have encoded some side information about the partially secret data, and so one may
engage in randomness extraction to ensure the side information gives no information about
the final data [39]. Trivially, encoding information in an n-level quantum system allows
an adversarial eavesdropper to have at least as much information as when storing a letter
from an alphabet E of size |E| = n. In this chapter, we will consider a particular protocol
for randomness extraction, which is in fact exceedingly vulnerable to a quantum eaves-
dropper, while remaining secure against a classical eavesdropper! [2] This is closely related
to the topic of Chapter 2, and in fact, this matter of concern was already briefly discussed
in Example 32. If we think of the classical eavesdropper as a quantum eavesdropper with
no quantum memory and being restricted to the set of measurements Mall (E⟩Y ), where
dY = n, then the scenarios are essentially equivalent. We present our efforts to make this
quantum advantage realizable on current hardware along with preliminary results on the
performance of classical and quantum computers in this scenario.

4.1 The Cryptographic Scenario

Let X be an alphabet, and suppose Xavier samples a letter x ∈ X with respect to some
probability distribution (px)x∈X . Suppose an adversarial eavesdropper Eve has an n-
dimensional quantum system E, and she is allowed access to the string x. She encodes
some side information into her system E by preparing some state ρx ∈ D (E) depending
on the observed value of x. Next, Eve’s access to the string is taken away, and she forgets
everything about her observations except what is encoded in her quantum system. This
situation is described by the cq-state

ρXEcq =
∑
x∈X

px |x⟩⟨x|X ⊗ ρEx . (4.1)

We are now in the scenario of Eve having partial knowledge about the data encoded in
the state of system X, and so Xavier must engage in randomness extraction in order to
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obtain a secret string, such that access to Eve’s system yields only negligible information
about the secret string. In the following, we describe a particular protocol for privacy
amplification, which we shall refer to as the matching protocol.

4.1.1 The Matching Protocol

The matching protocol is parameterized by some α ∈
(
0, 12
]
, and in following it is under-

stood that αn is an integer, that is, α = k
n for k = 1, . . . , ⌊n/2⌋n . We will restrict ourselves

to considering alphabets given by Xn = {0, 1}n, X ′αn = {0, 1}αn for some n ∈ N.
We will now describe the family Fα,n of functions f : Xn → X ′n used in the matching

protocol. To do so, we introduce a distribution of the 2αn indices among {1, . . . , n} into
αn disjoint pairs, which corresponds to choosing an α-matching of n indices as is defined
below.

Definition 65. Let n ∈ N and α ∈ (0, 12 ]. An α-matching of n indices is a list of pairs of
distinct indices i1, j1, . . . , iαn, jαn ∈ {1, . . . , n}, that is,

M = ({i1, j1} , {i2, j2} , . . . , {iαn, jαn}) , (4.2)

and whenever α = 1
2 we simply refer to M as a matching of n indices.

We denote by Mα,n the set of all α-matchings of n indices.

Remark. Whenever n ∈ N is clear from the context, we will simply refer to M as an
α-matching.

With the notion of α-matchings in place, we can proceed to define the functions f : Xn →
X ′αn. Given a string x ∈ Xn and a matching M ∈ Mα,n, we may compute a new string
x′ ∈ X ′αn comprised of the letters

x′k = xik + xjk , k ∈ {1, . . . , αn} ,

where addition is carried out modulo 2. For each α-matchingM this procedure corresponds
to a function fM used in the matching protocol, which we will now define.

Definition 66. Let n ∈ N and α ∈ (0, 12 ]. For each α-matching of n indices M given by
(4.2) we define an α-matching function of n letters fM : Xn → Xαn by

fM (x) := (xi1 ⊕ xj1) . . . (xiαn ⊕ xjαn) ,

where it is understood that the parenthesized expressions above are concatenated into
a string of zeros and ones of length αn. We denote by Fα,n the set of all α-matching
functions of n letters.

Remark. Whenever n ∈ N is clear from the context, we will simply refer to fM as an
α-matching function.

For n ∈ N and α ∈ (0, 12 ] we refer to the proces of sampling a function f ∈ Fα,n uniformly
at random and applying it to x ∈ X as the α-matching protocol. For a cq-state ρ ∈ D (XE)
given by (4.1) the state resulting from applying a particular α-matching function f ∈ Fα,n
is given by

f (ρcq) =
∑
x∈X

px |f (x)⟩⟨f (x)| ⊗ ρx =
∑
x′∈X ′

|x′⟩⟨x′| ⊗
∑

x∈f−1({x′})

pxρx,
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and so the state resulting from the α-matching protocol is

Fα,n (ρcq) =
1

|Fα,n|
∑

f∈Fα,n

f (ρcq) ⊗ |f⟩⟨f |F .

Throughout this chapter, our primary concern will be the security of the α-matching
protocol with respect to an eavesdropper, in particular how the security is dependent on
whether the eavesdroppers information encoded into the state of a quantum system E or
it is stored classically. More precisely, we will consider a setting concerning two parties
Xavier and Eve. Suppose they engage in a protocol with parameter α ∈ (0, 12 ] and n ∈ N
described by the following steps:

• Xavier samples a string x ∈ Xn uniformly at random and encodes the outcome into
the state of his system X. The resulting state is

ρXc =
1

2n

∑
x∈Xn

|x⟩⟨x|X ,

where {|x⟩}x∈Xn
is an orthonormal basis of system X.

• Eve is allowed temporary access to system X, and upon observing x she prepares the
state ρx in her system E. Eve’s access to system X is then taken away. The resulting
state is

ρXEcq =
1

2n

∑
x∈Xn

|x⟩⟨x|X ⊗ ρEx ,

• Xavier samples an α-matching function f ∈ Fα,n uniformly at random, and transmits
the choice of f to Eve. Furthermore, Xavier computes f (x) and stores the outcome
in a system X ′. The resulting state is

Fα,n (ρcq) =
1

2n |Fα,n|
∑

f∈Fα,n,x∈Xn

|f (x)⟩⟨f (x)|X
′
⊗ ρEx ⊗ |f⟩⟨f |F ,

where {|x′⟩}x′∈X ′
αn

, {|f⟩}f∈Fα,n
are orthonormal bases of X ′, F , respectively.

• Eve tries to guess one bit of f (x) based on access to system EF . She outputs a bit
b ∈ {0, 1} and a corresponding index k ∈ {1, . . . , αn}.

• We say that Eve has successfully guessed one bit of f (x), if f (x)k = b, that is, the
kth bit of f (x) is equal to b.

Before Eve tried to guess one bit of the string in the protocol above, the state describing
the situation is given by Fα,n (ρcq), and we denote the probability of success in the protocol
above by

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρcq)

.

To make this interesting, we have to restrict the information encoded in the system E;
when given access to the system X, Eve may simply choose to read of x ∈ Xn encode x
into the state of her own system E. In this case, Eve is trivially able to infer the value
of f (x) once she is informed of Xavier’s choice of f ∈ Fα,n. This shows that with no
restrictions Eve has a perfect classical strategy. In order to identify a scenario, where a
quantum strategy outperforms any classical strategy, we will have to refine our approach
- for one we will have to exclude the strategy of storing the entire string. We will return
to this point shortly.
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Xavier’s
system X

α-matching
protocol

Eve’s system E

Guessing
Strategy

Xn ∋ x

Fα,n ∋ f

f (x)
b ∈ {0, 1},

k ∈ {1, . . . , αn}

x

f

ρx

ρx

Figure 4.1: The diagram depicts the operational task, where first Xavier samples a string
x ∈ Xn uniformly at random. Allowing Eve access to read of x, she encodes her information
in the state ρx of her system E. Afterward, Eve is denied access to system X, and Xavier
engages in the α-matching protocol. Finally, given the α-matching function f ∈ Fα,n and
the information encoded in the state ρx of system E, Eve outputs a guess on one of the
bits of f (x).
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4.2 Lower Bound on Quantum Strategies

We approach the task of lower bounding the performance of a quantum strategy for guess-
ing one bit of the string x′ = f (x) given access to a quantum system E in state ρx and a
matching function f by describing a perfect quantum strategy. More precisely, we identify
which quantum states to prepare in system E and what measurement strategy to employ
in order to determine one bit of x′ = f (x). We shall see that when Xavier samples a string
x ∈ {0, 1}n uniformly at random, it suffices for Eve to have an n-level quantum system E
at her disposal.

4.2.1 An Optimal Quantum Strategy

We now describe a quantum strategy for guessing one bit of the resulting string from the
matching protocol, where the initial string x is sampled from Xn of size 2n, and Eve’s
system is an n-level quantum system. Suppose Xavier samples a string x ∈ Xn = {0, 1}n
uniformly at random. On observing x, Eve prepares the pure state |ρx⟩⟨ρx| ∈ D (E) given
by

|ρx⟩ =
1√
n

n∑
i=1

(−1)xi |i⟩ , (4.3)

where {|i⟩}ni=1 constitutes an orthonormal basis of system E. We will now see that the
information encoded in this n-level quantum system is sufficient to extract one bit of
x′ = f (x) with certainty for some matching function f .

Proposition 67. Let α ∈ (0, 12 ] and suppose n ∈ N is even. Consider ρXE ∈ D (XE)
given by

ρXE =
1

2n

∑
x∈Xn

|x⟩⟨x|X ⊗ ρEx , where ρx =
1

n

n∑
i,j=1

(−1)xi+xj |i⟩⟨j| .

Then

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρ)

=
1

2
+ α.

Remark. This is essentially shown in [2], but we supply the proof here in order to support
the proof of an implementation of an optimal guessing strategy.

Proof. Let fM ∈ Fα,n be an α-matching function. If we extend M to a matching Mext

by adding disjoint pairs of the remaining indices, we also have a corresponding matching
function f = fMext . Denote by Λ′f the quantum instrument given by

Λ′f (·) =

n/2∑
k=1

|k⟩⟨k| ⊗Nk ·N †k , Nk = |ik⟩⟨ik| + |jk⟩⟨jk| ,

where {ik, jk} is the kth pair of the extended matching corresponding to the matching
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function f = fM . For x ∈ Xn we have

Λ′f (ρx) =

n/2∑
k=1

|k⟩⟨k| ⊗NkρxN
†
k

=
1

n

n/2∑
k=1

|k⟩⟨k| ⊗ ((−1)xik |ik⟩ + (−1)xjk |jk⟩) ((−1)xik ⟨ik| + (−1)xjk ⟨jk|) .

Next, denote by Λ′′f the measurement with POVM representation Pb,k for b ∈ {0, 1},

k ∈
{

1, . . . n2
}

given by

Pk,b = |k⟩⟨k| ⊗
(
|ik⟩ + (−1)b |jk⟩

)(
⟨ik| + (−1)b ⟨jk|

)
.

Letting Λf = Λ′′f ◦ Λ′f , we obtain

Λf (ρx) =
1

n/2

n/2∑
k=1

|k⟩⟨k| ⊗ |xik ⊕ xjk⟩⟨xik ⊕ xjk | =
1

n/2

n/2∑
k=1

|k⟩⟨k| ⊗ |f (x)k⟩⟨f (x)k|

which shows that there exists a measurement Λf ∈ M (E), which allows us to infer 1 bit
of f (x) with probability 1. As this one bit is also a bit of fM (x) with probability 2α, this
proves

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρ)

=
1

2
+ α

as desired.

The assumption that n ∈ N is even makes sure that a matching includes all indices. When
this is not the case, that is, n ∈ N is odd, then the probability of success of the quantum
strategy above only drops slightly as described below.

Corollary 68. Let α ∈ (0, 12 ] and suppose n ∈ N is odd. Consider ρXE ∈ D (XE) given
by

ρXE =
1

2n

∑
x∈Xn

|x⟩⟨x|X ⊗ ρEx , where ρx =
1

n

n∑
i,j=1

(−1)xi+xj |i⟩⟨j| .

Then

Prguess-1-bit
(
X ′
∣∣EF )F 1

2 ,n
(ρ)

≥ 1

2
+ α− 1

2n
.

Proof. This is shown analogously to Proposition 67.

Observe that even with a significant restriction on the size of the quantum system E, a
quantum eavesdropper is still able to retrieve one bit of the extracted string x′ = f (x) with
high probability. This motivates the following proposal for a restriction, which ensures
that the quantum protocol above is superior to any classical protocol: The eavesdropper’s
side information must be encoded in the state of an n-level quantum system or in an
n-letter alphabet E , that is, |E| = n.
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4.2.2 Implementation of Optimal Quantum Strategy

We proceed to describe an actual implementation of the two subprotocols in the quantum
strategy above, namely, 1) the preparation of the state ρx ∈ D (E) for x ∈ Xn and 2)
the measurement strategy Λf given a matching function f ∈ F 1

2
,n. As we will present the

performance results of running this protocol on current quantum hardware, the description
of the implementation of the protocol is adapted to quantum systems consisting of multiple
qubits, that is, 2-level quantum systems and unitary transformations are described in terms
of a set of elementary gates.

In the following, we present two approaches to the desired state preparation and mea-
surement subprotocols.

A protocol based on permutations of computational basis

Let m ∈ N. In the following we will consider a 2m-level quantum system E with compu-
tational basis given by {|x⟩}x∈{0,1}m . As we will alternate between representing natural
numbers i ∈ N in the decimal system and as strings of zeros and ones, we introduce the
functions

dec : {0, 1}m → {0, . . . , 2m − 1} , dec (x) :=
m∑
i=1

xi · 2m−i,

bin: {0, . . . , 2m − 1} → {0, 1}m , bin (k) := dec−1 (k) .

For a decimal representations of n ∈ N, we will write |n⟩ := |bin (n)⟩. We now present the
first step towards preparing |ρx⟩ defined by (4.3).

Lemma 69. Let n ∈ N, and let k ∈ N0 be the integer satisfying 2k−1 < n ≤ 2k. Then
there is a unitary Un,k such that

Unk |0⟩⊗(k−1) =
1√
n

n−1∑
i=0

|i⟩ ,

where Unk is constructed from one qubit gates and controlled Hadamard gates.

Proof. We proceed by the principles of mathematical induction. First, note the base case
of our induction is trivial, so consider k ∈ N0 and n ∈ N satisfying 2k < n ≤ 2k+1. For
θ ∈ [0, 2π) we denote by

Ry (θ) =

(
cos
(
θ
2

)
− sin

(
θ
2

)
sin
(
θ
2

)
cos
(
θ
2

) ) , id2 =

(
1 0
0 1

)
and note that there exists a θ ∈ [0, 2π) such that

(
Ry (θ) ⊗ id⊗k2

)
|0⟩⊗(k+1) =

(√
2k

n
|0⟩ +

√
n− 2k

n
|1⟩

)
⊗ |0⟩⊗k .

Denote by N = n − 2k ∈ N and choose K ∈ N0 such that 2K−1 < N ≤ 2K . Conditional
on the first qubit being in state |0⟩, we apply an Hadamard gate to each of the remaining
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k qubits. Conditional on the first qubit being in state |1⟩, we apply UN,K to the last K
qubits. This produces the resulting state

1√
n
|0⟩ ⊗

2k−1∑
i=0

|i⟩ +
1√
n
|1⟩ ⊗

N−1∑
i=0

|i⟩ =
1√
n

n−1∑
i=0

|i⟩ ,

which proves the desired statement.

As a side note, we may observe that for m,n ∈ N satisfying n = 2m, a straight-forward
calculation yields

H⊗m |0⟩⊗m =
1√
n

n−1∑
i=0

|i⟩ ,

which in this special case gives an exceedingly simple way to do this first step towards
preparing |ρx⟩ of (4.3). With Lemma 69 in place, we simply need to encode the bits of
x ∈ {0, 1}n as a relative phase. In order to do so, we take a step back and consider an
arbitrary permutation π : {1, . . . , n} → {1, . . . , n}. Next, we denote by Uπ ∈ U (E) the
unitary transformation given by

Uπ |x⟩ := |π (x)⟩ .

As we will see now, implementing the unitary Uπ for a particular permutation π will allow
us to prepare the state |ρx⟩ in (4.3).

Lemma 70. Let n ∈ N and x ∈ Xn = {0, 1}n. Let πx : {1, . . . , n}× {0, 1} → {1, . . . , n}×
{0, 1} be given by

πx (i, b) = (i, xi ⊕ b) .

Then πx is a permutation for all x ∈ X , and

Uπx

(
1√
n

n∑
i=1

|i⟩ |−⟩

)
=

1√
n

n∑
i=1

(−1)xi |i⟩ |−⟩ . (4.4)

Proof. To see πx is a permutation, we may note that

πx (i, b) = πx
(
i′, b′

)
if and only if i = i′ and xi ⊕ b = xi′ ⊕ b′, which in turn also implies b = b′. This shows πx
is injective, and hence bijective.

Applying Uπx to each term in the sum in (4.4) yields

Uπx |i⟩ ⊗ |−⟩ = |πx (i, 0)⟩ − |πx (i, 1)⟩ = |i⟩ |xi⟩ − |i⟩ |xi⟩ = (−1)xi |i⟩ |−⟩ ,

which proves the desired statement.

It has been shown that all permutations of bit strings π : {0, 1}m → {0, 1}m can be imple-
mented by NOT , CNOT and CCNOT [10], and so any quantum hardware supporting
these three quantum gates will allow us to prepare the state ρx for any x ∈ {0, 1}n. Fur-
thermore, it has been shown that all permutations of {0, 1}3 can be implemented with at
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most 8 gates, and the circuits can be found in reasonable time [40].

In the following, we shall refer to the measurement Λf for f ∈ F 1
2
,n performed in the proof

of Proposition 67 as the matching measurement. We will show that implementing the
unitary Uπf for a particular permutation πf of {0, 1}m is sufficient in order to implement a
protocol, which outputs measurement statistics equivalent to those output by the matching
measurement.

Lemma 71. Let n ∈ N, and suppose n = 2m for some m ∈ N. For a matching measure-
ment ΛfM corresponding to some matching M , let

M =
(
{i1, j1} , . . . , {i 1

2
n, j 1

2
n}
)
,

and denote by πM : {0, 1}m → {0, 1}m the permutation given by

πM (bin (ik)) = bin (k) 0, πM (bin (jk)) = bin (k) 1.

There exists a measurement implemented by UπM , the Hadamard gate, and a measurement
in the computational basis, which provide statistics equivalent to those of the matching
measurement ΛfM .

Proof. Consider x ∈ Xn and note

|ρx⟩ =
1√
n

n−1∑
i=0

(−1)xi |i⟩ =
1√
n/2

n/2−1∑
k=0

1√
2

(
(−1)xik |ik⟩ + (−1)xjk |jk⟩

)
.

Applying the unitary UπM yields the state

UπM |ρx⟩ =
1√
n/2

n/2−1∑
k=0

|k⟩ 1√
2

(
(−1)xik |0⟩ + (−1)xjk |1⟩

)
.

If we subsequently apply id⊗(m−1)⊗H, we obtain

1√
n/2

n/2−1∑
k=0

(−1)xik |k⟩ |xik ⊕ xjk⟩ .

Finally, measuring in the computational basis gives the desired result, namely,

1

n/2

n/2−1∑
k=0

|k⟩⟨k| ⊗ |xik ⊕ xjk⟩⟨xik ⊕ xjk | =
1

n/2

n/2−1∑
k=0

|k⟩⟨k| ⊗ |fM (x)k⟩⟨fM (x)k| ,

which proves the desired statement.

As mentioned in the preliminaries, it is possible to implement Uπ for any permutation π of
the computational basis vectors simply by using NOT -gates, CNOT -gates, and CCNOT -
gates [10]. Just as we remarked upon previously, it is for small values of m ∈ N feasible to
implement the unitary Uπ for all permutations π of {0, 1}m [41]. Naturally, this implies
that it is feasible to implement the matching measurement, as the only additional gate
employed is a single Hadamard gate.
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A special protocol for state preparation

In the following, we shall consider an alternative implementation of the state preparation
protocol, where the demanding step is again encoding the bits of x ∈ {0, 1}n as a relative
phase in the n-level quantum system E. As before we restrict ourselves to n = 2m for
some m ∈ N as this corresponds to running the protocol on m qubits.

Proposition 72. Let n ∈ N and let x ∈ Xn. The transformation

1√
n

n∑
i=1

|i⟩ 7→ |ρx⟩ =
1√
n

n−1∑
i=0

(−1)xi |i⟩

can be done with at most 2n − 1 gates, where n − 1 gates are CNOT gates and n gates
are single qubit rotations.

Proof. The diagonal unitary U ∈ U (E) given by

U =


(−1)x1 0 . . . 0

0 (−1)x2 . . . 0
...

...
. . .

...
0 0 . . . (−1)xn


yields the desired state, and it has been shown that this can be done with at most 2n− 1
gates [42], more precisely using n− 1 CNOT gates and n single qubit rotations.

Although the implementation above is indeed relatively simple, the number of gates re-
quired to prepare the state |ρx⟩ is exponential in the number of qubits m ∈ N. There are
slight optimizations of the circuit in Proposition 72 allowing us to reduce the number of
gates [41], however, even with this approach will still require a number of gates exponential
in the number of qubits in most situations. We refer to Appendix B to review the code
for constructing the relevant circuit given a string x ∈ Xn.

4.3 Upper Bounds on Classical Strategies

As we saw in the previous section, sampling x ∈ Xn for n ∈ N and restricting the eaves-
dropper to an n-level quantum system E does not impact her ability to infer at least
one bit of the string x′ = f (x) when given f ∈ F 1

2
,n. In the following we consider the

classical scenario, where Eve is allowed to store a letter from an n-letter alphabet E , that
is, |E| = n, after observing the string x ∈ Xn. The resulting state is given by a cc-state
(classical-classical state) ρXEcc ∈ D (XE), that is,

ρXEcc =
∑
x∈Xn

px |x⟩⟨x|X ⊗
∑
e∈E

pe|x |e⟩⟨e|E ,

where {|e⟩}e∈E is an orthonormal basis of E, and pe|x is the probability of Eve storing
e ∈ E conditional on observing x ∈ Xn.
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As previously, we shall focus our attention on the situation of the alphabet Xn given by
Xn = {0, 1}n, and the probability distribution (px)x∈Xn

being uniform, that is, px = 1
2n .

The state resulting from applying a particular α-matching function f ∈ Fα,n is given by

f (ρcc) =
∑
x∈Xn

|f (x)⟩⟨f (x)| ⊗
∑
e∈E

pe|x |e⟩⟨e|E

and so the state resulting from the α-matching protocol is given by

Fα,n (ρcc) =
1

|Fα,n|
∑

f∈Fα,n

f (ρcc) ⊗ |f⟩⟨f |F .

We will now consider upper bounds on the performance of any classical strategy for infer-
ring one bit of the resulting string x′ = f (x) when given f ∈ F 1

2
,n.

4.3.1 An Asymptotic Upper Bound

We will present the matter of concern in the terminology of randomness extraction. The
purpose of randomness extraction is to obtain an almost uniformly random string given
an imperfect source of randomness using only a small amount of randomness, which we
shall refer to as a random seed. A map achieving this task is referred to as a randomness
extractor. Furthermore, we are interested in the additional property that the joint distri-
bution of the resulting string and the random seed is approximately uniformly random,
which is formalized in the definition below.

Definition 73. Let X ,X ′ be alphabets, let k ∈ N and ε > 0. A (k, ε)-strong extractor is
a family F of functions f : X → X ′ with a corresponding probability distribution (pf )f∈F
such that

∆
(
X ′
∣∣EF )F(ρcc) ≤ ε

for all cc-states ρcc with Hmin (X|E)ρcc ≥ k.

If we interpret the definition above in a cryptographic setting, it corresponds to assuming
the eavesdropper Eve has some knowledge of the distribution of X, so the distribution of X
is not uniform from Eve’s perspective. It has been shown [2] that the family of α-matching
functions of n ∈ N letters Fα,n equipped with the uniform probability distribution is a
strong randomness extractor for α ∈

(
0, 14
]
.

Theorem 74. Let n ∈ N. There exists a constant γ > 0 such that for all ε > 0, α ∈
(
0, 14
]

and any cc-state ρXEcc ∈ D (XE) with Hmin (X|E)ρcc ≥ n− γε
√
n/α, we have

∆
(
X ′
∣∣EF )Fα,n(ρcc)

≤ ε.

The statement in Theorem 74 above implies that the α-matching protocol gives rise to

a
(
n− γε

√
n/α, ε

)
-strong extractor for α ∈

(
0, 14
]
. This is particularly interesting as

we saw in the previous section that Fα,n is not a strong extractor against with respect
to a quantum eavesdropper with information encoded in the state of an n-level quantum
system.

As mentioned above we will be particularly interested in the situation of E being an
n-letter alphabet, that is, |E| = n. To simplify the analysis, we note that the requirement
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imposed on the conditional min-entropy above can be achieved by a simple bound on the
size of the alphabet E that Eve uses to store her side information.

Corollary 75. There exists a constant γ > 0 such that for all ε > 0, α ∈
(
0, 14
]

and any

cc-state ρXEcc ∈ D (XE) with ρXcc = ωX and |E| ≤ 2γε
√
n/α, we have

∆
(
X ′
∣∣EF )Fα,n(ρcc)

≤ ε.

Proof. By the chain rule of the min-entropy we have

Hmin (X|E)ρcc ≥ H (X) − log |E| ≥ n− γε
√
n/α,

and so the result follows from Theorem 74.

In order to adapt the upper bound established in Corollary 75 to our scenario, namely,
guessing one bit of x′ = f (x) for f ∈ Fα,n, we prove the following result.

Corollary 76. There exists a constant γ > 0 such that for all ε > 0, α ∈
(
0, 14
]

and any

cc-state ρXEcc ∈ D (XE) with ρXc = ωX and |E| ≤ 2γε
√
n/α, we have

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρcc)

− 1

2
≤ ε.

Proof. Suppose the optimal strategy for correctly guessing one bit of x′ = f (x) given
access to system EF succeeds with probability 1

2 + p for some p ≥ 0. We will employ this

strategy in order to devise a strategy for distinguishing Fα,n (ρcc) from ωX
′ ⊗ ρEFcc .

Now, suppose we are presented with either Fα,n (ρcc) or ωX
′ ⊗ ρEFcc with equal proba-

bility. Employing the optimal strategy for correctly guessing one bit of the state encoded
in system X ′ given access to system E, we get a bit b ∈ {0, 1} and an index k ∈ {1, . . . , n}
corresponding to guessing the kth bit of x is b. In system X ′ we may simply read the kth
bit of x′, namely, x′k. Our strategy for distinguishing Fα,n (ρcc) and ωX

′ ⊗ ρEFcc is now the
following

• If b = x′k, then our guess is Fα,n (ρcc).

• If b ̸= x′k, then our guess is ωX
′ ⊗ ρEFcc .

Finally, to evaluate our probability of success in distinguishing Fα,n (ρcc) or ωX
′ ⊗ ρEFcc ,

we note that given Fα,n (ρcc) our probability of success is 1
2 + p, and given ωX

′ ⊗ ρEFcc our
probability of success is 1

2 . As ρXEcc and ωX ⊗ ρEcc are equally likely, this strategy succeeds
with probability 1

2 + 1
2p.

As the total variational distance between two probability distributions equals the bias
when trying to distinguish them using an optimal strategy, it follows that

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρcc)

− 1

2
≤ ∆

(
X ′
∣∣EF )Fα,n(ρcc)

≤ ε,

which proves the desired statement.

In Corollary 76 we have established an upper bound on the probability of correctly guessing
one bit in the string x ∈ Xn. From a practical point of view the statement in Corollary 76
is, however, not very useful. The universal constant γ > 0 in Corollary 75 can optimally
be chosen γ ≈ 0.0752 [43], and this implies that for small ε > 0 we need large values of
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Figure 4.2: The red graph corresponds to sε (m) = 2γε
√

2m for ε = 0.1, and the dashed
line is the graph of the function m 7→ m.

n ∈ N to fulfill the assumptions of the statement, namely, |E| = n ≤ 2γε
√
n/α. Consider

m,n ∈ N with n = 2m, that is, m is the number of bits we can use to encode classical side
information. In Figure 4.2 we illustrate for ε = 0.1 the length of strings n needed in order
to infer the upper bound

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρcc)

≤ 0.60

for α ∈ (0, α). The result in Corollary 76 only applies for n ≈ 222, that is, Eve is using 22
bits of storage. However, we may note that for, say ε = 0.025, which corresponds to

Prguess-1-bit
(
X ′
∣∣EF )Fα,n(ρcc)

≤ 0.525,

we ”only” need to consider strings of length n ≈ 226, that is, 26 bits of storage. In
other words, once we reach approximately 25 (qu)bits of storage, then we can ensure the
probability of success for a classical eavesdropper decreases rapidly.

Unfortunately, it is an unrealistic expectation of current quantum hardware to run
complicated circuits on n-level quantum systems for such large values of n ∈ N. Further-
more, it is not a trivial task to obtain efficient circuits to implement the quantum protocol
[41]. To improve upon the upper bounds on the performance of classical eavesdropper
Eve for small values of n ∈ N, we will in the following upper bound the performance
of a classical eavesdropper for small values of n ∈ N by simply evaluating Eve’s average
performance. For α = 1

2 an eavesdropper can always store the parity of the sum of all
xi for i ∈ {1, . . . , n} and this equals the parity of the sum of all zj for j ∈ {1, . . . , n/2},
so Theorem 74 does not generalize to α = 1

2 . The choice of α ≤ 1
4 in our exposition is,

however, arbitrary, and α can be chosen arbitrarily close to 1
2 . Thus, the upper bounds

for α ∈
(
0, 12
)

suggest that the probability of success of a classical eavesdropper for our
particular task is still relatively low.
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4.3.2 Upper Bounds on the Performance of a Classical Eavesdropper

Consider n ∈ N and choose α = 1
2 in the matching protocol. We approach the task of

upper bounding the success probability of any classical strategy naively, that is, our first
effort will be to evaluate the success probability of all possible classical strategies. Recall
the task at hand is to guess one bit of the resulting string x′ = f (x) ∈ X ′1

2
n

given the

matching function f and side information E.
Any classical strategy consists of two components, namely, storing information de-

pending on the observed string x ∈ Xn, and choosing a strategy for guessing one bit of the
string x′ = f (x) ∈ Xαn given the stored information e ∈ E and the matching function f .
Due to convexity, it follows that there exists an optimal strategy, which is deterministic.
Upon observing the string x ∈ Xn, Eve may choose to store a letter of the alphabet E ; the
strategy for storage of information is thus equivalent to choosing a function s : Xn → E .
Given a storage function s and a matching function f , we can actually identify an optimal
strategy for guessing one bit of the string x′ = f (x).

Proposition 77. Let Xn = {0, 1}n and E be an alphabet, and consider a cc-state ρXEcc ∈
D (XE) given by

ρXEcc =
1

2n

∑
x∈Xn

|x⟩⟨x|X ⊗
∑
e∈E

pe|x |e⟩⟨e|E ,

where pe|x denotes the probability of Eve storing e ∈ E upon observing x ∈ Xn. After
applying the matching protocol the state is

F 1
2
,n (ρcc) =

1

|F 1
2
,n|

∑
f∈F 1

2 ,n

f (ρcc) ⊗ |f⟩⟨f |F .

If we denote by pbk|fe the probability of observing the bit b at the kth position of x′ ∈ X ′1
2
n

given the matching f ∈ F 1
2
n and the side information e ∈ E , then the probability of

correctly guessing one bit of z given the matching and side information is

1

|F 1
2
,n|

∑
f∈F 1

2 ,n
, e∈E

pe max
b∈{0,1},

k∈{1,...,n/2}

pbk|fe.

Proof. In general, a classical strategy for guessing one bit of x′ based on the information
stored in systems FE is given by

λ =
(
λbk | fe

)
b,k,f,e

where 0 ≤ λbk | fe,
∑

b∈{0,1},
k∈{1,...,n/2}

λbk | fe = 1,

where the operational interpretation of λbk | fe is the probability of Eve making the guess
b for the kth bit of x′, when she observes f ∈ F 1

2
n, e ∈ E . The maximal probability of

guessing a bit of x′ correctly is thus given by

max
λ

λT p = max
λ

∑
b∈{0,1}, k∈{1,...,n/2},

f∈F 1
2 ,n

, e∈E

λbk|fepbk|fepfe.
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The optimal strategy for guessing one bit of x′ given a matching function f and the
information encoded in the state of system E is to simply select the most likely observation,
which yields

max
λ

λT p =
1

|F 1
2
,n|

∑
f∈F 1

2 ,n
, e∈E

pe max
b∈{0,1},

k∈{1,...,n/2}

pbk|fe,

where we have additionally noted that the matching is sampled uniformly at random
independent of Eve’s information encoded in system E.

Identifying an optimal storage strategy for small values of n ∈ N

The observation that the optimal strategy for guessing one bit of x′ given the matching
function f and the side information e is simply guessing for the most likely combination
of bit b and index k of x′ naturally reduces the overall number of strategies to the number
of storage strategies. From now on we will focus exclusively on the storage functions
s : {0, 1}n → {1, . . . , n}, and we denote by Sn the set of all such storage functions. It is
clear that the size of Sn increases rapidly as n increases, more precisely |Sn| = n2

n
, and

for even small values of n ∈ N we have

n 2 3 4

|Sn| 16 6, 561 4, 294, 967, 296

Checking all possible |Sn| = n2
n

choices of a storage function is infeasible for n ≥ 4, but
as we shall see in the following we may reduce this number notably.

As we have identified Eve’s optimal strategy for guessing one bit of x′ when the match-
ing function f and side information e is given, we note that this strategy can be heuris-
tically explained as follows: Upon observing side information e ∈ E , Eve computes the
preimage of e under her storage function s, that is, s−1 ({e}). Given the matching function
f , she computes the strings x′ = f (x) for each x ∈ s−1 ({e}). Observing all the possible
strings x′, she finally chooses the index k, where most strings x′ agree, and outputs as b
the typical value of x′k. As this strategy utilizes only the partition of Xn that a storage
function naturally gives rise to, namely,

Xn =
⋃
e∈E

f−1 ({e}) ,

we only have to consider all the various partitions of Xn in at most |E| parts. Without
loss of generality, we may assume Eve’s strategy uses all letters of E , so we will consider
the number of partitions of Xn into exactly |E| parts. Again, we focus on the situation of
|E| = n, we may denote by Tn the set of all partitions of Xn in at n parts, and now we
have

n 2 3 4 5

|Tn| 7 966 171, 798, 901 193, 257, 076, 459, 811, 283, 150

Evidently, this is a significant improvement, however, the number of partitions in n parts
of Xn still increases rapidly as n increases. As further improvement is needed, we direct
the attention of the reader to the observation that f (x) = f (x) for all f ∈ F 1

2
,n, where x

denotes the string resulting from flipping all bits of x.
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Lemma 78. Let Xn and E be alphabets. There exists an optimal storage function s : Xn →
E such that

s (x) = s (x)

for all x ∈ Xn.

Proof. Suppose s : Xn → E is an optimal choice of storage function. Let y ∈ Xn and define
t : Xn → E ∪ {⊥} by

t (x) = s (x) , t (y) = t (y) =⊥

for x ∈ Xn \ {y, y}. We may think of t as a storage function with the added possible
value ⊥, and we may combine this with the optimal guessing strategy from Proposition 77
except that on observing ⊥ the guessing protocol aborts resulting in a failed attempt at
guessing. Suppose we use storage function t, and let pte denote the probability of observing
e ∈ E , and let ptbk|fe denote the probability of b being the kth bit of x′ given a matching
function f and stored information e ∈ E . For each e ∈ E we may define

te (x) = t (x) , te (x0) = e, te (x0) =⊥,

and choose the storage function te0 with the highest probability of guessing one bit of x′.
Relative to t, the added probability of success in using the storage function te0 is

1

2n|F 1
2
,n|

∑
f∈F 1

2 ,n

max
b∈{0,1},

k∈{1,...,n/2}

( ∣∣{x ∈ t−1e0 ({e0})
∣∣f (x)k = b

}∣∣
−
∣∣{x ∈ t−1 ({e0})

∣∣f (x)k = b
}∣∣),

where we have used that f is deterministic. Again, define for each e ∈ E the storage
function te0e : Xn → E by

te0e (x) = t (x) , te0e (x0) = e0, te0e (x0) = e,

and note that using the storage function te0e0 increases the probability of success by

1

2n |Fα,n|
∑

f∈Fα,n

max
b∈{0,1},

k∈{1,...,n/2}

( ∣∣{x ∈ t−1e0e0 ({e0})
∣∣f (x)k = b

}∣∣
−
∣∣{x ∈ t−1e0 ({e0})

∣∣f (x)k = b
}∣∣).

Since f (y) = f (y) for all f ∈ Fα,n, this increase is lower bounded by the previous increase,
which was chosen optimally. This implies te0e0 is an optimal choice of storage function
among the candidates tee′ , hence at least as good as s. Repeating this process for all
x ∈ Xn yields the desired result.

If we denote by T ∗n the set of partitions of Xn into exactly n parts, where x, x are elements
of the same part for all x ∈ Xn, then Lemma 78 ensures an optimal partition is among
the elements of T ∗n . Additionally, this limits the search space for an optimal partition
significantly as illustrated in the table below.
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n 2 3 4 5

|T ∗n | 1 6 1.701 1, 096, 190, 550

We may interject that the rate of growth of |T ∗n | for increasing n ∈ N is, however, not
improved by much; the observation that we may assume x, x are always in the same part
of an optimal partition of Xn merely reduces the counting problem of all partitions of a
set of size 2n to a set of size 2n−1. Nevertheless, this reduction does allow us to identify
optimal storage functions sn : Xn → {0, 1, . . . , n− 1} for small values of n ∈ N.

For n = 2 the storage function s2 : X2 → {0, 1} given by

x 00 01 10 11

s2 (x) 0 1 1 0

allows Eve to infer one bit of f (x) with certainty.

For n = 3 the storage function s3 : X3 → {0, 1, 2} given by

x 000 001 010 011 100 101 110 111

s3 (x) 0 0 1 2 2 1 0 0

is an optimal storage strategy with success probability at 83.3%.

For n = 4 the storage function s4 : X4 → {0, 1, 2, 3} given by

x 0000 0001 0010 0011 0100 0101 0110 0111 1000 1001 1010 1011 1100 1101 1110 1111

s4 (x) 0 0 1 1 2 2 3 3 3 3 2 2 1 1 0 0

allows Eve to infer one bit of f (x) with certainty.

This naive approach to analyzing the classical strategies is at the current stage insufficient
to show an upper bound on the performance of classical strategies for n ≥ 5, which could
potentially allow us to identify an advantage using current quantum hardware. Although
our efforts have improved the computation time, we are still far from able to calculate an
upper bound on the performance of an optimal classical strategy by checking all strategies
for n = 8 corresponding to three bits. However, random sampling from all strategies has
yielded classical strategies with success probability 100% for n = 8, 16.

We note, however, that if we generalize the structure of the three examples of optimal
strategies above, then we may formulate a classical storage strategy given by the pattern
described below to challenge the performance of our quantum strategy.

Definition 79. Let n ∈ N. We define the symmetric storage strategy

ssym : Xn → {0, 1, . . . , n− 1}

by listing the elements of Xn in lexicographic order and specifying ssym on subsets as
follows. Choose q, r ∈ N0 such that 2n−1 = q · n + r, where 0 ≤ r < n. First, we divide
the numbers 0, 1, . . . , rq + r into r groups of size q + 1 as follows

dec (x) = 0, . . . , q︸ ︷︷ ︸
ssym(x)=0

, q + 1, . . . , 2q + 1︸ ︷︷ ︸
ssym(x)=1

, . . . , (r − 1) q + (r − 1) , . . . , rq + (r − 1)︸ ︷︷ ︸
ssym(x)=r−1

.
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Secondly, we divide the numbers rq+ r+ 1, . . . , 2n−1 into n− r groups of size q as follows

dec (x) = rq + r, . . . , (r + 1) q + (r − 1)︸ ︷︷ ︸
ssym(x)=r

, . . . , (n− 1) q + r, . . . , nq + (r − 1)︸ ︷︷ ︸
ssym(x)=n−1

.

This defines ssym (x) for all x ∈ Xn with x1 = 0, so we may extend the definition to the
entire domain by letting ssym (x) = ssym (x).

To benchmark the symmetric storage strategy, we may compare it to the näıve strategy
of sampling log n distinct indices i ∈ {1, . . . , n} and encoding the value of xi in our n-level
memory system. If both indices {ik, jk} of at least one pair of the matching M corre-
sponding to the matching function fM are among the log n bits of x in the memory, then
Eve can infer one bit of x′ = fM (x) with certainty; otherwise she will resort to guessing at
random. We refer to this strategy as the birthday strategy due to its reminiscence of the
Birthday Paradox [44]. We assume our classical strategies are run on error-free hardware,
and below we have calculated the theoretical (and essentially practical) performance of
both classical strategies.

Lemma 80 (Performance of classical strategies). Let m ∈ N and denote by n = 2m. Then

Prcl,birthday (Success) = 1 − 2m−1 ·
(

2m−1

m

)(
2m

m

)−1
and for m ≥ 3 we have

Prcl,sym (Success) = 1 − 2m ·
(

2m−1

m+ 1

)(
2m

m+ 1

)−1
Proof. Let x ∈ {0, 1}n. To evaluate the probability of an eavesdropper Eve guessing a bit
of fM (x) given her side information ssym (x) and the matching M , assume without loss of
generality that ssym (x) = 0. Then Eve knows x is among the strings

0 . . . 00 . . . 00 1 . . . 11 . . . 11

0 . . . 00 . . . 01 1 . . . 11 . . . 10

...
...

0 . . . 01 . . . 11 1 . . . 10 . . . 00,

where the first m+ 1 bits are either all 0s or all 1s. If the matching M includes a pair of
indices among the first m + 1 indices, then Eve can infer a bit of fM (x) with certainty,
and otherwise, her best strategy is to guess at random. The number of matchings with no
pair among the first m+ 1 bits is

Nrand =
(n−m− 1)!

(n− 2m− 2)!
· (n− 2m− 2)!

2n/2−m−1 · (n/2 −m− 1)!
=

(2m −m− 1)!

22m−1−m−1 · (2m−1 −m− 1)!
,

where we have used m ≥ 3 to ensure the positivity of the expressions in factorials. Fur-
thermore, the total number of matchings is

Ntotal =
n!

2n/2 · (n/2)!
=

2m!

22m−1 · 2m−1!
.
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With this in mind, it follows by straightforward computation that

Prcl,sym (Success) = 1 − 1

2

Nrand

Ntotal

= 1 − 2m · 2m−1!

(2m−1 −m− 1)! (m+ 1)!

(2m −m− 1)! (m+ 1)!

2m!

= 1 − 2m ·
(

2m−1

m+ 1

)(
2m

m+ 1

)−1
.

The performance of the birthday strategy is determined analogously.

4.4 Comparison of Quantum and Classical Strategies

In the previous sections, we have seen that restricting Eve to an n-level storage system
barely limits a quantum eavesdropper’s ability to infer one bit of the string x′ ∈ X ′1

2
n

when given the matching function f ∈ F 1
2
,n, while an eavesdropper with classical memory

must essentially resort to random guessing for large values of n ∈ N. For small values
of n ∈ N, we saw that there exists an optimal storage strategy, namely, the symmetric
storage strategy, and in the following, we will compare the performance of the symmetric
storage strategy with an actual implementation of an optimal quantum strategy. To fit
the quantum hardware architecture made available by IonQ, we will restrict ourselves to
n = 2m for some m ∈ N, that is, we compare the performance of the quantum and classical
strategies with memory restricted to m (qu)bits.

4.4.1 Implementation of Quantum Protocol

In the following, we will describe the circuits to be run on IonQ’s device in order to analyze
the performance of an eavesdropper Eve with quantum memory and quantum processing.
We will use the result in Proposition 72 to device a circuit that prepares the desired state,
and for n = 2m where m = 1, 2 we will use the result in Lemma 71 to extract the relevant
statistics from a measurement in the computational basis for given matching functions.
For n = 2m with m = 3, 4, 5, 6, we will restrict ourselves to analyzing the situation of a
single, simple matching function. The code to generate a circuit for preparing the relevant
state ρx ∈ D (E) given x ∈ {0, 1}n is given in Appendix B.

Implementation of quantum protocol on one qubit, n = 2m with m = 1

For x ∈ {0, 1}2 there are only two states to prepare, namely,

|ρ00⟩ =
1√
2

(|0⟩ + |1⟩) , |ρ01⟩ =
1√
2

(|0⟩ − |1⟩) ,

which can be done by running the circuits
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T : | 0 |

q0 : −H−

T : | 0 |

T : | 0 | 1 |

q0 : −H−Z−

T : | 0 | 1 |

There is only one matching function f : {0, 1}2 → {0, 1}, and implementing this such that
a final measurement in the computational basis corresponds to Eve’s guess of x′ = f (x)
corresponds to adding an Hadamard gate.

To estimate the performance on 1 qubit, we have implemented the two combinations
of the preparation of |ρx⟩ for x = 00, 01 and measurement ΛfM for M = ({1, 2}). Each
implementation is run 500 times.

Implementation of quantum protocol on two qubits, n = 2m with m = 2

For x ∈ {0, 1}2 there are eight states to prepare. For example, the circuit for preparing
|ρx⟩ with x = 0010 is given by

T : | 0 | | 1 | 2 | 3 | 4 |

q0 : −H−Rz(−1.57)−C−−−−−−−−−−−C−
| |

q1 : −H−Rz(1.57)−−X−Rz(−1.57)−X−

T : |0 | 1 | 2 | 3 | 4 |

and the circuits for preparing the remaining |ρx⟩ are of similar structure [42, 41]. The
code for generating the relevant circuits can be found in Appendix B.

There are three choices of a matching function fM with matchings M given by

M0 = ({0, 1} , {2, 3}) , M1 = ({0, 2} , {1, 3}) , M2 = ({0, 3} , {1, 2}) .

Inspired by Lemma 71, we implement the corresponding measurements by permuting the
computational basis elements, such that after a measurement in the computational basis,
then the first bit of the measurement outcome tells Eve which bit of x′ = f (x) to make a
guess at, and the second bit tells her what to guess for. This is implemented by the three
circuits below

T : | 0 |

q0 : −−−

q1 : −H−

T : | 0 |

T : |0 | 1 |

q0:−SWAP−−−
|

q1:−SWAP−−H−

T : |0 | 1 |

T : | 0 | 1 |

q0 : −X−−−
|

q1 : −C−H−

T : | 0 | 1 |
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To estimate the performance on 2 qubits, we have implemented the four combinations of
the preparation of |ρx⟩ for x = 0001, 0111 and measurement ΛfM for

M = ({1, 2} , {3, 4}) , ({1, 4} , {2, 3}) .

Each implementation is run 500 times.

Implementation of quantum protocol on multiple qubits, n = 2m for m = 3, 4, 5, 6

For x ∈ {0, 1}m there are 2m−1 states to prepare. For example, the circuit for preparing
|ρx⟩ with x = 00000001 is given by

T : | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 11 |

q0:−H−Rz(−0.79)−C−−−−−−−−−−C−C−−−−−−−−−−−−−−−−−−−−−−C−−−−−−−−−−−−−
| | | |

q1:−H−Rz(−0.79)−X−Rz(0.79) −X−|−−−−−−−−−−C−−−−−−−−−−−|−−−−−−−−−−C−−
| | | |

q2:−H−Rz(−0.79)−−−−−−−−−−−−−−X−Rz(0.79) −X−Rz(−0.79)−X−Rz(0.79) −X−−

T : | 0 | 1 | 2 | 3 | 4 |5 | 6 | 7 | 8 | 9 | 10 | 11 |

and the circuits for preparing the remaining |ρx⟩ are of similar structure [42, 41]. This can
also be done on four, five, and six qubits. The code for generating the relevant circuits
can be found in Appendix B.

For m = 3, we can within reasonable computing time identify an optimal circuit for
implementing the measurement as in Lemma 71. Most of such implementations, however,
make use of the Tofolli gate, which is not supported by IonQ, and so we will only evaluate
the performance of the quantum protocol for the matching function fM with M given by

M = ({1, 2} , {3, 4} , {5, 6} , {7, 8}) .

We make a similarly simplified analysis of the performance of the quantum protocol for
m = 4, 5, 6. Each implementation is run 500 times.

4.4.2 Comparison of Performance

Collecting the results of the implementations of the previous section, we are now in a
position to compare the performance of a classical and quantum eavesdropper Eve. The
table in Figure 4.3 shows that we were not able to show a real-life advantage for the
eavesdropper using current quantum hardware in this particular setup.
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n 2 4 8 16 32 64

Prcl,sym (Success) 100% 100% 88.57% 79.49% 71.72% 65.32%

Prcl,birthday (Success) 50.00% 66.67% 71.43% 69.23% 65.29% 61.32%

Prcl,optimal (Success) 100% 100% 100% 100% ? ?

Prq,real (Success) 99.8% 97.35% 96.93%† 94.07%† 79.45%† 64.3%†

Figure 4.3: For n = 2, 4, 8, 16, 32 and n = 64 the table shows the performance of the
symmetric storage strategy, the birthday strategy, and the optimal classical strategy and
the real performance of the quantum strategy from Section 4.2, respectively. For n =
8, 16, 32 and n = 64, we have tested the implementation of the quantum strategy against
the most simple choice of a matching function and for only a few randomly sampled strings
x ∈ {0, 1}n.

As we note that there exist perfect classical strategies for m ≤ 4, and we see that
the performance of our quantum strategy, when implemented on IonQ’s hardware rapidly,
drops as the number of qubits m exceeds 4, it seems that we are still far from being able
to apply the asymptotic bounds on success probability when using a classical memory [2].
Actually, we note that the symmetric storage strategy outperforms the quantum strategy
for m = 6. One further point is that we have only analyzed the performance of the
quantum algorithm when the matching function is chosen to minimize the demands of
the quantum implementation. In addition, it is computationally heavy [41] to generate
circuits for applying the correct measurements corresponding to arbitrary matchings using
the approach we presented here, and this will add significantly to the circuit depth of this
implementation.
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Conclusion

Let us reflect upon what we have learned and what we would still like to learn from our
acquaintance with our friends Xavier, Alice, and Bob, and the eavesdropper Eve.

We began in Chapter 2 by considering a two-party setting involving Xavier and Eve
sharing a quantum system with classical data encoded into Xavier’s system, while Eve held
some quantum side information. Here, we saw that with no restrictions on the capabilities
of Eve, the amount of secure information to be extracted per copy is exactly given by the
conditional von Neumann entropy of the state. In the more general setting of Eve having
some imperfection in her quantum memory, we saw that it is indeed possible for Xavier
to extract more secure information per copy even with a deterministic strategy in certain
cases. This allowed us to motivate the introduction of hidden information, and we saw that
it is possible to hide information at non-zero rates. However, two questions concerning
the distillation of secure information and hidden information remain open. Firstly, the
exact rate at which Xavier can extract secure information with respect to a restricted
eavesdropper remains undecided, since the proof of the quantum asymptotic equipartition
property (QAEP) does not directly generalize to our setting; more precisely, the original
proof of the QAEP [16] relies on the smoothed min-entropy being lower bounded (with
some error term) by a Rényi-like conditional entropy, which is additive. When Eve is
allowed to act jointly on multiple copies of the state, the additivity property is lost. Recent
generalizations of the QAEP [45, 46] are similarly very restrictive when it comes to the
correlations between individual rounds, and so we expect that different tools are necessary
in order to prove Conjecture 10. The second question that remains open is whether the
rate at which secure states can be distilled by a deterministic strategy is equal to the
optimal rate using probabilistic strategies. The question arises from the adaptation of
the leftover hash lemma (LHL) [17] to our setting, where the optimal strategy of Eve
is suddenly no longer evident; when Eve has perfect quantum memory, it is of course
optimal for her to do nothing. The proof of the LHL relies on the interplay between the
trace norm, the Hilbert-Schmidt norm, the pretty good measurement, and the conditional
min-entropy. Unfortunately, there is no natural analog of the pretty good measurement
in a generic set of channels, so the adaptation of the deterministic LHL to our setting
remains open. Both of these questions would be interesting to pursue further.

We changed gears in Chapter 3 in order to study the connections between privacy,
entanglement, and data hiding. Here, we proved Proposition 45, which provides a simple
lower bound on the amount of distillable key analogous to a previously shown lower bound
on the distillable entanglement [1]. Combining these two results gave an indication that the
amount of classical data that can be hidden in a key-correlated state may be related to the
difference between the rates of distillable key and distillable entanglement. Furthermore,
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the lower bound in Proposition 45 gives a simple tool to lower bound the rate of a quantum
key repeater in certain special cases. Taking a step back, we introduced a notion of joint
phase orthogonality and saw in Theorem 54 that the properties of joint phase orthogonality
and key-correlation cannot occur simultaneously without entanglement. Inspired by this,
we saw an easy generalization of Proposition 45 to arbitrary states, which indicates how
the amount of distillable key is lower bounded by the amount of correlation and joint
phase orthogonality. Finally, we introduced a rate of data hiding of a bipartite state with
direct connections back to the notion of the rate of hiding state distillation introduced
in Chapter 2. We do, however, remain curious and unknowledgeable about this quantity
beyond elementary observations such as it being finite. Our work on phase orthogonality
was motivated by the conjecture that the difference between distillable key and distillable
entanglement is described by a notion of hiding [7], but we do not expect our quantity to
encapture this difference exactly. At the current level of our understanding, the potential
to hide data may be necessary to see a gap between distillable private key and distillable
entanglement, but it may not be sufficient.

Finally, in Chapter 4 we explored to what extent the difference in the rates of se-
cure state distillation with respect to an unrestricted and a restricted eavesdropper is
of practical relevance using current quantum hardware. On IonQ’s quantum device, we
have analyzed the relative performance of an eavesdropper with quantum memory and
an eavesdropper with classical memory in the very particular task of guessing a bit of
a certain partially secure string. As this was discussed from a theoretical perspective in
Chapter 2, we saw in Example 32 that a gap between the respective performances exists
theoretically, however, current quantum hardware is noisy. The theoretical advantage of
a quantum eavesdropper is large for long strings, however, this is also when the quantum
device becomes exceedingly noisy. Our analysis of short strings shows that even though
a quantum eavesdropper may have a theoretical advantage, we cannot verify that this
translates to a practical advantage using IonQ’s quantum device. For further research
into this particular setup as an example of a relevant task with an advantageous quantum
strategy, we propose two directions. Clearly, it is necessary to improve the upper bounds
on the performance of a classical eavesdropper for longer strings than was possible here.
Furthermore, an efficient implementation of the unitaries that permute the computational
basis vectors in terms of native gates may give sufficiently short circuits in order to achieve
quantum advantage.

Looking back at the contents of Chapters 2-4, we note that understanding the advan-
tage in securing classical data with respect to a restricted eavesdropper plays a role in
understanding the difference between key distillation and entanglement distillation. More
precisely, we have seen lower bounds on key distillation (resp. entanglement distillation)
in terms of correlation and state discrimination (resp. local state discrimination). Finally,
we saw Chapter 4 that the theoretical advantage of a quantum eavesdropper does not
carry over to a practical advantage - yet!
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Appendix A

Miscellaneous

Theorem 81. Let ε > 0 and α ∈ (1, 2]. For ρ ∈ D (AB) we have

Hε
min (A|B)ρ ≥ Hα (A|B)ρ −

1

α− 1
log

2

ε2
.

Proof. This was shown in [16].

Theorem 82 (Quantum Asymptotic Equipartition Property). Let ρAB ∈ D (AB). Then

lim
ε→0

lim
n→∞

1

n
Hmin (An|Bn)ρ⊗n = H (A|B)ρ .

Proof. This was shown in [16].

Lemma 83 (Leftover Hash Lemma). Consider a cq-state ρXE ∈ D (XE). Let X ′ be
an alphabet and let F be a family of functions f : X → X ′ with associated probability
distribution (pf )f∈F . Denote by

F (ρ) =
∑
x′∈X ′

|x′⟩⟨x′|X′ ⊗
∑
f∈F

pf
∑

x∈f−1({x′})

pxρ
E
x ⊗ |f⟩⟨f |F .

For all ε ≥ 0 we have

∆
(
X ′
∣∣EF )F(ρ) ≤ 2ε+

√
2log|X

′|−Hε
min(X|E)ρ .

Proof. This was shown in [17].

Lemma 84 (Fano’s Inequality). Let X be an alphabet and consider an ensemble {pxρx}x∈X ⊆
D (A). For ε > 0 suppose we have Prguess (X|A) ≥ 1 − ε. Then

H (X|A)ρ ≤ ε log |X | + h (ε) .

Proof. This was shown in [47].

Theorem 85. Let ρ, ρ′ ∈ D (A), and suppose ε ≥ 0 is given by

ε =
1

2

∥∥ρ− ρ′
∥∥ .

Then ∣∣∣H (A)ρ − H (A)ρ′
∣∣∣ ≤ ε log dA + h (ε) .
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Proof. This was shown in [20].

Theorem 86. Let ε ≥ 0 and ρ, ρ′ ∈ D (AB). If

1

2

∥∥ρ− ρ′
∥∥ ≤ ε,

then ∣∣∣H (A|B)ρ − H (A)Bρ′
∣∣∣ ≤ 2ε log dA + g (ε) .

Proof. This was shown in [20].
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Appendix B

Implementation of State
Preparation Protocol

For a given x ∈ {0, 1}2
m

for m ∈ N the code generate a circuit implementing a unitary U
satisfying

U |0⟩⊗m =
1√
2m

2m−1∑
i=0

(−1)xi |bin i⟩ ,

where bin (i) ∈ {0, 1}m denotes the binary representation of i ∈ N. Without any further
ado, we present the generating code.

import math
import copy

def innerProd ( xs , ys ) :
n = len ( xs )
innerProd = 0
for i in range (0 , n ) :

innerProd = innerProd + xs [ i ]∗ ys [ i ]
return innerProd

### STATE PREPARATION: Gray C i r cu i t s ###
def findGrayCode (m) :

grayCode = [ [ 0 ] , [ 1 ] ]
for i in range (1 ,m) :

grayCodeTemp = grayCode . copy ( )
grayCode0 = [ bs + [ 0 ] for bs in grayCodeTemp ]
grayCodeTemp . r e v e r s e ( )
grayCode1 = [ bs + [ 1 ] for bs in grayCodeTemp ]
grayCode = grayCode0 + grayCode1

return grayCode
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def bitChanges (m) :
i f m == 0 :

return [ ]
p r i o r = bitChanges (m−1)
return p r i o r + [m−1] + p r i o r

def f indPhases (m, xs ) :
phases = [ ]
for bs in someList (m) :

Arow = [ ]
for cs in a l lB i na r y (m) :

Arow . append (( −1)∗∗ innerProd ( bs , c s ) )
phase = 2∗math . p i ∗ innerProd (Arow , xs )/(2∗∗m)
phases . append ( phase )

return phases

def someList (m) :
i f m == 1 :

return [ [ 0 ] , [ 1 ] ]
l a s t H a l f = findGrayCode (m−1)
for code in l a s t H a l f :

code . append (1 )
f i r s t H a l f = someList (m−1)
for code in f i r s t H a l f :

code . append (0 )
return f i r s t H a l f + l a s t H a l f

def g rayC i r cu i t (m, phases ) :
i f m == 1 :

return [ [ ’RZ ’ ,0 , phases [ 1 ] ] ]
h a l f C i r c u i t 0 = grayC i r cu i t (m−1, phases )
h a l f C i r c u i t 1 = [ ]
grayCode = [ [ 1 ] + index for index in findGrayCode (m−1)]
c s = bitChanges (m−1) + [m−2]
for i in range (0 ,2∗∗ (m−1)) :

c = cs [ i ]
h a l f C i r c u i t 1 . append ( [ ’RZ ’ ,m−1, phases [ i + 2∗∗(m−1 ) ] ] )
h a l f C i r c u i t 1 . append ( [ ’CX’ , [ c ] ,m−1])

return h a l f C i r c u i t 0 + h a l f C i r c u i t 1
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def s t a t e C i r c u i t (m, xs ) :
phases = f indPhases (m, xs )
gate s = grayC i r cu i t (m, phases )
c i r c u i t = C i r c u i t ( )
for i in range (0 ,m) :

c i r c u i t . h ( i )
for gate in gate s :

i f gate [ 0 ] == ’RZ ’ :
t = gate [ 1 ]
theta = gate [ 2 ]
c i r c u i t . r z ( t , theta )

i f gate [ 0 ] == ’CX’ :
c = gate [ 1 ] [ 0 ]
t = gate [ 2 ]
c i r c u i t . cnot ( c , t )

return c i r c u i t
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Appendix C

Rate of Distillable Key from a
Platypus State

The resulting state from the protocol in Example 50 is given by

|Ψλ⟩ =
1√
2
|00⟩AkBk

|φ1⟩AsE
|00⟩BsF

+ p |11⟩AkBk
|0000⟩AsEBsF

+ q |11⟩AkBk
|01⟩AsE

(√
1 − λ |10⟩ +

√
λ |01⟩

)
BsF

.

Tracing out the purifying systems EF yields the state shared by Alice and Bob, that is

Ψλ = Ψ̂λ +
1

2
|00⟩⟨11| ⊗

(
p |00⟩⟨00| + q

√
1 − λ |10⟩⟨01|

)
+

1

2
|11⟩⟨00| ⊗

(
p |00⟩⟨00| + q

√
1 − λ |01⟩⟨10|

)
,

where Ψ̂λ ∈ D (AkBkAsBs) is the key-attacked state given by

Ψ̂λ =
1

2
|00⟩⟨00| ⊗ 1

2
(|0⟩⟨0| + |1⟩⟨1|) ⊗ |0⟩⟨0| + p2 |11⟩⟨11| ⊗ |00⟩⟨00|

+ q2 |11⟩⟨11| ⊗ |0⟩⟨0| ⊗ (λ |0⟩⟨0| + (1 − λ) |1⟩⟨1|) .

It follows from Lemma 44 that

K→D (Ψλ) = D
(

Ψλ

∥∥∥Ψ̂λ

)
= H (AkAsBkBs)Ψ̂λ

− H (AkAsBkBs)Ψλ
,
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Figure C.1: We plot K→D (Ψλ) as a functions of the parameter q ∈
[
0, 1√

2

]
.

which reduces the problem to finding the eigenvalues of Ψλ and Ψ̂λ. This yields

K→D (Ψλ) = 1 −
(

1

2
− (1 − λ) q2

)
log

(
1

2
− (1 − λ) q2

)
−
(
(1 − λ) q2

)
log
(
(1 − λ) q2

)
+

3
4 − (1 − λ) q2 −

√(
3
4 − (1 − λ) q2

)2 − (λ) q2

2

log

 3
4 − (1 − λ) q2 −

√(
3
4 − (1 − λ) q2

)2 − (λ) q2

2


+

3
4 − (1 − λ) q2 +

√(
3
4 − (1 − λ) q2

)2 − (λ) q2

2

log

 3
4 − (1 − λ) q2 +

√(
3
4 − (1 − λ) q2

)2 − (λ) q2

2


+

(
1

4
+ (1 − λ) q2

)
log

(
1

4
+ (1 − λ) q2

)
.

For λ = 1
2 we have shown in Figure C.1 how the rate of distillable key changes with the

choice of parameter q ∈
[
0, 1√

2

]
.
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